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PREFACE - Information and methodology used for theevaluation of the Republic of the
Marshall Islands (RMI)

1. The evaluation of the anti-money laundering (AMd&nd combating the financing of
terrorism (CFT) regime of the Republic of the Maitkslands(hereinafter RMI”) was based on the
Forty Recommendations 2003 and the Nine SpeciabiRem®ndations on Terrorist Financing 2001
of the Financial Action Task Force (FATF), and waepared using the AML/CFT Methodology
2004. The evaluation was based on the laws, régudaand other materials supplied by the RMI and
information obtained by the assessment team dutsgn-site visit to the RMI from 6 to 17
September 2010, and subsequently. During the envsitt the assessment team met with officials
and representatives of all relevant RMI governmegencies and the private sector. A list of the
bodies met is set out in Annex 2 to the mutual@atidn report.

2. The evaluation was conducted by a team of agsesomposed of APG experts in criminal
law, law enforcement and regulatory issues. Thesgsssent team consisted of:

Legal expert

* Arnold Frane, Bank Officer V of the Anti-Money Ladering Council (AMLC) Secretariat of
the Philippines

Financial experts

« Peter Dench, Advisor, Prudential Supervision Deparit, Reserve Bank of New Zealand
 Gunagand Semdiu Decherong, Executive CommissioRepublic of Palau Financial
Institutions Commission

Law enforcement expert

e Gai Lambourne, Technical Advisor, Australian Tratigm Reports and Analysis Centre
(AUSTRAC)

APG Secretariat
e Lindsay Chan, Principal Executive Officer

3. The experts reviewed the institutional framewahle relevant AML/CFT laws, regulations,
guidelines and other requirements, and the regyland other systems in place to deter money
laundering (ML) and the financing of terrorism (FRyough financial institutions and Designated
Non-Financial Businesses and Professions (DNFB&s)well as examining the capacity, the
implementation and the effectiveness of all thgstesns.

4, This report provides a summary of the AML/CFTasigres in place in the RMI as at the
date of the on-site visit or immediately thereaftéirdescribes and analyses those measures, igets o
RMI's levels of compliance with the FATF 40+9 Reawoendations (see Table 1), and provides
recommendations on how certain aspects of theraystelld be strengthened (see Table 2).
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Executive Summary
Key Findings

1. The RMI has a very limited financial sector with taal banking sector assets estimated

at US$133 million in May 2010 There are two AML/CFT supervised commercial batthat
dominate the financial sector in the RMI. Finandititutions and cash dealers are regulated for
AML/CFT except for a few informal providers.

2. Money laundering (ML) and financing of terrorism (FT) vulnerabilities in the RMI
derive mainly from its offshore company registration sector. The corporate anonymity afforded by
companies registered in the RMI represents sigmifidL/FT vulnerabilities. There is no mandatory
requirement for legal persons to provide infornmrat@ther on the legal or beneficial ownership of
shareholders, and there is no supervision of cognframation service providers based offshore.

3. The Banking Commission is the lead agency for AML/ET in the RMI. TheBanking Act
provides a range of statutory powers to the Bankiognmissioner, including those of a financial
intelligence unit (FIU), as a prudential regulasdticensed banks, and as an AML/CFT supervisor of
financial institutions and cash dealers.

4, Overall, the RMI has implemented reasonably sound easures concerning ML/FT
criminalization, confiscation and international co-operation, and the preventive measures for
the financial sectors, but technical and implement#on deficiencies remain There are
deficiencies in the following: elements of the MhdaFT offences; mechanisms for freezing FT funds
without delay and domestic designation; controlsrmvement of cash across borders; supervision of
non-bank financial institutions and cash dealenst ismplementation of the FATF standards amongst
the designated non-financial businesses and piofes§DNFBPS), in particular company service
providers.

5. There has been no prosecution or conviction for Mland FT. Opportunities for possible
ML prosecution were not pursued either due to lefckesources or expertise, and the view (by some
authorities) that ML is more of an internationather than a domestic concern. The authorities
consider terrorism and FT as very low risk, andehes never been a case of either event.

6. The main DNFBP sector is the offshore company fornieon services sector which is not
yet included in the AML/CFT regime. Accountants, lawyers and other company servicgigeos
based in foreign jurisdictions submit applicatidos company formations to the RMI's offshore
company registry.

7. Key recommendations made to the RMI include:

« address remaining legal deficiencies in the ML Biidbffences;
» use available powers to investigate and prosebet&it. offence;

« provide mechanisms/procedures for freezing tetrprigperty without delay and for domestic
designation;

* undertake further enhancements to DFIU functions;
» rectify deficiencies in th€urrency Declaration Act 2009

» take further steps to ensure all entities are avadréheir obligations under the revised
AML/CFT Regulations
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« undertake supervision (on and off-site) to confinmplementation;
» rectify technical deficiencies in the reviseML/CFT Regulations

e introduce AML/CFT requirements for DNFBPs with acfie on enhancing supervision of
company formation service providers based offshore;

« amend relevant statutes to include mandatory irdtion on beneficial ownership and to
prevent the misuse of bearer shares; and

» address remaining deficiencies in the MLA framework
Legal Systems and Related Institutional Measures

8. ML is criminalized under th&anking Actof 1987 although the latter has yet to be used for
any criminal prosecution or criminal charges. Twa Mvestigations were undertaken, but no ML
charges resulted from these cases. Statistics shatvcertain serious (predicate) offenses were
investigated and prosecuted by law enforcementoaitits that could have led to ML investigations
and possible prosecution. The assessment teambbkasved that related ML investigations of these
predicate offences often stop once the conviction the predicate offence has been secured.
Moreover, the agency charged with prosecution éénafes, the Office of the Attorney General
(OAG), has a limited number of personnel and mostfairly new. This may account for the lack of
ML prosecutions. Another factor may stem from thew by some authorities that ML is a
transnational crime rather than a domestic concern.

9. The definition of ML under thdBanking Actis not fully in accord with the Vienna and
Palermo Conventions. Not all of the 20 designatattgories of predicate offences are currently
covered by the term “serious offence” and includexddpredicate offences to ML. There are no
provisions criminalizing piracy of products, humaafficking and migrant smuggling, insider trading
and market manipulation. Some of the offences demed as environmental crimes are limited in
scope and would not qualify as a serious offen@almee of the penalties imposed are either civil in
nature or involve imprisonment of less than a year.

10. FT is criminalized under section 120 of tlmunter-Terrorism Act2002 (“CTA"). The
CTA's definition of FT substantially follows Artiel 2 of the FT Convention. The CTA does not
cover “attempts” to commit FT as required under stendard. The RMI has neither conducted an
investigation nor prosecution relating to FT. Flences are predicate offences for ML since they
fall under the definition of “serious offence” umdbe Banking Act

11. RMI has a conviction based forfeiture regime unter Banking Act, CTA, and POCA.
There are no provisions for the confiscation ofe&s®f organized criminal groups. Moreover, it is
uncertain whether the term “tainted property”, afirced under th&anking Actand POCA, covers
instrumentalities intended for use in the commissibany ML, FT or other predicate offences, and
property of corresponding value.

12. The CTA provides ample authority to freeze, seizé detain terrorist related funds, bsit
lacking a specific procedure to achieve freezinthait delay. Further, the authority to freeze, seiz
and detain under section 122 (2) is limited to glesied terrorist organizations. It is not cleatth
funds can be kept frozen beyond two years. Theeenar procedures for domestic designation,
delisting and un-freezing pursuant to UNSCR 1378r€ has been no instance where sections 122
and 108(3) have been utilized, as there has beaerraism or FT-related investigation made as of
the time of the on-site.
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13. The powers of the Domestic Financial IntelligenceitDFIU) of the RMIlare provided
specifically in section 167, and more broadly itEms 170 and 180 of the Banking Commission
Act. Cabinet Minute 236 by the Nitijela (Parliament)teth21 November 2000, established the
DFIU, comprising the Banking Commissioner as Heahdé, Commissioner of Police, the Chief of
Revenue and Taxation Division and a representéiive the OAG in a supportive role. The DFIU is
an administrative FIU with no formal investigatinae.

14. The DFIU is housed within the Banking Commissiomréle Banking Commission staff
perform DFIU functions together with AML/CFT anduglential supervision roles. All DFIU roles
are conducted on a part-time basis, and as a réseilturrent staffing and technical resourcesef t
DFIU are inadequate.

15. The DFIU has implemented standing operation proesdySOPs) for overall DFIU
operations, including for STR and CTR analysis.e BTR SOP does not include referral to the
UNSCR 1267 and other lists to assist in the pis&iton and analysis process.

16. In the period from 2005-2010, 19 STRs were dissatethto law enforcement out of a total
of 211 STRs received. However, the sharing of mfation between the DFIU, law enforcement and
Customs is carried out on an informal basis, whmieimal or no records are maintained for
statistical purposes.

17. The DFIU budget is part of the Banking Commissidmglget; they are managed, however,
independently from each other. At the time of tmeside visit, there was an indication the DFIU
might acquire an independent budget in the futukeproposal for one dedicated staff member with
the DFIU has been submitted. This is an outstandsuge from the previous MER.

18. The DFIU’s effectiveness would be enhanced if il Hadicated staffing resources, a review
of current SOPs to overcome some deficiencies enpttocessing of STRs, and the introduction of
new SOPs to include a register to record accuratébymation requests for both audit and statistica
purposes.

19. The Criminal Investigations Department (CID) of Department of Public Safety (DPS) has
been tasked with investigating ML, TF and prediazfences, and taking the lead investigation role
in consultation with the Attorney General and tHe .

20. The Attorney General is the primary authority rigigtto the CTA, including the authority to
prosecute under Section 104(4), and the autharifypvestigate, under Part Ill Section 113, and to
direct the CID to investigate terrorist activities.

21. The CID has the authority to use special investigatechniques and undertake financial
investigations for ML and FT. A lack of trainingha investigative skills has contributed to
preventing these powers from being used.

22. The RMI has introduceBroceeds of Criméegislation. The legislation is silent on the shar
or production of warrant powers.

23. The CID’'s effectiveness would be enhanced with appate financial investigative
techniques training to increase the level of urtdeding and knowledge of ML. This will provide the
CID with the skills to investigate ML, proceedsonime and taxation related matters.
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24, The cross border declaration system was introdumedhe Nitijela with theCurrency
Declaration Act 2009CDA). The CDA was passed in May 2009 and cane éffect in August
2009. The CDA contains a definition of “currencyiat includes bearer negotiable instruments,
precious metals and stones.

25. The declaration requirement of US$10,000 or momeuthe CDA is applicable to inwards
passengers only, and neither the definition ofenay nor penalties for false declaration is inctlide
in the actual Customs Declaration Form. Furthee @DA does not specifically extend the
declaration requirement to include the movememiuofency through mail or containerized cargo.

26. The CDA provides Customs with the powers to requdsetmation on the origin and use of
currency, and to seize and restrain currency, éfehare reasonable grounds for suspecting the
currency is intended for use in unlawful conduct.

27. Customs has a manual filing system for the crosddsomovement of currency and other
customs related offences. However, there is nodbsystem for recording currency declaration in
excess of US$10,000, and there is no formal profmsthe sharing or transferring of information
from the Customs to the DFIU. Information is onase&-by- case basis and in an informal manner,
where minimal of no records are maintained forigtiaal or audit purposes.

28. At the time of the MER, consideration was beingegito the creation and implementation of
a Memorandum of Understanding (MOU) between CustéinesDFIU and law enforcement agencies
on matters relating to ML and FT.

29. The RMI has introduced legislation and an inwardsspnger declaration requirement since
August 2009. Customs needs to undertake more lefike the requirements set down in the CDA
are met. The current declaration requirements shimglude outward declaration and currency sent
through mail and containerized cargo, and an imguogleclaration form should be introduced to
include the definition of currency and sanctionsfédse declaration.

Legal Persons and Arrangements & Non-Profit Organiations

30. Regulations for legal persons are provided underBhsiness Corporations Act (BCA),
Revised Partnership Act, Limited Partnership Aot &imited Liability Company AcThese statutes,
collectively known as théssociations Lawprovide the legal framework for the establishmamd
operation of domestic and non-resident domestiparations, partnerships, limited partnerships,
limited liability companies, foreign maritime efi$, and foreign corporations authorized to do
business in the RMI.

31. There are two Registrars: the Attorney General, résident entities as described; and the
Trust Company of the Marshall Islands (TCMI) forna@sident entities. There is an additional
requirement if a foreign entity, natural or leg&rgon, wants to register as a resident entity én th
RMI. They must meet the requirements of the Foréngestment Business License (FIBL) Act, and
be registered under the Minister of Finance’s destigd Register of Foreign Investments. There is a
requirement in the FIBL Regulation to declare baef share ownership and the natural person
owners, but the former is not defined and theremisanction for false declaration.

32. The statutes do not include mandatory disclosureeogficial ownershigexcept under the
FIBL) and there are no measures to prevent mistibeaver shares. The statues permit nominee and
non-resident directors, and directors can be arasitlent legal entity, thereby further obscuring
beneficial ownership information. Timely accesataurate and current ownership information may

-10 -
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not be possible because of these reasons and betausesident companies/entities are not required
to keep a copy of their share register in the RAdicess by RMI authorities may only be available

through the mutual legal assistance process. Hawdle two Registrars do make available the

information they have to other competent authatiecluding foreign competent authorities, and to

the public, upon request.

33. The formation of trusts in RMI is governed by fhreist Act of 1994nd theTrust Companies
Act of 1994.Formation of trusts can only be performed by amdadlely at the discretion of the
Marshall Islands Trust Company (“MITC”), which haathority to accept or deny any application.
However, the RMI stated the MITC is an inactive pamy. Additionally, since its formation, the
policy of MITC has been not to accept any applaadi for trusts, nor has it ever accepted any
applications for trusts. While there may be,datf no existing trust in the RMI formed by the NUIT
as of the on-site, trusts are nonetheless recagjnizéhe RMI. The law on trusts is still valid and
existing albeit unutilized.

34. The non-profit organisation (NPO) sector is govdrnprimarily by the Non-Profit
Corporations Act Cooperatives Act and Counter Terrorism A&elevant provisions of the
Association Lawalso apply. The Registrar of Corporations is oesfble for the registration and
filing of NPOs in the RMI, and is the designateditaat point for any information request on NPOs.
Due to staffing constraints, there is minimum suséon of the sector’s 100 registered NPOs.

35. In 2006, the RMI conducted a sectoral review oNEO. As part of this review process, two
bills to enhance NPO regulation and supervisionewsbmitted to the Nitijela (Parliament) for
approval. The bills did not necessarily cover ladl tequirements of SR.VIII. In any event, the Ml
did not ratify the bills. Overall, the requiremenfsSR.VIII have not been implemented.

Preventive Measures—Financial Institutions

36. RMI sets out in legislation comprehensive AML/CHEyentative measures for the financial
sector primarily through Part Xlll of thBanking Actof 1987 (theBanking Act and the AML
Regulations 2002, as substantially revised in M@j®2(the revisedML/CFT Regulations Formal
advisory notices under the Act are occasionallyddsby the Banking Commissioner, and non-
binding guidance is also issued from time to ti@ertain advisory notices issued pursuant to the
Banking Commissioner’s regulatory powers underBhaaking Actor revisedAML/CFT Regulations
have the effect of “Other Enforceable Means”. Thesyentative measures apply across all types of
entities in the RMI's relatively small financial ®er, designated either as “financial institutions”
(including banks, other lenders, and money transions service providers) or “cash dealers”
(including insurance intermediaries and currencghaxgers). RMI has a relatively uncomplicated
financial system, and apart from the two banksrethare no securities dealers, fund managers or
money changers. Theanking Actprovides for the licensing of offshore banks batsuch licenses
are on issue and the Banking Commissioner has extl¥ist there is no intention to issue offshore
banking licenses.

37. Most of the essential elements required for comphkawith the FATF standards relating to
customer due diligence (CDD) are covered byBheking Actand associated legislation, primarily
through the May 2010 revision to tAéIL/CFT RegulationsRMI has not generally adopted a risk-
based approach to CDD requirements. Implementaifoa significant proportion of the revised
requirements by subject entities had only commerinethe second half of 2010 and was still
underway at the time of the on-site visit. Effeetiess of arrangements to comply with obligations
under the revisedML/CFT Regulationdas not yet been verified through compliance nooimg.
Financial institutions and cash dealers do not lzalexjuate policies and procedures to determine the

-11 -
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natural persons who ultimately control customersovane legal persons, and the definition of
beneficial owner in the applicable laws is not éstemt with FATF standards.

38. Adequate measures with respect to foreign PEPs baga established by regulation and

implemented by the two banks, the finance compartythe money remitter that are currently most

active in their respective sub-sectors. It is net gossible to evaluate the effectiveness of PEP
measures being established by other financiatitigths and cash dealers.

39. Correspondent banking relationships are not cuyrgmbvided by banks in RMI, but the
banks’ policies conform to international best picd. However, the legal requirements with respect
to certain correspondent banking obligations aesléguate. There are no requirements for senior
management authorization of correspondent bankuatsoor for both parties to correspondent
banking relationships to document their respediivi/CFT responsibilities.

40. Third party introducers are not present in RMI @ed by the financial institutions for
overseas-based customers. There is no domesttoogliecfunds transfer system between institutions
and each bank only provides ATM access to its oggoants. Use of new payment technologies is
relatively limited with one bank allowing customdosaccess their accounts through mobile phone
banking using dedicated chip card protection. Bessnrelationships with banks and other financial
institutions are only established face-to- facenkaare alert to the requirements for adequate
policies and controls to reduce the risk of misoseew payments technologies and non-face to face
business.

41. There are no issues with respect to bank secracypaeventing effective implementation of
AML/CFT requirements.

42. Record keeping requirements consistent with FATahddrds have been in place for a
number of years and are well entrenched in thenfita sector. Some originator-information aspects
of wire transfer obligations have been in placesithe CTA commenced in 2003, but the full range
of FATF requirements were only recently formalisgter the revisedML/CFT Regulationsin
2010. Banks and the main money-remitter appeaetafplying policies and procedures consistent
with SRVII; however, the Banking Commissioner’'s poe to authorize a de-minimis threshold of
US$3,000 below which CDD is not required are nohsistent with the FATF maximum of
US$1,000.

43. Although there is no explicit obligation to monitivansactions and relationships set forth in
the Banking Act, the Banking Commission has incomped new language in the revis&dlLF/CFT
Regulationsthat require financial institutions to conduct anbed monitoring, specifically on
complex or unusually large transactions, and taréxa such transactions and set forth and record
findings in writing.

44, Financial institutions are not yet required to eksm document and better understand
transactions originating from high risk countribattappear to have no apparent economic or lawful
purpose; and the Banking Commission has not isadeiories to institutions under its supervision
on the weaknesses of AML/CFT regimes of other lictions. As a result of the lack of regulations,
the Banking Commission has not been able to appiptermeasures to non-compliant countries.

45. Suspicious transactions and reporting requiremergt®stablished in the RMIBanking Act
and accompanying reviselML/CFT Regulations The latter, under section 5 (2) (c), further
establishes that an STR is required when a finhimgttution or cash dealer knows, suspects or has
reason to suspect that funds or other assets aineedidrom illegal activities. The former (i.e.

-12 -
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Banking Act includes specific requirements to report wherrghis suspicion of FT or terrorism
under section 170A. Attempted transactions are mtang in relation to ML and FT under sections
170 (1) and 170A (2) respectively of the Banking.Athe language in tr@ML/CFT Regulationsas

it is written, may allow for non-reporting of taxatters and there is no explicit requirement for
reporting of all criminal activities.

46. A key deficiency is with effective implementatioh 8TR reporting by non-bank financial
institutions. Further, at the time of the mutuahlenation, the effectiveness of STR reporting on FT
could not be determined due to recent implememtatfoeporting requirements.

47. The only gap identified in respect of tipping affthat there is no explicit provision in section
170 (4) of theBanking Actto prohibit tipping off in the period after a sigpn has been formed and
before a STR is made.

48. RMI has CTR reporting requirements under tBanking Actand revisedAML/CFT
RegulationsElectronic filing is being done for CTRs.

49. The RMI Banking Commission has not been active liavigding feedback to reporting
institutions on filed STRs and there are no formedi procedures for communicating the results of
financial institutions’ reporting of STRs. Out-ddtguidelines issued by the Banking Commission,
which are roughly six years old, may no longerdievant and applicable.

50. The requirements for internal controls are covefidly in the Banking Actand revised
AML/CFT RegulationsThe deficiency is with effective implementatiohtbis requirement by non-
bank financial institutions and cash dealers.

51. The revisedAML/CFT Regulationsextend AML/CFT measures to foreign branches and
subsidiaries. However, there were no foreign brasar subsidiaries of financial institutions ortcas
dealers incorporated in the RMI at the time ofdhesite.

52. Shell banks are not permitted to be licensed in Rt the banks do not have any dealings
with shell banks. The legal requirements on finahigistitutions are set out in the revis&ML/CFT
Regulationsand banks have already put in place policies andeplures consistent with the FATF
standards.

53. The Banking Commissioner is provided with powersglamtheBanking Actto monitor and
enforce the AML/CFT requirements imposed on thesétutions, effected through a mix of on on-
site and off-site supervision. However, the RMI maaterial gaps in coverage of subject entities.
Several entities that the AML/CFT regulatory reguients apply to (including a government-owned
development finance institution) are not currestipject to the Banking Commissioner’s supervision
regime and do not appear to be complying with AMEIGequirements. The RMI has not yet carried
out a national AML/CFT risk assessment.

54. The Banking Commissioner is the responsible autharid has adequate powers to regulate
and supervise compliance by financial institutiangl cash dealers with the AML/CFT requirements;
however, the implementation of supervision and er@iment of obligations has been limited to date.
Both on-site and off-site supervision are carriatito some degree. Only one entity has been subjec
to on-site examination since 2007 and no assessni@ve yet been carried out of the financial
sector's compliance with the full range of AML/CHEquirements as introduced in 2010. The
Banking Commissioner has powers to collect inforomato assist in off-site monitoring, but there
does not appear to be any ongoing compliance nrargtapart from the annual relicensing of banks
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and access to annual internal audit reports fokdanly. Guidance to subject entities on compliance
with AML/CFT requirements is outdated and should dignificantly revised to cover the new
standards as set out in the revisddL/CFT RegulationsBank examination manuals and supervision
procedures also need to be significantly revised.

55. The Banking Commissioner licenses banks, with fygr@val of Cabinet, after due inquiry
and investigation including fit and proper criteaipplying to directors, senior managers and owners
of more than 10% of the issued stock of the bamkdZions may be attached to the licence. Banking
licences are required to be renewed annually amthted information is obtained as part of the
consideration of licence renewal. There are no ipiows prohibiting criminals or their associates
from holding a controlling interest in, or beings@nior manager or director of a non-bank financial
institution or cash dealer.

56. The Banking Commissioner has not yet substantigalyaged with a number of entities that
appear to fall within the scope of the AML/CFT reégments under th8anking Actand revised
AML/CFT Regulationsgiving rise to concerns about scope of coverddbeoAML/CFT framework

as a whole. The Commissioner has indicated thabgram of engagement is planned to address
these gaps in coverage. There is a need for additstaff resources and external technical assistan
to: develop, provide training on, and implementefive monitoring and supervision of entities’
compliance with the new requirements; conduct mibeguent onsite examinations prioritised
according to the perceived level of risk; revis@eision manuals, policies and procedures; and
establish comprehensive guidance for subject estiti

57. A limited range of sanctions are provided for nampliance with theBanking Actand
AML/CFT Regulationsincluding fines or imprisonment for certain offes under th&anking Act
and civil money penalties for the majority of off&s, including those under the revigedL/CFT
Regulations Sanctions can be applied to employees, senigrageas and directors of subject
entities, as well as to the entity itself. There ao specific powers for the Banking Commissiooer t
issue administrative fines or compliance ordersbfeaches of AML/CFT requirements. For licensed
banks, there are powers to suspend, revoke oravicgnce under thBanking Act with the approval

of the Cabinet, for failure to comply with requirents under the Act or Regulations or where the
Commissioner has reasonable grounds to believéhatctivity is taking place. There have been no
cases where sanctions have been exercised agaijesttsentities to date. Where compliance failures
have been identified by the Commissioner, the eigiadvised in writing and rectification requested
The Commissioner will generally review rectificatidn subsequent on-site examinations. The
minimal on and off site compliance monitoring irceat years and limited follow-up of remedial
actions taken contributes to a lack of effectivenassupervisory powers and sanctions.

58. Money value transfer (MVT) service providers arsigeated as financial institutions under
the Banking Actand are subject to AML/CFT requirements. Therehisyever, no licensing or
registration requirement for non-bank financialtitosions, including MVT providers, or cash
dealers. The CTA provides for the establishmera oégister for MVT service providers but it has
been established. The Banking Commissioner isirsgé&chnical assistance for the establishment of
a central registry for such businesses.

Preventive Measures—Designated Non-Financial Busieses and Professions
59. The AML/CFT regulatory requirements in thBanking Act and revised AML/CFT
Regulationsapply to the operator of any gambling house, casinlottery, and a person who carries

on a business dealing in bullion. No other catexgoof DNFBP are covered by these requirements (or
as required under FATF Recommendations 12 andhb8)are there any requirements for any person
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providing such services. Given the lack of legajuirements, the RMI currently does not license,
supervise or regulate DNFBP for AML/CFT. Furthermathere are no self regulatory bodies based
in the RMI for DNFBP.

60. With the exception of company service formationviters, other designated DNFBP sectors
are either non-existent or miniscule. No casin@snlging businesses or lotteries are permitted in
RMI under the provision of theambling and Recreation Prohibition Act 199@th the exception of
fund raising activities by non-profit organizatiorichere do not appear to be any real estate agents
operating in RMI, nor are there any businessesirdgah precious stones and metals over the
threshold amount. While trust is legally recognizégtre is no trust formation business based in the
RMI. There is a legal profession and a handfulazibantants providing services to the private sector

61. The main DNFBP sector is the offshore company feionaservices sector. These are
accountants, lawyers and other company serviceigerss based in foreign jurisdictions providing
services for the RMI's offshore company registryowéver, there is no direct supervision of such
company formation service providers. The Regigtexforms some due diligence prior to accrediting
company formation service providers as “qualifiateimediaries”, including screening their names
through commercially available databases and vagfghat they are a licensed attorney, banker,
accountant, or corporate formation specialist. réli®no ongoing annual requirement to maintain the
accredited status, although on each occasion dfigdaintermediary submits an application of
incorporation on behalf of a client, the detailgled qualified intermediary are checked again tghou
the data base used.

62. The RMI should introduce an appropriate legal ampesvisory framework for AML/CFT
requirements on DNFBP with a prioritised and phasgolementation based on a risk assessment,
with a focus on enhancing supervision of offshapany formation service providers.

63. Due to the relatively high reliance on the use adlcas the primary means of conducting
transactions, there has been little done to prometeencourage more modern and secure methods of
conducting financial transactions.

National and International Co-operation

64. The national AML/CFT Committee is chaired by thenBiag Commissioner, and consists of
the Police Commissioner, the Assistant SecretaryCizsstoms and a representative from the OAG.
The Committee serves to act as a forum on AML/CRT as the FIU Committee. Given the size of
the RMI, coordination has been relatively inforrhat regular.

65. RMI acceded to the Vienna and Palermo ConventionsGoNovember 2010. RMI. Many of
the Palermo Convention’s requirements are provideder theBanking Act albeit with noted
deficiencies as aforementioned. RMI acceded toUhk Convention for the Suppression of the
Financing of Terrorism (1999) in 2003. RMI enactd@d Counter Terrorism Act of 2002 to
criminalise FT. There are some deficiencies witpleamenting the United Nations Security Council
Resolutions.

66. RMI has a comprehensive MLA regime primarily gowadrby theMutual Legal Assistance

in Criminal Matters AcfMACMA) and the POCA. Deficiencies in the ML offemcparticularly in
relation to coverage of predicate offences, mayeuméhe the operation of MLA in practice. FT-
related requests for legal assistance made une&@TiA are carried out utilizing the provisions bét
MACMA. All requests for international assistance amade by, and through the Attorney General,
who may grant, refuse or postpone any action omefeest under the conditions provided under the
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MACMA. The MACMA, however, is restrictive as it algs only where a foreign State has made an
arrangement with, or enters into a reciprocal agee# or assistance in criminal matters with the
RMI. At present, this formal arrangement is limitedan agreement with the US and RMI’s tri-lateral
extradition treaty with Palau and the FederatedeStaf Micronesia. It was noted that there are no
clear and efficient processes in place for the @ea of mutual legal assistance requests in alyime

way and without undue delay. Moreover, the deficies in the ML legislation, e.g. scope of

predicate offences, has a limiting effect on RMikslity to provide legal assistance.

67. Dual criminality, whether for ML or FT, is observ@dthe grant of mutual assistance under
the MACMA. Section 405 (q), (ii) is comprehensigaough that would allow RMI authorities to
provide assistance using the “same conduct” appromMLA.

68. The Criminal Extradition Act(CEA) sets out the procedures for extradition. Givemlitbad
wording of theCEA, it only requires that the person to be extraditad been charged with a crime,
ML is deemed extraditable under tB&A The CTA specifically provides that terrorism aftes are
extraditable offences. There are no procedures phavide clear timeframes for processing
extradition requests. According to authorities, RMEs not extradite its nationals.

69. The RMI has legal and institutional gateways tdlitate international co-operation by law
enforcement, the Banking Commission and the DFI6iturations other than the formal MLA process
and generally provides such co-operation. Theree ldy been limited cases of the use of such
mechanisms.
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1. GENERAL

1.1. General Information on Republic of the Marshll Islands

70. The RMI is comprised of 29 atolls and five singdtainds, which form two parallel groups,
the "Ratak” (sunrise) chain and the "Ralik" (supshtin. The population in 2009 was 63,100. Two-
thirds of the population lives on the islands ofjila and Ebeye. The outer islands are sparsely
populated due to lack of employment opportunitiesl @conomic development. There are also
Marshallese resident in the US, primarily in Haw@iegon, California, and Arkansas.

71. The Marshallese are of Micronesian origin, whiclréed to Southeast Asia in the remote
past. The matrilineal Marshallese culture revolmesind a complex system of clans and lineages tied
to land ownership.

72. Marshallese is the official language. English iskgm to some extent by most of the adult
urban population. However, both the Nitijela (Rarient) and national radio use Marshallese.

73. The Revised Compact of Free Association, dated 30 2003, between the RMI and the
United States (US) broadly defines the nature efghlitical, economic, and military relationships
between the RMI and the US. Under the CompactRikié is empowered to operate under its own
Constitution and conduct its own domestic and fpreiffairs. There are special provisions governing
mutual assistance and cooperation in law enforcematters.

Economy

74. The RMI’s total GDP in 2008 was estimated at US$16tillion. The RMI uses the US
currency.

75. The government is the largest employer, employifip 4f the salaried work force. GDP is
derived mainly from payments made by the US urldetérms of the Compact of Free Association.

76. Since 1990, the RMI has offered ship registrationder the RMI flag. It now maintains a
fleet of about 2400 vessels, the third-largest apeistry fleet in the world.

77. The economy combines a small subsistence sectoraamgbdern, service-oriented urban
sector located in Majuro and Ebeye. It is sustaimgdjovernment expenditures and the US Army
installation at Kwajalein Atoll. The US airfield dfwajalein serves as a second hub for international
flights.

78. The modern sector consists of wholesale and itegaie; restaurants; banking and insurance;
construction, repair, and professional serviced;c@pra processing. Copra cake and oil are bynéar t
nation's largest exports. A tuna loining plant thiaiploys 600 workers reopened in early 2008. Copra
production, the most important single commercidlvdy for the past 100 years, now depends on
government subsidies. The subsidies are intendeldelip reduce migration from outer atolls to
densely populated Majuro and Ebeye. Migration ftmouter islands is estimated at 8% annually.

79. Marine resources (including fishing), aquacultuceirism development, and agriculture, are
top government development priorities. The Marshsddinds sells fishing rights to other nations as a
source of income. The Marshall Islands must impowtide variety of goods, including foodstuffs,
consumer goods, machinery, and petroleum products.

System of Government
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80. The 1979 constitution established a parliamentaryegnment, with a President as Chief
Executive and Head of State. The President isezleby the Nitijela (Parliament) from among its

members.  The Council of Iroij is the upper hoo$ehe RMI bicameral parliament, while the

Nitijela is the elected lower house. The Counsilcomprised of 12 tribal chiefs who advise the
Presidential Cabinet and review legislation affegticustomary law or any traditional practice,

including land tenure. Legislative power resideshia Nitijela which comprises 33 senators elected
by 24 electoral districts which correspond rougblgach atoll of the RMI.

Legal system and hierarchy of laws

81. The legal system is based on the former Trust fbeyriaws, but has been modified by the
legislature, municipal bodies, customary law, aochmon law.

82. There are four levels of judicial courts: the SupeeCourt, the High Court, the District and
Community Courts, and the Traditional Rights Codrial is by jury or judge. Jurisdiction of the
traditional rights court is limited to cases invaly titles or land rights or other disputes arisirgm
customary law and traditional practice.

Transparency, good governance, ethics and measuragainst corruption
Good Governance

83. The RMI has a democratic and accountable systemgowérnment with an independent
judicial system and a free media. There have bemm@ber of local and national elections since the
RMI was founded, and in general, democracy hastiumed well, although traditional chiefs and
major land owners dominate the political landscape.

84. Most recently this democratic process was exeraisedl October 2009, when a motion of
no confidence in the former President was passdéldeiMitijela, and the RMI cabinet dissolved. On
26 October 2009, the Nitijela elected a new Predidad some new ministers were appointed.

85. Concerns have been voiced publicly concerning ffiacaountability in the RMI given its
relatively poor fiscal management record, includsgles associated with the ongoing administration
of the Marshall Islands Social Security Fund andtieely poor taxation collection. Furthermore, the
Auditor General's Office has often been left vacant not all government ministries produce an
annual report with audited financial statementseredhilable to the public.

Corruption
86. The RMI is not ranked in Transparency Internatin@brruption Perception Index.

87. The RMI has not signed the UN Convention Againstr@ation but the RMICriminal Code
provides criminal penalties for official corruptiamcluding misconduct in public offices, briberydan
private official gain of public officials. Publicfficials, however, are not subject to financial
disclosure laws. The OAG is responsible for inggtng cases of alleged corruption, but few cases
have been prosecuted. No high-level elected offiaa ever been indicted for corruption. The only
case of a government official charged and convicfdorruption was the former director of the
Marshall Island’s College in 2002.
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88. Voters tend to look to elected representativedifiancial assistance, which pressures elected
officials to use government authority to providetrppage to extended family members and
supporters. This has frequently led to allegatwisepotism in government hiring and in contracting

1.2. General Situation of Money Laundering and Finacing of Terrorism

Sources of lllicit Funds

89. Based on operational law enforcement experienceSas submitted, offences generating
illicit proceeds are tax evasion and smugglinglofeéd by embezzlement, counterfeit instruments,
cheque fraud and selling of marijuana. Statistlusw a total of 54 serious offences were prosecuted
in the 5 year period from 2004-2009. In the permm January to August 2010, there were 22
serious offences prosecuted. While details omttare of the serious offence are not available for
the five year period, the available statistics ¢ate they relate mainly to physical harm and not
proceeds related i.e. assaultive behaviour (seassdults), or drunk or reckless driving. There were
property related prosecutions such as burglargraehy and selling of marijuana.

90. The relatively large number of criminal cases filedEbeye in 2004 reflect a series of
cocaine-related cases involving a bale of cocdia¢ washed ashore. During the on-site, the Chief
Justice advised that the bale of cocaine was nesalt of deliberate importation but accidentally
washed ashore, it is assumed, from a vessel pa#isioggh the RMI chain of atolls. However,
numerous charges and convictions resulted fromegssgm and use of cocaine. There has not been
another incident of cocaine washed ashore sincé.200

91. Authorities mentioned that proceeds from taxatiod customs offences would likely to be
the major sources of illegal proceeds. However, tneogerprise crimes involved relatively small
amounts of money i.e. under US$1,000 except for ¢ames involving the illegal importation of
cigarettes and a case of employees stealing als®80Q000 worth of goods from a local store.

92. Statistics on police investigation of proceedsteglgpredicate offences are consistent with
this view, except on taxation evasion:

Table: Predicate Offences 2007 to 2009

Category No.
Auto-Theft 5

Burglary 180
Counterfeiting 5

Embezzlement 8

Forgery 4

Grand Larceny 87
Robbery 6

93. According to authorities, the discrepancy on timxatan be attributed to a lack of financial

investigative capacity.
Money laundering methods and trends
94, RMI has neither conducted a formal AML/CFT thréakirassessment nor typologies studies.

Without any ML prosecutions, and limited open seunsformation, it is challenging to derive a
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comprehensive conclusion of methods and trefidere were two cases initially investigated for ML
but one case ended up being prosecuted on prastitciharges and a second case resulted in tax
payment settlements with the local tax authoritldewever, given the features of the RMI, it is
probable that illicit proceeds would involve selfihdering and either held as cash or converted into
tangible assets, and if needed, transferred oféséitiner physically or via the formal banking syste

Terrorism and Financing

95. Authorities view terrorism and FT threat as verwlm the RMI. There has never been a

terrorist incident in the RMI. There has been ndRSEported pertaining to FT, although the FT

reporting obligation was only recently introducedmid- 2010. There have been no instances or
investigations related to financing of terrorisnilie RMI.

Money Laundering and Terrorism Financing Vulnerabilities

96. The RMI is located in an isolated area of the Ra@icean and has a limited financial sector.
The RMI is unlikely to be considered an attractvel destination or transit point for illicit proackse
because of these and other factors. Nor could e e considered a significant source of illicit
funds, either regionally or globally.

97. ML and FT vulnerabilities in the RMI derive mainisom its offshore company registration
sector. The corporate anonymity afforded by comgmnégistered in the RMI represents significant
ML vulnerabilities. The RMI is heavily marketed thre internet by third parties outside of the cantro
of the RMI on the taxation and corporate opaqueadsantages of the RMI's non-resident domestic
company registry. There is no mandatory requirerf@nntities to provide information either on the
legal or beneficial ownership of shareholders.

98. The Trust Company of the Marshall Islands, Inc. MICis the Registrar of Corporations for
non-resident domestic corporations, partnershipsfed partnerships, limited liability companies,
and foreign maritime entities. The RMI retains gdiction over RMI non-resident domestic legal
persons. No AML/CFT controls apply. The TCMI bild in the RMI is the repository of all filed
and recorded documents of non-resident domestitiesnt Registration of non-resident domestic
entities is administered in part through Internaaio Registries, Inc. (IRI), a private company,
headquartered in Virginia, with 19 subsidiaries hrehches globally in Baltimore, Dalian, Dubai, Ft.
Lauderdale, Geneva, Hamburg, Hong Kong, Houstomnlml, London, Mumbai, New York,
Piraeus, Roosendaal, Seoul, Shanghai, Singapdkgp;Tand Zurich.

99. The RMI was previously on the OECD’s list of noreperative jurisdictions for taxation
transparency but was removed in 2007 after the &wimitted to improving its program. Since then,
the RMI has been proactive in signing agreementsxation information exchange.

1.3. Overview of the Financial Sector and DNFBP

100. The RMI has a relatively small financial system.

! This is a case in 2010 and does not appear iatibee table on crime offences for 2007-09.
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Table (a): Overview of Financial Sector, 2010

Financial Institutions Number of
Institutions (As
identified)
Banks (see table (b) below ) 2(i)
Insurance Companies (intermediaries) 3
Foreign exchange providers 2 (ii)
Money transmitters 3 (iii)
Finance Companies 3
Retirement Fund 1
0] Excluding the government owned developmenkban
(i) The two commercial banks
(i) One bank provides these services as an agentiofesinational money

remitter

Table (b): Overview of RMI's Regulated Banking ®&ctor

No. of No. of No. of Number Number of Annual Total Assets
Banks Branches Deposit | of ATMs Average
Account | Employees Currency
Holders transactions
Above $10,000
2 4 15,500 132 2 2,475 $133.0m

Table (c): Financial Activity by Type of Financial Institution

Type of financial activity Type of financial | AML/CFT
(See glossary of the 40 Recommendations) institution that performs | regulator &
this activity supervisor
1. Acceptance of deposits and other repayable funds| Banks Banking
from the public (including private banking) Commission
2. Lending (including consumer credit; mortgageditte | Banks Banking
factoring, with or without recourse; and finance of Finance companies Commission

commercial transactions (including forfeiting))

3. Financial leasing (other than financial leasing Non-Bank Credit Banking
arrangements in relation to consumer products) Institutions Commission
4. The transfer of money or value (including finahc Banks Banking
activity in both the formal or informal sector Money remitters Commission

(e.g. alternative remittance activity), but notliting
any natural or legal person that provides financial
institutions solely with message or other suppgsteams
for transmitting funds)
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Type of financial activity Type of financial | AML/CFT

(See glossary of the 40 Recommendations) institution that performs | regulator &
this activity supervisor

5. Issuing and managing means of payment (e.gitcrefl Bank Banking

and debit cards, cheques, traveller's cheques,ynone Commission

orders and bankers' drafts, electronic money)

6. Financial guarantees and commitments Banks Banking
Finance companies Commission

7. Trading in: Banks Banking

(a) money market instruments Commission

(b) foreign exchange;
(c) transferable securities

8. Participation in securities issues and the giowi of N/A N/A

financial services related to such issues

9. Individual and collective portfolio management amghall Islands Social N/A

Security Administration

10. Safekeeping and administration of cash ordiqui | Banks Banking

securities on behalf of other persons Commission

11. Underwriting and placement of life insurancd an Banking

other investment related insurance (including iasoe | Life insurance agents Commission

undertakings and to insurance intermediaries (agamd

brokers)

12. Money and currency changing Banks Banking
Commission

Banking Sector

101. The banking sector has only two commercial batilessBank of Guam (BOG) and the Bank

of the Marshall Islands (BOMI). The banking sedtad a total asset size of US$133 million in May
2010. The two banks provide full commercial bankssgvices, including savings and term deposit
accounts, cheque account facilities, consumer amdneercial lending activities, money market

accounts, and credit card services (only BOG).

102. The BOG operates as a branch in the RMI and hase#isl office in Guam. The BOG is
regulated under US law, including AML/CFT controfdl deposits held by the bank are insured with
the Federal Deposit Insurance Corporation (FDIGhefUnited States.

103. BOMI is a locally incorporated commercial bank tlistmajority owned by the Marshall
Islands Social Security Administration. Other gmiders are the Marshall Islands Development
Bank (MIDB) and individuals.

104. Another bank, the First Micronesian Bank has oletdia banking license from the Banking

Commission to operate in the RMI. However, the baak not commenced operation, and Banking
Commission issued a notice to withdraw the bankizense in 2009. The RMI authorities could not

confirm that the license was actually withdrawn.

105. MIDB is also another important financial institution the RMI, which was established in
1988 to promote the development and expansioneoBtionomy of the RMI by providing loans for
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enterprises and individuals. The MIDB is not supsrd by the Banking Commission for prudential
or AML/CFT purposes.

106. Although theBanking Act1987 provides for the licensing and operation dlare banks,
there are currently no offshore banks licensedénRMI. The Banking Commission indicated it has
no intention to license offshore banks in the fetur

Money Changers

107. Only the two banks provide authorized foreign exgeaservices. There are no licensed
NBFI money changers.

Money/Value Transmission Providers

108. There are two international money remitters opegain RMI i.e. Western Union and
Money Gram. Western Union’s two agents are a sidrsiadf a local conglomerate and the Majuro
Payless Store. Western Union mainly serves Filpignod Marshallese based in the US; Money Gram
has an agency in Majuro and operates as a divigitre BOMI.

109. Given the market for remittance services is smatld adequately covered by existing
providers, RMI officials expressed the view thae thlternative remittance sector is minimal or
insignificant. There is another company, BINGO, eththe Banking Commission has identified as
providing remittance services and will be includedhe Banking Commission supervisory program.
Currently, BINGO can be considered an alternatarsittance provider until it is formally registered
by the Banking Commission.

Insurance

110. There are three insurance providers: Marshalls ramme Agency, Moylans Insurance
Underwriters and Individual Assurance Company. lasae providers are locally incorporated and
are agents of foreign insurers. All insurance piexks, except IAC, ceased accepting new life
insurance policies.

111. The insurance products provided in RMI are not ¢hibet are typically more vulnerable to
misuse for ML/FT.

Finance Companies

112. Ajejdrikdrik is a locally owned non-deposit takifimance company that provides personal
and small business loans to the community. Mossqueal loans are provided as a cash advance
against salaries with repayments based on salalyctiens. The average loan is about US$2,000 per
loan, although business loans can be up to US$304)6jdrikdrik is regulated for AML/CFT.

113. In addition, there are two (2) companies that dff@n financing through car sellers that are
not currently regulated for AML/CFT.

Fund Management
114. The Marshall Island Social Security Administratisran RMI statutory agency that manages

the retirement fund open to all employees workinghie RMI, RMI citizens working outside the
country, and self-employed persons in RMI. It i$ subject to AML/CFT obligations.
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Savings and Loan

115. The authorities advised that there are no savimgslaans or employee cooperatives in
existence. They indicated that there used to beaghtrs’ cooperative but this is no longer
operational.

Securities
116. There is no securities market in the RMI.

1.4 Overview of the DNFBP Sector
a. Casinos (which also includes internet casinos)

117. There are no casinos operating in the RMI because prohibited by theGambling and
Recreation Prohibition Act 1998

b. Real estate agents

118. All land in the RMI is owned by Marshallese indivds. Foreigners cannot own land in the
RMI. Land is held in perpetuity by members of claaml extended families, and certain lands and
fishing waters are held by the entire communitynd_anheritance is matrilineal.

119. The use of land is determined by all three sod@dses in the RMI, namely the Iroij (chief),
the Alap (owner or elder) and Rijerbal (worker @manoner). Iroij have ultimate control of such
things as land tenure, resource use and distrilpudind dispute settlement. The Alap supervises the
maintenance of lands and daily activities. The lRgéare responsible for all daily work on the land
including cleaning, farming, and construction atitg.

120. All three tiers of land users must agree to angdfer of land title. Any proposed transfer
need to be registered with the Land Register. TéamedLRegister then must go through a process of
public consultation i.e. put a public notice ine@wnspaper for three to six months to ensure no other
valid claimant. This is part of a new system idtroed in 2004.

121.  Since 2004, there have only been 10 new landtragians. People have objected to these
land registrations claiming rights to the lands¢éfmeone contests, the application goes to the civil
court to deliberate and also to the TraditionalhRgCourt. This has caused problems with using land
as collateral for loans.

122. There are no real estate agents in the RMI as #r&enfor land title transfer is very small
and complex. There are informal referrals withia tommunity network but they are negligible.

c. Dealers in precious metals/ Dealers in precious stes
123. The team visited three major shops selling jewglrd precious stones. None of the stores
contained items valued over US$15,000. Only oneesstocked one item of value i.e. a pearl for

US$2,000. This was a left over stock from a ptarh which had closed down a few years ago. The
general view is people would buy precious stonesmaetals in Guam, Hawaii or continental USA.

d. Lawyers, notaries, other independent legal professinals and accountants
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(i) Lawyers

124. Lawyers in the RMI include those in public practiemd lawyers employed by the
government. There are about 57 active attornetiseérRMI. Lawyers based in the RMI also provide
company formation services for domestic corporation

125. Law graduates, either local or foreign, are regliceobtain a practice licence from the Chief
Justice. The prerequisites include passing RMI's Bgamination, which is administered by the
Chief Justice’s Office and based on the US Bar Exdrhe bar examination is exempted for any
applicant employed as a government attorney ftaeat 5 years.

126. All applicants must submit an application to preeti The application form includes the
requirement to certify that:

“no criminal charge nor any charge for violation mfofessional ethics or responsibility is
currently pending against me and that | have néxesn convicted of any crime or found in
violation of a rule of professional ethics or resgibility.”

(ii) Accountants

127. Accountants based in Guam do audits of major coiepand national and local government

agencies. There is a branch of a large interndt@ac@ountancy firm based in the RMI. However, it

has only two staff and the office does not carry external audits. There is neither a professional
accountancy association nor any legal requirengmiterning the accountancy profession in RMI.

128. There is an annual single audit of all governmegénaies, which is conducted by a
contracted accountancy firm based in Guam.

129. Except for the branch office of an internationat@mtancy firm, the accountants in private
practice provide book keeping and accountancy sesvio small family owned businesses. The local
office of the international accountancy firm doeast provide company formation service nor hold
funds in trust for clients.

(e) Company and trust service providers

130. Accountants, lawyers and other company serviceigeos based in foreign jurisdictions
submit applications for company formations to tHdIR offshore company registry. The Registrar
performs some due diligence prior to accreditinmpany formation service providers as “qualified
intermediaries”, including screening their namesodigh commercially available databases and
verifying that they are a licensed attorney, bankecountant, or corporate formation specialist.
There is no ongoing annual requirement to mairttanaccredited status, although on each occasion
a qualified intermediary submits an applicationiraforporation on behalf of a client, the details of
the qualified intermediary are checked again thihothg database used.

131. There is no trust industry in the RMI as the goweent decided not to register trusts — a
mandatory legal requirement for domestic trustishoagh foreign trusts are legally recognised ia th
RML.

1.5. Overview of commercial laws and mechanisms geming legal persons and
arrangements
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132. The RMI Associations LawTitle 52 of the Marshall Islands Revised Code (MIRfnsists
of the Business Corporations Act (BCAhe Revised Partnership Act, the Limited Partngrshét,
the Limited Liability Company Act, and Other FormisAssociations. These statutes provide the
legal framework for the establishment and operatafnresident and non-resident domestic
corporations, partnerships, limited partnershiipsitéd liability companies, foreign maritime engis,
and foreign corporations authorized to do busiireize RMI.

133. The Associations Lawcovers both resident and non-resident entitiggsprective of the
Registrar under which it is incorporated. The RMkhwo Registrars of Corporations: a Registrar
responsible for resident domestic and authorizegida corporations, and a Registrar responsible for
non-resident domestic corporations, partnershipsfed partnerships, limited liability companies,
and foreign maritime entities. The Attorney Gehdsathe designated Registrar responsible for
resident domestic and authorized foreign corpamatid@ CMI is the Registrar responsible for non-
resident domestic corporations, partnerships, dichipartnerships, limited liability companies, and
foreign maritime entities.

The Trust Act of 1994 and the Trust Companies Act dd41§overn the formation of trusts.
Although, as noted, the Marshall Islands Trust Canyp(“MITC”), which has the authority to accept
or deny any trust application, is an inactive comypa

(c) Non Profit Organizations

134. The following statutes and regulations govera tperations of incorporated and non-
incorporated NPOs in the RMI.

* Non-Profit Corporations Act

« Associations Law (Business Corporations Act, Reviigatnership Act, Limited Partnership,
Limited Liability Company Act, Other Forms of Agstions)

« Cooperatives Act

e Counter Terrorism Act

135. The Marshall Islands Council of NGOs (MICNGOS) I tumbrella organization for the
NGO sector in the RMI. It does not have a formé as a self-regulatory organization..

1.6. Overview of strategy to prevent money laundemig and terrorist financing

a. AML/CFT Strategies and Priorities

136. Since the last Mutual Evaluation in November 2004, RMI's AML/CFT focus has been
two-fold: rectifying deficiencies in the AML/CFT dml framework, and enhancing the
regulatory/supervisory net of the Banking CommissioRMI made amendments Banking Act
(Public Law 2009-20)issued revisedML/CFT Regulationgnd passed th€urrency Declarations
Act (Public Law 2009-29

137. The RMI has focused on preparing and introducitlg i Parliament to further enhance the
AML/CFT framework. These include the Proceeds ofm@r Bill 2010, Mutual Assistance in
Criminal Matters Bill,Banking ActAmendment Bill 2010 to formalize the FIU, and resimns to
ratify the Vienna and Palermo Conventions. The Ratceded to the Vienna and Palermo
Conventions on 10 November 2010.
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138. The Banking Commission aims to licence and regudatamall number of micro financial
service providers not currently under the Commissiaegulation and supervision. The Banking
Commission is also planning to enhance its on-sigpection program of non-bank financial
institutions and cash dealers.

139. There are plans to create an outreach programniilideize cash dealers and financial
institutions about trends and developments reggrdiegal activities, and to develop industry
specific guidance notes (or general guidance nafgdicable to all sectors) in relation to the
AML/CFT requirements of RMI.

b. The Institutional Framework for Combating Money Laundering and Terrorist
Financing

140. An AML/CFT committee meets quarterly and consisfstlee heads of the Banking
Commission, Domestic Financial Intelligence Unitedartment of Public Safety, Division of
Customs; Registrar of Non-Resident Corporationd, @ffice of the Attorney General. There is also
the FIU Committee which consists of the Banking @ussioner, Police Commissioner, Revenue
and Taxation Division Chief, and OAG which meetsaomonthly basis.

Banking Commission

141. The Banking Commission serves as the sole finaseieior regulatory agency of the RMI.
The Banking Commission is empowerednplement the preventative measures undeBugking
Act and revisedAML/CFT Regulationsssued in May 2010. The Banking Commission alss ha
investigative powers.

Financial Intelligence Unit

142. The Domestic Financial Intelligence Unit (DFIU) cprises of the Banking Commissioner as
Head, the Commissioner of Police, and Revenue an@htibn Division Chief and a representative
from the Attorney Generals Department in a suppentole. The Attorney General currently fulfils
that role.

143. The DFIU is operationally housed within the Banki@@mmission. The dual roles of
Banking Commissioner and DFIU Head is performedhgysame person i.e. Banking Commissioner,
with two of her staff (there are only three staffthe Banking Commission) also performing dual
DFIU and Banking Commission roles.

144, Section 167 of th8anking Ac2000 provides the Banking Commissioner with the gawof
a financial intelligence unit. The amendment tctise 167 of theBanking Actpassed in June 2009
extended the role of the FIU to include receipglgsis and dissemination of STRs in relation to FT.

Department of Public Safety

145. The Department of Public Safety (DPS) is the cadat#d law enforcement agency for the
RMI. The DPS was established pursuant toRhblic Safety Act 198&art Il, Division 1 of the Act,
and specifically sections 503 and 504 respectivediablished the office of the DPS and the Head of
the Department, the Commissioner of Public Safétlye functions, powers and duties are contained
in Part 11, Division 3 (Powers and Duties) and Pért{General) and Part VI (Undercover
Investigation Division).
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146. The Criminal Investigative Division (CID) within ¢hDPS is the primary police organization
to carry out investigations into ML or FT and othmedicate offences pursuant to tBanking
Amendment Act 2000, Criminal Code Revised 20@btheCounter Terrorism Act 2002.

Division of Customs, Revenue, Taxation, & Treasury

147. The Division of Customs, Treasury, Revenue & Taxatin the Ministry of Finance is
responsible for implementing thHeurrency Declaration Act of 2008nd thelmport Duties Act of
1989

Ministry of Finance

148. The Ministry of Finance is responsible for issuiftgeign investment business licences
(FIBL). Any person who is not a citizen of RMI i®tnpermitted to do business in the RMI, and is
also not permitted to acquire an interest in angirmss previously owned entirely by citizens of the
RMI without first obtaining a FIBL from the Ministrof Finance.

Ministry of Foreign Affairs

149. The Ministry of Foreign Affairs is responsible fowordinating ratification of UN instruments
and monitoring the RMI's implementation of UN Contiens. This includes UNSCRs 1267 and
1373.

Office of the Attorney General (OAG)

150. The Office of the Attorney General (OAG) offersd¢gervices to the Office of the President,
the Cabinet, the ten line ministries and to th@owes statutory corporations and other government
agencies. The OAG is also responsible for all arahprosecution in the RMI and all civil litigation
in which the RMI is a party. There are four attgmé@ the Office and some in the legislative branch
of the Nitijela. The six attorneys include the ¢hpeosecutor.

Registrar of Corporations — Resident & Non-Resident

a. Office of Attorney General — Registrar of Incorpotian

151. Under the Associations Law, the OAG acts as theidag of Corporations and is
responsible for the incorporation of resident daidsgal persons in the RMI.

152. The Office of the Registrar of Corporations in DAG is also responsible for the registration
and ongoing regulation of non-profit organizatiofdPOs) in the RMI, both incorporated and
unincorporated.

b. The Trust Company of the Marshall Islands, Inc. (1)
153. TCMI is the Registrar responsible for non-resideioimestic corporations, partnerships,
limited partnerships, limited liability companies)d foreign maritime entities.
C. Approach Concerning Risk

154. The RMI has not undertaken a national risk assessoreadopted a risk based approach to
AML/CFT supervision. It has not identified loweskifinancial or DNFBP sectors or decided to limit
or exempt the application of certain FATF Recomnadiomns.
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155. The RMI does permit its financial institutions azekh dealers to take risk into account when
determining the extent of the customer due diligef@€DD) measures that the institution must take.
Section 3 of the revisedML/CFT Regulationdnclude a definition of risk-based customer due
diligence (CDD) and the requirement that CDD muestabplied on a risk basis, which must include
enhanced CDD for higher risk customers and PERk &y include simplified CDD for lower risk
customers.

d. Progress since the Last Mutual Evaluation

156. The RMI has undertaken a number of enhancemeittslamgal and institutional framework:
* An AML/CFT Committee has been established;

* Amendments to sections 167 and 170 ofBhaking Actwere passed in 2009 to cover the
financing of terrorism and suspicious transacti@uerting of the former, respectively;

« Amendments to the AML Regulations, 2002 were pagsdday 2010 to include revised
and enhanced CDD requirements for financial institg and cash dealers;

« Enactment of the Currency Declarations Act (Pubbev 2009-29) to provide for the
seizure, detention or forfeiture of currency thaterived from, or intended to be used in
criminal conduct;

« The DFIU has entered into additional exchange umsénts with foreign FIUs and
information has been exchanged;

e The DFIU has been provided with an IT system forRC&and STR analysis and
intelligence work by the US Department of Statetigh the US Embassy in Majuro; and

e The Banking Commission has commenced a programmite inspection of financial
institutions and cash dealers.

157. However, other recommendations from the first ME®éhnot been fully met. These are
detailed further in this report. The main outstagditem is that the Banking Commission has not
included the Marshall Islands Development Bank (B)in the AML/CFT supervisory framework.
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2. LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

2.1 Criminalization of Money Laundering (R.1 & 2)

2.1.1. Description and Analysis

Criminalization of Money Laundering (c. 1.1—Physimad Material Elements of the Offence):

158. TheBanking Actand the RMICriminal Codeare the relevant statutes for the criminalization
of ML. Money laundering is criminalized under seatil66, Part XllI of théBanking Act of 1987,
which states:

§166. Money laundering offessand penalties.
(1) A person commits the offense of money launglérthe person:

(a) acquires, possesses or uses property, knowirdgaving reason to
believe that the property is the proceeds of crime;

(b) knowing or having reason to believe that suchpprty is the
proceeds of crime, renders assistance to anothesopefor:
(i) the conversion or transfer of property, withethim of concealing
or disguising the illicit origin of that propertypr of aiding any
person involved in the commission of the offenseviae the legal
consequences thereof; and

(i) concealing or disguising the true nature, drg location,
disposition movement or ownership of the property.

(2) Where a person is convicted of any of the efferspecified in Subsection
(1), in the case of a natural person, such persw@il $e liable to imprisonment
for a term of imprisonment not exceeding twenty) (@8ars or a fine not
exceeding $2,000,000, or both, and in the case bbdy corporate five (5)
times such a fine or double the amount of monegived in the offense scheme,
which ever is greater

159. Section 166 (1) is not fully in accord with the Wie and Palermo Conventions. Acts are
criminalized where a person acquires, possessasseas property, knowing or having reason to
believe that the property is the proceeds of crintdowever, as stated, it does not penalize a perso
who is involved in the conversion or transfer abgerty, or concealment or disguise, only a person
who “renders assistanceTo “render assistance” is to “aid and abet” whishriore of an ancillary
offense to ML.

The Laundered Property (c. 1.2):

160. Section 102 of th&anking Actdefines theproceeds of crimes“any property derived from
or obtained, directly or indirectly through the corission of a serious offenseProperty, on the
other hand, has been defined‘assets of every kind, whether corporeal or incagad, movable or
immovable, tangible or intangible, and legal docuatseor instruments evidencing title or interest in
such assetqsee section 10Banking Act). TheBanking Act definition of proceeds of crimand
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property is the same as that, respectively, under the VidAmacle 1, (p) and (q)) and Palermo
(Article 2, (d) and (8)Conventions.

Proving Property is a Proceed of Crime (c. 1.2.1):

161. There is no express requirement when proving thapegrty is a proceed of crime that a
person be convicted of a predicate offence. Autiesripoint out that the law only requires that the
person knows or had reason to believihat the property is the proceeds of crim@mphasis
supplied). Authorities indicate that they believih prosecution could proceed in the absence of a
charge or conviction for a predicate offence. Ther&owever, no case law yet on this matter.

The Scope of the Predicate Offences; Thresholdoaopr (c. 1.3)

162. RMI has adopted a threshold approach by designatihgerious offencesas predicate
offences to ML. Th&anking Actdefines aserious offenseas follows:

(dd) “serious offense” means an offense againstavigion of

(i) Any other law in the Republic of the Marshallands, for which the
maximum penalty is imprisonment or other deprivatd liberty for a
period of not less than 12 months;

(ii) a law of a foreign State, in relation to aas omissions, which had
they occurred in the Republic of the Marshall Islanwould have
constituted an offense for which the maximum pemalprisonment or
other deprivation of liberty for a period of notskethan 12 months
(8102 (dd), Part IBanking Act)

163. TheCriminal Codecontains a number of offences that meet the oaetpeeshold qualifying
as “serious offences”. They are as follows:

« Aggravated Assault (section 114)

* Bribery (section 118)

e Burglary (section 119)

« Conspiracy (section 120)

« Counterfeiting (section 121)

* Forgery (section 130)

» Kidnapping (section 135)

e Grand Larceny (section 137)

» Cheating (section 138)

e Embezzlement (section 139)

» Receiving stolen goods (section 140)

* Unlawful issuance of bank checks or drafts (sectih)

« Obstructing justice (section 149)

* Robbery (section 150)

» Misconduct in public office (section 171)

« Bribery of public officials and government emplogdsection 172)

» Private financial gain by public officials or gonenent employees (section 173)
* Receipt of unauthorized rewards gratuities and amehts (section 174).
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164. Other offences that would qualify assarious offencénclude violations of: théNarcotics
Drugs (Prohibition and Control) Act, the Weaponan@ol Act, the Prostitution Act, the Treason and
Sedition Act.

165. Aside from the commission of terrorist acts andufitler section 107 and 120 of tieunter
Terrorism Actof 2002 (CTA), the following offences under the A£Would also come under the
definition of serious offences:

* Weapons of Mass Destruction Offenses (Sec.125)

* Internationally Protected Persons Offenses (Se¥.126

» Hostage Taking (Sec. 127)

e Terrorist Bombing (Sec.128)

» Plastic Explosives (Sec. 129)

« Safety of Civil Aviation Offenses(Sec.130)

« Maritime Offenses (Safety of Maritime Navigatiordafixed Platform) (Sec.135)
* Nuclear Material Offenses (Sec.136).

166. The predicate offences under the RMI laws do natecahe entire FATF designated
categories of predicate offences. There are noigiomg criminalizing piracy of products, human
trafficking and migrant smuggling, insider tradingd market manipulation. Some of the offences
considered as environmental crimes are limiteccops and would not qualify as a serious offence
because of the penalties imposed are either aivibiture or involve imprisonment of less than a yea
(e.g. theMarine Mammal Protection of 1990, the Coast Conation Act of 1988 and Fisheries Act
The penalty for smuggling under thmport Duties Act of 1988 imprisonment of not more than one
(1) year and would therefore not qualify as a serioffence under RMI law.

Extraterritorially Committed Predicate Offences {c5):

167. As stated above, ML predicate offences consistlladeaious offences under RMI law and
those of foreign States, which, had they occumethé RMI, would constitute an offence penalized
with a maximum penalty of imprisonment or deprigatiof liberty for a period of not less than 12
months (section 102(ddpanking Acd. In other words, a criminal offence committed ovasseould
also qualify as a predicate offence as long a®itlvconstitute a serious offence in the RMI.

Laundering One’s Own lllicit Funds (c. 1.6):

168. The AML provisions of théBanking Actdo not specify whether the ML offence extends to
persons who have committed both the ML and preglioffences. There is no fundamental principle
of law in the RMI that would prevent the ML offentzeinclude self laundering.

Ancillary Offences (c. 1.7):
169. Under section. 166 (b) of tiganking Act:

“any person who, knowing or having reason to belteet such property is the proceeds
of crime, renders assistance to another persdor (i) the conversion or transfer of
property, with the aim of concealing or disguisiing illicit origin of that property, or of
aiding any person involved in the commission of tffense to evade the legal
consequences thereof; and (ii) concealing or disiggi the true nature, origin, location,
disposition, movement or ownership of the propedsn be charged with money
laundering”
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170. There is neither a definition of “render assistdringhe Banking Act nor in theCriminal
Code

171. Section 104 of th€riminal Codedefinesaccessoriesas

“every person whopknowing that aroffense against the Republibas been committed,

receives, relieves, comforts, or assists the offerid order to hinder or prevent his

apprehension, trial, or punishment, is an accessdtgr the fact. An accessory after the
fact shall be imprisoned not more than one half {4¢) maximum term of imprisonment or
fined not more than one-half (%2) the maximum finesgribed for punishment of the
principal, or both; or if the principal is punishéb by life imprisonment, the accessory
shall be imprisoned not more than ten (10) ygars

172. Section 105 (5) of the RMTriminal Codecovers aiding the conduct of a crime. It provides
that

“a person who engages in conduct designed to amthar to commit a crime, is guilty of
an attempt to commit the crime, although the crisneot committed or attempted by such
other person”.Moreover, section 105 (1) covers attempting to mitna crime, providing
that, “where no separate provision is made by law forighment upon conviction of such
attempt, a person so convicted shall be punishetl Wprisonment for a term not
exceeding one-half (1/2) of the maximum term ofrisopment which may lawfully be
imposed upon conviction for commission of the eHeattempted,... ”

173. Conspiracy, under section 120 of theminal Code is a serious offence and thus qualifies as
a predicate offence to ML. It exists

“If two or more persons conspire, either to comanily crime against the Republior to
defraud the Republic in any manner or for any psgand one or more of such parties
do any act to effect the object of the conspiraach of the parties to such conspiracy
shall be guilty of conspiracy and shall upon cotigit be liable to a fine not exceeding
$2,000 or to a term of imprisonment not exceedivey (6) years, or both. If, however, the
offense, the commission of which is the objecbabgiracy, is a misdemeanor only, the
punishment for such conspiracy shall not exceedhrthrimum penalty provided for such
misdemeanor”.

174. The Banking Actuses “offence” but th€riminal Code as highlighted above, uses both
“offence” and “crime”. Section 102 of tHeriminal Codes provides detailed definitions with offence
and crime being interchangeable with felonies, miselanours or petty misdemeanours, except an
offence can also be subject to a fine, forfeitur@ther civil penalty, either in the code or anfeat
statute.

Additional Element—If an act overseas which doawtstitute an offence overseas, but would be a
predicate offence if occurred domestically, leadmooffence of ML (c. 1.8):

175. This additional element does not apply to the Ridtause of the dual criminality being
observed in regard to predicate or serious offe(felemse see discussion under c.1.3 above)
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Liability of Natural Persons (c. 2.1):

176. ML under theBanking Actmay be committed either by a natural or legal perso order to
be convicted of ML under section 166 of tBanking Acta perpetrator must hakeowledgeor has
reason to believehat the laundered property is proceeds of crime.

The Mental Element of the ML Offence (c. 2.2):

177. The ML offence at section 166 of tiBanking Actappears to be constructed to allow the
mental element to be inferred from objective cirstemcesAccording to RMI authorities, it is a
fundamental principle of the RMI criminal law thtite intentional element of any crime may be
inferred from objective factual circumstances. Beencommon law jurisdiction, the assessment team
was informed that case laws of other common lavgdliotions are applicable to RMI. However, this
principle was not expressly provided under the tawwas there any case law presented showing that
application of such a fundamental principle. TheAGconfirms that there is no case law dealing
with objective evidence rule for any offence in @@minal Code.

Liability of Legal Persons (c. 2.3)

178. Criminal liability for ML also extends to legal mams in the RMI. Section 103 (9) of the
Criminal Codedefines “person” to includea“corporation or an unincorporated association

179. Section 166(2) of th@anking Act states thatWhere a person is convicted of any of the
offenses specified in Subsection (1), in the cése matural person, such person shall be liable to
imprisonment for a term of imprisonment not excegdiventy (20) years or a fine not exceeding
$2,000,000, or both, and in the case of a body @@te five (5) times such a fine or double the
amount of money involved in the offense schemeheagr is greatet

180. However, neither th€riminal Code’sdefinition nor theBanking Act’'sdefinition covers all
categories of legal persons defined in the FATFhoddlogy, namely,Bodies corporate, foundation,
anstalt, partnerships, or associations, or similamdies that can establish a permanent customer
relationship with a financial institution or otheise own propest’.

Liability of Legal Persons should not preclude pblss parallel criminal, civil or administrative
proceedings & c. 2.4):

181. There are no specific provisions that prohibit thessible parallel criminal, civil or
administrative proceedings. Under section 113 (hth@Banking Act, the Banking Commissioner is
authorized to revoke the licence of a bank, whenthare are reasonable grounds to believe that ML
activities are taking place. It would appear thn sanction is in addition to the criminal sanetio
under section 16@anking Act Further, section 181 of tlanking Act provides that

“in addition to any criminal penalties or fines dugrized by Part Xlll of the Banking Act
,1987, each financial institution and cash dealand any partner, director, officer,
employee, or person participating in the conducthef affairs of the financial institution or
cash dealer who violates any provision of Part Xtit any regulation promulgated by the
Banking Commissioner implementing any provisiofPait XIII shall be liable for a civil
money penalty of not more than $10,000 per viatetio

Sanctions for ML (c. 2.5):
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182. Section 166(2) of th®anking Act states that,\Where a person is convicted of any of the
offenses specified in Subsection (1), in the cése matural person, such person shall be liable to
imprisonment for a term of imprisonment not excegdiventy (20) years or a fine not exceeding
$2,000,000, or both, and in the case of a body @@te five (5) times such a fine or double the
amount of money involved in the offense schemeheagr is greateft

183. Additionally, pursuant to section 113 of tlBanking Act,“(1) In the case of a licensed
bank...(m) where the Commissioner is satisfied thatet are reasonable grounds to believe that
money laundering activity is taking place the Cossioner may, with the approval of the Cabinet, by
notice given in writing, suspend the license angune the bank to show cause why the license
should not be revoked or varied; or revoke thenge'.

184. TheBanking Actpenalty (imprisonment for a term not exceeding 2arg) is more severe
than the penalties for serious offences inGhieninal Codewhich range from 5 to 10 years maximum
imprisonment. As regards legal persons, the amoffihe is US$10 million or double the amount
involved in the ML offence which is a consideralaled significant amount. Unfortunately, the
effectiveness and dissuasive effect of the exigtihglaws could not be measured at the time of the
on-site due to the lack of ML investigations, pmsgens, or convictions.

Statistics and effectiveness

185. While the RMI authorities maintain relevant statiston criminal investigations, prosecutions
and convictions, only two (2) ML investigations leawveen undertaken, but no prosecutions have been
carried out notwithstanding the fact that ML lawavé been introduced into tiBanking Actsince
2000 and 2002.

186. Based on its 2009 statistics, there were certamowse (predicate) offences that were
investigated and prosecuted (e.g. grand larcensgldny and forgery) that could have led to ML
investigations and possible prosecution. The asmrssteam has observed that further investigation
of these predicate offences for possible ML ofteEps once the conviction for the predicate offence
has been secured. Moreover, the agency chargegmisiecution of offences, the OAG, has a limited
number of personnel and most are fairly new. Thay lmiccount for absence or lack of ML statistics.
The other factor may have stemmed from the viewsdoye authorities that ML is a transnational
crime rather than a domestic concern.

187. There have been no investigations or prosecutibMLaffences in the RMI which involved
legal persons incorporated in the RMI's offshorgistey.

2.1.2. Recommendations and Comments

188. While some of the provisions of tliganking Actcomply with requirements under the FATF
Recommendations, there are deficiencies and antigiguwvhich need to be remedied. They are the
following:

Recommendation 1

« Amend theBanking Acto (a) remove the reference to “render assistaimceéSection 166 (b);
and (b) specifically cover “self-laundering”.

* Include comprehensive offences against each ddegnzategory of predicate offences,
including by:
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» Enacting legislation that would criminalize piraafyproducts, human trafficking,
migrant smuggling, insider trading and market malgippon with penalties that
would qualify them to be predicate offences to Mhg

» Amending the existing customs and environmentalbdgvproviding for penalties

that would qualify them to be serious offences #ng be predicate offences to
ML.

* The authorities should develop a strategy to beipertise and undertake ML investigation
and prosecution, with an initial focus on simplases of potential ML, proceeds of crime and
taxation related violations (see related recommeépiander R.27).

Recommendation 2

« Amend the definition of legal persons to include thll range as defined in the methodology.

2.1.3. Compliance with Recommendations 1 & 2

Rating | Summary of factors underlying rating

R.1 PC » The definition of ML is not fully in accord with éhVienna and Palermpo
Conventions.

 The definition of “serious offence” does not couwte entire FATH
designated list of offences.

e Offences such as piracy of products, human traffgckand migrant
smuggling, market manipulation and insider tradisgyuggling and
certain environmental crimes are not included.

» Doubts exists as to whether self-laundering isnadich.
» Lack of effective implementation.

R.2 LC e The scope of criminal liability for legal persors limited to bodies
corporate and does not include the full range géllpersons as defined
in the Methodology

» Lack of effective implementation
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2.2. Criminalization of Terrorist Financing (SR.II)
2.2.1. Description and Analysis

Legal Framework:

189. The financing of terrorism is criminalized in sectil20 of the Counter-Terrorism Act, 2002
(“CTA"). The RMI has signed and ratified the UN Gamtion for the Suppression of the Financing
of Terrorism as well as all 12 international cori@mms and protocols relating to the fight against
terrorism. Additionally, pursuant to section 104(5)

“application of any provisions of (the CTA), relatior implementing the provisions of any
international terrorism convention or protocol, sheonform to and meet the requirements of
the particular convention or protocol, and shalke subject to the exclusions and
jurisdictional requirements contained theréin.

Criminalization of Financing of Terrorism (c. 1).1

190. Under section 105 of the CTA, the terms “terrori¢B7), “terrorism”(35), “terrorism
offense”(36) and “terrorist act” (38) and “terstrorganization” (39) are defined as follows:

» "terrorist" means a person who engages in terrorism.

* "terrorism" means and includes terrorism offences and tetracts;

» "terrorism offense’means:
(a) any crime established by this Act;
(b) any crime established by the laws of the Mdidekands and declared
to be a terrorism offense by the Nitijela;
(c) any crime established by an international teism convention;
(d) any crime recognized under international hunemién law as a
terrorism offense; and
(e) any crime established under the law of a fare®jate, where such
crime, if committed in the Marshall Islands, wowdnstitute a terrorism
offense under the laws of the Marshall Islands

« "terrorist act" means and includes any act that is intended, distnature or context
can be reasonably regarded as intended, to intienitie public or any portion of the
public, or to compel a government or an internatiar regional organization to do
or refrain from doing any act, and:

(a) involves the seizing or detaining, and threatgrto Kill, injure,
harm, or continue to detain, another person;
(b) endangers the life of any person;
(c)creates a risk to the health or the safety @ public, or to any
portion of the public;
(d) endangers the national security or national etse of any
country;
(e) involves substantial damage to property;
(f) involves the highjacking, seizure or sabotadeamy conveyance
(including an aircraft, vessel, ship, or vehicle)r of any fixed
platform attached to the continental shelf;
(g) involves any act that is designed to disruptiestroy an electronic
system, including, without limitation:

(i) an information system;
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(i) a telecommunications system;

(iii) a financial system;

(iv) a system used for the delivery of essentiségament
services;

(v) a system used for, or by, an essential pubbilicyt

(vi) a system used for, or by, a transport system;

(h) involves any act that is designed to disruptphovision of essential emergency
services such as the police, civil defense andeaksérvices;

« ‘“terrorist organization” means a group composed of two or more personshetet
organized or not, that engages in terrorism.

191. Terrorism financing is criminalized under secti@0bf the CTA which provides that:

“(1) Any person who knowingly, by any means, diyeat indirectly, solicits,
provides or collects funds with the intention ttiety should be used or in the
knowledge that they are to be used, in full orantp
(a) for terrorism;
(b) for the benefit of persons who engage in tesrar or for the
benefit of entities owned or controlled, directly indirectly, by
persons who engage in terrorism; or
(c) for the benefit of persons and entities actimgbehalf of or at
the direction of any person referred to in subsetti(b); commits
a crime punishable by the penalties establisheddayion 107 (1)
(a) of this Act.

(2) For an act to constitute an offense under #@stion it shall not be necessary
that the funds were actually used to commit or gaut a terrorism offense, or
terrorist act.

(3) Citizens and nationals of the Marshall Islarafsl any persons or entities within
the Marshall Islands are prohibited from making afunds, financial assets or
economic resources or financial or other relatedvases available, directly, or

indirectly, to any person referred to in subsectigh) or 1(c).”

192. Section 120 (1) above is substantially similar tticde 2 (1) of the FT Convention. Instead of
the phrase “unlawfully and willfully” found in thd=T Convention, the CTA used the term
“knowingly” which, RMI authorities stated, requiragnuch lower degree of proof.

193. Section 120 (2), on the other hand, is a modifiedsion of Article 2 (3) of the FT
Convention. However, the provision does not coattempts” as required under criteria.ll.1.d of SR
Il.

194. The term “terrorism” has a wide coverage whichudels terrorism offence and terrorist acts
as defined in section 105(36) and 105(38) and anbatly covers the requirements under Article 2
(a) and (b) of the FT Convention.

195. Section 105(13) of the CTA defines “funds” ‘g@operty or assets of every kind, whether
tangible or intangible, movable or immovable, hoareacquired, and legal documents or instruments
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of any form, including electronic or digital, eviugng title to, or interest in, such property orsass,
including, but not limited to, bank credits, traeed checks, bank checks, money orders, shares,
securities, bonds, debt instruments, drafts, Isttdrcredit, and currency.”The term “funds” under
the CTA is a near verbatim copy of Article 1(1)tbé FT Convention. Section 105 added property,
debt instruments and currency to the CTA’s definitdf the term “funds”.

196. Section 106 (CTA) provides théany person who knowingly, directly or indirectigngages

in terrorist act is guilty of an offence againststtiAct, and shall unless otherwise punishable under
any other section be punishable, under section df0this Act”. The criminal penalties provided
under section 107 (1) include imprisonment of maisithan 30 years and a fine of not more than
$100,000,000.00, or both”.

197. Under section 107 (3), a person commits a criraaighable under subsection (1) of section
107(2), if that person knowingly:

(a) attempts, conspires, or threatens to commit;

(b) participates as an accomplice in;

(c) organizes or directs others to commit;

(d) contributes to the commission of; any crirs@blished (under the CTA).

198. Section 107 (3) essentially follows Article 2 @&)the FT Convention, although there is a
deficiency in the definition of “attempts’ as higitited earlier.

Predicate Offence for Money Laundering (c. I1.2):

199. Under theBanking Acta “serious offense” is an offence that carriehwitimprisonment of
not less than 12 months. All serious offences asalipate offences to ML. Considering that the
penalty for the financing of terrorism in RMI is jimsonment for not less than 30 years, FT is
therefore a predicate offence to ML.

Jurisdiction for Terrorist Financing Offence (c.3):

200. The jurisdictional application of the provisionstbé CTA are provided under section 104 (2)
and (3), thus:

(2) This Act shall apply in respect of any criestablished by this Act when
the offense is committed:
(a) in the Marshall Islands;
(b) by a citizen of the Marshall Islands;
(c) on board an aircraft or ship:
(i) registered under the laws of the Marshall Isiarat the time the
offense was committed;
(ii) operating under or flying the Marshall Islandlag;
(i) which lands in the territory of the Marshdllands with the
alleged offender on board;
(iv) leased or chartered without a crew to a lesad#®e has his
principal place of business in the Marshall Islapndswho is a
habitual resident of the Marshall Islands;
(d) against or on board a fixed platform whilestlocated on the Marshall Islands’
continental shelf;
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(3) This Act shall apply in respect of anyne established by this Act when the offense:

(a) was directed toward or resulted in the carryiogt of a crime against a
citizen of the Marshall Islands, or during the coission of which a citizen of the
Marshall Islands was threatened, injured or killed:;

(b) was directed towards or resulted in the cargyiout of a crime against the
government of the Marshall Islands or a facilitjpldmatic or consular premises
of the government of the Marshall Islands abroad;

(c) was directed towards or resulted in a crime outted in an attempt to
compel the Marshall Islands to do or abstain frooing any act;

(d) was committed by a stateless person who hasrtisr habitual residence in
the Marshall Islands.

201. The aforementioned provisions under section 104 ldvaaeem to suggest that RMI
authorities, specifically the Attorney General (andection 104 (1)), can enforce the FT provisions
and other violations of the CTA under section 1B¥vhenever the offence is: a) committed by its
citizens; or b) committed within the territory dfet RMI; and under section 104 (3), whenever the
offence is directed against i) a citizen of RMIda) its government, even if the offence is contedt
outside of territorial jurisdiction of RMI.

The Mental Element of the FT Offence (applying2i2R.2):

202. As with ML, there is neither an express legal ps@n nor case law that would show that the
intentional element of any crime may be inferreshfrobjective factual circumstances. This is the
same issue as highlighted under the analysis obfince above.

Liability of Legal Persons (applying c. 2.3 & c44n R.2):

203. Section 105(23) of the CTA defines “person” to ut# both natural and legal persons and
any foreign government or nation or any agencyrunsentality or political subdivision of any such
government or nation, whether or not it is engagmbggal activities or is operating legally andan
lawful manner (section 105 [23]).

204. The provisions on the liability of corporations asttier legal persons are found under section
109 which reads:

(1) Legal persons, including any foreign governmanhation or any agency,
instrumentality or political subdivision of any $ugovernment or nation, shall
be liable in the same manner and to the same egtematny natural person for
any terrorism offense.

(2) The maximum assessable fine for legal persbali be increased by ten
times the amount assessable in the case of a hgterson.

(3) Where in proceedings for a violation of thig Adés necessary to establish the
state of mind of a corporation or other legal persit is sufficient to show that a
director, officer or agent who engaged in the cartdwithin the scope of his or
her actual or apparent authority had that statexohd

'(4) Any conduct engaged in by:

(a) a director, officer or agent of a corporation ather legal person
within the scope of his or her actual or appareutherity; or
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(b) any other person at the direction or with thensent or
agreement (whether express or implied) of a dimectdficer or

agent of the corporation or legal person, where ¢fidng of such
direction, consent or agreement is within the scop¢he actual or
apparent authority of the director, officer or ageshall be deemed,
for the purposes of this Act, to have also beeraged in by the
corporation or legal person.

Sanctions for FT (applying c. 2.5 in R.2):

205. Criminal penalties for violations of the provision$ the CTA are generally found under
section 107 (1), (2) and (6) which read:

(1) Unless otherwise provided, any person conviofezh offence against this Act;

(a) shall, where no other punishment is prescrilmegspect of that offense,
be punishable by a term of not less than 30 yeads rot more than life
imprisonment, or a fine of not more than $100,000,00; or both.

(b) shall not be entitled to probation for an offencommitted or have the
term of imprisonment imposed on him run concuryewith any other term
of imprisonment; and

(c) shall not be entitled to bail pending his triat his appeal against
conviction for the offense.

(2) In lieu of the amount of the fine otherwisehauized by this Act, and in addition to
any term of imprisonment, a defendant who deriveditp or other proceeds from a
crime established by this Act may be liable torne fof not more than twice the gross
profits or other proceeds, where the profits or ggeds from the offense exceed the
maximum assessable fine

XXX

(6) The court, in imposing sentence on any persmvicted of a terrorism offense, shall
order, in addition to any other sentence imposhdf the person forfeit to the Marshall
Islands all property described in section 108.

206. As stated in section 9 above, legal persons skdibble in the same manner and to the same
extent as a natural person for any terrorism offerdoreover, the amount of accessible fine
(maximum of US$100 million) applicable to naturarpons shall be increased ten fold whenever the
offender happens to be a legal person.

Effectiveness
207. RMI has a generally low risk for FT, and the RMkhezonducted neither an investigation nor
prosecution relating to FT. The absence or lackofrelated investigation/prosecution made it

difficult for the assessment team to assess tleetdféness of the law and the sanctions it imposes
would-be offenders.
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2.2.2. Recommendations and Comments

208. According to RMI authorities, RMI has a very smahld geographically isolated financial
centre which, due to its restrictive nature, does land itself to FT. While there are sufficient
provisions under the CTA which will enable RMI ®spond to (and prevent) FT, it is recommended
that the RMI conducts a FT risk assessment asoparinational AML/CFT assessment, and amend
the definition of “attempts” to be consistent wikie FT Convention.

2.2.3. Compliance with Special Recommendation Il

Rating | Summary of factors underlying rating

SR.II LC * The definition of “attempts” is not fully coistent with the FT]
Convention.

* While offences meet all the essential criteficR Il, there is as yet no
basis to evaluate the effectiveness of the impleatiem.

2.3. Confiscation, freezing and seizing of procds of crime (R.3)

2.3.1. Description and Analysis
Legal Framework:

209. The confiscation regime of the RMI is covered bgtems 167() and 171-175 of tianking
Act, sections 108, 113, 122 of the CTA and sectidi®-226, 237-245, 251-252, 257, and 262 of
the Proceeds of Crime A¢tPOCA”"). The confiscation measures under Banking Act,CTA and
POCAare all conviction based. The RMI has no civilfédure regime.

210. It was noted that th8anking Actand POCA have similar but not identical provisiams
“property”, “tainted property” and “proceeds”. ltowld appear that insofar as confiscation is
concerned, the POCA, being a law of general apmicawould apply to all serious offences except
ML which is specifically covered by thganking Act.

Confiscation of Property (c. 3.1):

211. For an order of confiscation to be issued undeBiduaking Act and POCA, the High Court
of RMI must be satisfied that the property subjettthe confiscation is‘tainted property”.
Moreover, an application for a confiscation ordeusinbe filed with the High Court: Under the
Banking Actwithin six (6) months after conviction; and, undiee POCA, within one (1) year from
date of conviction.

212. “Tainted property” is defined under section 102 ¢ff theBanking Aciand under section 205
(1) (p) of the POCA. Under thBanking Act‘tainted property” is defined asahy property obtained
in whole or in part from the proceeds of a criminffiense or from proceeds of money laundering.”

213. On the other hand, the POCA defines “tainted prgpeas “(i) property used in, in
connection with, the commission of a serious offeas (ii) proceeds of crime"Property” under the
POCA is definedas “currency and all other real or personal propgmf every description, whether
situated in the Republic of the Marshall Islandsstsewhere and whether tangible or intangible, and
includes an interest in any such property (secfiob (1) (I), POCA).”
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214. Further, under section 205 (1), (k) of the POCApeeds of crime” is defined &suits of a
crime, or any property derived or realized direatiiyindirectly from a serious offense and includes,
on a proportional basis, property into which anyoperty derived or realized directly from the
offense was later successfully converted, trangfdrnmtermingled, as well as income, capital or
other economic gains derived or realized from spicdperty at any time since the offense.”

215. For the definition of “proceeds” and “property” wardthe Banking Act,please refer to the
discussions under c.1.2.

216. As discussed under Recommendation 1, there arensberuof categories of predicate
offences which are not ciminalised in the RMI. Tdpmplication of proceeds of crime powers under
the POCA would not be available to confiscate priyper those categories of predicate offences.

217. “Tainted property” in the POCA ari8lanking Act with one exception, does not include those
instrumentalities intended for use in the commissaf ML or other predicate offences. The
exception, under section 171 of tBanking Actjt appears that with respect to currency expootgd

or imported into the RMI, the Commissioner or Attey General may detain or seize such currency
whenever there is a reasonable ground to suspa&cstich currency is (i) property derived from a
serious offence; or (iijntended by any person for use in the commission & serious offence
(emphasis supplied). Said currency, while detaised]l not be released where an application for a
confiscation order has been filed (section 171(g)Banking Act)

218. The provisions of th&anking Act (section 176) and POCA (section 227) allow payment
instead of a confiscation order whenever such dismation order cannot be made because the
subject property or any interest therein:

“(1) cannot, on the exercise of due diligence hmted,;

(2) has been transferred to a third party in cir@tamces which do not give rise to
a reasonable inference that the title or interesisviransferred for the purpose of
avoiding the confiscation of the property;

(3) is located outside the Republic of the Marstsiinds

(4) has been substantially diminished in valueeasrdered worthless; or

(5) has been commingled with other property thatnod be divided without

difficulty;

the High Court may, instead of ordering the propest part thereof or interest

therein to be confiscated, order the person to wathe Republic of the Marshall

Islands an amount equal to the value of the propeyart or interest ...”

Provisional Measures to Prevent Dealing in Propestipject to Confiscation (c. 3.2):

219. Under sections 237 and 238 of the POCA, the AtpGeneral mayex parteapply to the
High Court for a restraining order prohibiting afefedant or any person from disposing of, or
otherwise dealing with, the property or such paereof or interest therein as specified in the
restraining order, except in such manner specifiezhid order (section 238 (1)(f) POCA).

220. A “defendant”, for purposes of sections 237 and 238 ‘person charged or about to be
charged with a serious offense, whether or not hestte has been convicted of the offénse
Moreover, a restraining order will be issued by High Court when it is satisfied that there is a
reasonable ground to believe that: i) the defendantmitted a serious offence (conviction is not a
requisite); ii) the property is tainted; and iiigfdndant benefited from the offence, directly or
indirectly. When the restraining order is directagainst property of a person other than the
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defendant, the restraining order will, nonetheléssjssued based on reasonable grounds to believe
that the subject property is tainted and subjechéodefendant’s effective control. A “person” may
either be a natural or legal person (section 20%) (POCA).

221. Property, under the POCA, will be deemed “tainteapprty” if the same is i) used in, or in
connection with, the commission of a serious oféerar ii) proceeds of crime (section 205 (1)(p),
POCA). “Proceeds of crime”, on the other hand, efiretd as fruits of a crime, or any property
derived or realized directly or indirectly from er®us offence and includes, on a proportionaldyasi
property into which any property derived or redizbrectly from the offence was later successively
converted, transformed or intermingled, as welhasme, capital or other economic gains derived or
realized from such property at any time since fifienge (section 205 (1)(k), POCA).

222. Violation of a restraining order is penalized wiitlpprisonment for a maximum period of five
years or a maximum fine of US$50,000.00, or bothcadse the violator is a corporation or legal
person the maximum fine is US$250,000.00 (secti#s) POCA).

223. A restraining order remains in force until; i) & discharged, revoked or modified; ii) the
period of six (6) months from the date on whicksimade or such later time as the High Court may
determine; or a confiscation order or a pecuniayalty order, as the case may be, is made in respec
of property, which is the subject of a restrainimder (section 243, POCA).

224. Under section 167 (1) of thBanking Act, the Banking Commissioner may apply for a
warrant authorizing, among others, the removalnyf @document, material or other things within the
premises of a financial institution, cash dealerofiicer or employee thereof for the purpose of
preventing ML activities. Trust and company seryceviders are not included in the definition and
records of offshore companies would not be sulijgsuch a warrant. Moreover, the Commissioner
or Attorney General, under section 171 of Banking Act may seize and detain any currency that is
being imported into or exported from RMI if thereeareasonable grounds to suspect that such
currency is (i) property derived from a seriouseaffe; or (ii) intended by any person for use in the
commission of a serious offence.

225. Section 108 and 122 of the CTA set out provisianahsures in relation to terrorism. Section
108 of the CTAreads, in part:

“(3) For the purposes of forfeiture proceedings uritiés section, a temporary restraining

order and seizure warrant may be entered upon agfitin of the Attorney-General without

notice or opportunity for a hearing when an infotioa or complaint has not yet been filed
with respect to the property, where there is prdbatause to believe that the property with
respect to which the order is sought would, ingkient of conviction, be subject to forfeiture
under this section and exigent circumstances éxatplace the life or health of any person
in danger....”

226. Further, under section 122 of the CTA

“(1) Any law enforcement officer or customs offic@fthe Marshall Islands may seize and in
accordance with this section detain, any fundst tha officer or official has probable cause
to believe were derived from or intended for teisor, including, without limitation, funds

being imported into or exported from the Marshallahds. (2) Funds of, or intended for,
terrorist organizations shall be frozen, seizedd @am accordance with this section, detained,
where the organization has been designated asraristr organization by the United Nations

Security Council, or by the Minister pursuant taguéations promulgated pursuant to this
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Act, or where there is probable cause to believat tthe entity involved is a terrorist
organization....”

Ex Parte Application for Provisional Measures (c3)3

227. The Attorney General, under section 237 of the POty apply to the High Court for a
restraining order against any covered property grelield by a defendant or held by a person other
than a defendant. An application for a restraimirder may be madex parteand shall be in writing.

228. Although the application is madex parte,the High Court, before entering a restraining
order, may require notice to be given to, or magrhany person who, in the opinion of the High
Court, appears to have an interest in the proparigss the Court is of the opinion that givingtsuc
notice before making the order would result in disappearance, dissipation or reduction in value of
the property subject of the application (sectiof,Z30CA).

229. Application for search warrants can be made uneetians 251-257 of the POCA in respect
of searching a person or premises for tainted ptp@nd seizing such property. Where there is
reason for urgency, applications can be made lepheine, radio communication or facsimile under
section 253. Section 254 authorizes the policeafto carry out a search and seize property witho
warrant in emergency situations i.e. thide’ circumstances are so urgent that they requimaédiate
exercise of the power without the authority of araat or the order of a couftt

230. A police officer can also apply for a warrant undection 263, to enter onto any land or
premises to search for and seize any documentsifideg, locating or quantifying the defendant’s

property.
Identification and Tracing of Property subject tor@iscation (c. 3.4):

231. Authorities, including police officers, are ampljnpowered to identify, trace and even seize
tainted property. The Banking Commissioner has gehgnsive powers to assist in identifying and
tracing property. Under section 167 the Banking @ussioner has the following powers:

» to enter the premises of any financial institut@rcash dealer during
ordinary business hours to inspect any record, nraites and take copies of
the whole or any part of the record;

» to request additional information where he has meeble grounds to believe
that such information is essential to discovering adtivity;

» to apply for a warrant to enter any premises belagdo or in the possession
or control of a financial institution, cash deal@n, any officer or employee
thereof, and to search the premises and removelacyments, materials, or
other things therein for the purposes of prevenhitigactivity, as so ordered
by the High Court and specified in the warrant.

232. The Attorney General also has powers under sed@h of the Office of the Attorney-
General Act 2002, to summon individuals or entitieappear, testify and/or produce for examination
any books, papers, documents, records, data octehjhich the Attorney-General deems relevant or
material to the inquiry.

233. Under section 251 of the POCA, a police officer mapduct a search on person, enter upon

land or premises in search of tainted property s@ide such property found in the course of the
search. This search (and seizure) may be effedttesr evith the consent of the person to be searched
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or occupier of the land/premises as the case magrhbgy virtue of a warrant under section 252 or in
cases of emergencies as authorized under sectibn 25

Protection of Bona Fide Third Parties (c. 3.5):

234. Rights of third parties are protected under varipusvisions of the POCA. Section 217
requires the Attorney General when applying fooafiscation or pecuniary penalty order to give no
less than 14 days notice to any person who may aaveterest in the property and such person may
appear and adduce evidence in the hearing.

235. Pursuant to section 225, a person who claims andsitin the property being the subject of a
confiscation order, may apply to the High Courfobe the confiscation order is made, for an order i
respect of that property. If the Court is satisfieat:

» the person was not in any way involved in the cision of the offense; and

» where the person acquired the interest duringfterahe commission of the
offense, that he or she acquired the interestdifficsent consideration and
without knowing, and in circumstances such as marbuse reasonable
suspicion, that the

» property was, at the time he or she acquired ihtead property;

» the Court shall make an order declaring the natendent and value of the
person’s interest.

236. If the confiscation order has already been madggraon claiming interest may before the
end of 12 months from the day the confiscation owdes made, apply to the Court for an order. In
both these circumstances, the applicant is requoeglve the Attorney General 14 days notice. A
receiver or fiduciary appointed under section 4&listn application by any person who has obtained
an order under section 25, direct that the propertthe interest to which the applicant relates, be
returned to the applicant or direct that an amaqual to the value of the interest be paid to the
applicant.

237. Before entering a restraining order, under sec?8® the High Court may require notice to

be given to any person who appears to have aresitéan the property unless the Court is of the
opinion that such notice before making the ordeuldaesult in the disappearance, dissipation or
reduction in value of the property.

Power to Void Actions (c. 3.6):

238. Pursuant to section 224 of the POCA, the High Coay before making a confiscation order
and in the case of property in respect of whichstraining order was made and served, set aside any
conveyance or transfer of the property that occluafer the seizure of the property or the sereice

the restraining order, unless the conveyance oisfiea was made for valuable consideration to a
person acting in good faith and without notice.

Additional Elements (Rec 3)—Provision for a) Car#tion of assets from organizations principally
criminal in nature; b) Civil forfeiture; and, c) Gdiscation of Property which Reverses Burden of
Proof (c. 3.7):

239. There are no provisions for the confiscation ofets®f organized criminal groups. RMI's

closest concept to an organized criminal groug@spiracy”, is a serious offence under section 120
of the Criminal Code It exists“If two or more persons conspire, either to comanily crime against
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the Republic, or to defraud the Republic in any nearor for any purpose, and one or more of such
parties do any act to effect the object of the poasy, each of the parties to such conspiracy Ishal
be guilty of conspiracy...As a serious offence, any tainted property relédetie conspiracghall be
covered by the confiscation provisions of the PQflA it requires the commission of a criminal act
pursuant to the conspiracy.

240. There is no civil forfeiture regime in RMI.

241. Under section 222 (2) of the POCA, in determininigether property is tainted or not, the
High Court may presume, in the absence of coneaigence:

(a) that the property was used in or in connectivith the commission of the
offense if it was in the person’s possession atithe of, or immediately after the
commission of the offense for which the personacsasicted;

(b) that the property was derived, obtained or iz&d as a result of the commission
of the offense if it was acquired by the persowfegefduring or within a reasonable

time after the period of the commission of thens#eof which the person was
convicted, and the High Court is satisfied that theome of that person from

sources unrelated to criminal activity of that pemscannot reasonably account for
the acquisition of that property.

Statistics and effectiveness

242.  While the RMI authorities maintain relevant statiston criminal investigations, prosecutions
and convictions, no statistics were available latien to property frozen under the POCA.

2.3.2. Recommendations and Comments

243. Effectiveness of the confiscation provisions canhet measured due to the absence of
relevant statistics. During the meetings with tbgal authorities and law enforcement agencies, the
assessment team was informed that most of the ehérpught before the prosecutors and the courts
have been the subject of plea bargaining, whichllsved under theCriminal Code This may
account as one of the reasons for the absencaabdaonfiscation.

244. RMI should fully implement R3 by undertaking théidaving:

« Amend both the POCA, andanking Actto ensure that “tainted property” covers
instrumentalities intended for use in the commissad any ML, FT or other predicate
offences and is the same in both Acts.

» Ensure that provisional measures and confiscapiplies to property of corresponding value.

2.3.3. Compliance with Recommendation 3

Rating | Summary of factors underlying rating

R.3 LC » The term “tainted property” does not cover instrataéties intended
for use in the commission of any ML, FT or otheegicate offences,
and property of corresponding value.

» Lack of effective implementation.
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2.4, Freezing of funds used for terrorist financig (SR.III)

2.4.1. Description and Analysis
Legal Framework:

245. Sections 108, 113, and 122 of t@emunter Terrorism Ac{CTA) concerns the freezing,
seizure and confiscation of funds associated withtarrorism offence.

246. Section 113(5) of the CTA authorizes the Attornegn€ral to take appropriate measures, in
accordance with the Constitution and the laws ef Marshall Islands “.to identify, detect, freeze,
seize, and obtain forfeiture of any funds used kocated for the purpose of committing any
terrorism offense as well as the proceeds deriv@u Such offensés

247. Section 122, any law enforcement officer or custoffisial of the Marshall Islands (1)May
seize and detain any funds, that the officer dciaffhas probable cause to believe were derivethfr

or intended for terrorism, including, without limatton, funds being imported into or exported from
the Marshall Islands.(2) Funds of, or intended for, terrorist organizatiosisall be frozen, seized,
and in accordance with this section detained, whifie organization has been designated as a
terrorist organization by the United Nations SetyrCouncil, or by the Minister pursuant to
regulations promulgated pursuant to this Act, orewdhthere is probable cause to believe that the
entity involved is a terrorist organization”.

248. Section 122 authorizes the seizure and detentigaradrist funds but does not provide how
the seizure and detention will be actually impletadn

249. The seizure and detention under the foregoing mestcover “funds” which are defined
under the section 105 (13) of the CTA to meproperty and assets of every kind, whether tangible
or intangible, movable or immovable, however acggirand legal documents or instruments in any
form, including electronic or digital, evidencinglé to, or interest in, such property or assets,
including, but not limited to, bank credits, traed checks, bank checks, money orders, shares,
securities, bonds, debt instruments, drafts, Isttdrcredit, and currency’and is in accord with the

FT Convention’s definition of funds. Such seizurel @etention is effected only by law enforcement
or customs official. Judicial intervention would lprcome in for purposes of determining the
justification for the continued detention of thévmct funds (section 122(3)-(7)).

Freezing Assets under S/Res/1267 (c.lll. 1) an@® 187111.2):

250. The provisions contained in the CTA, specificaltydection 122, are meant to address the
requirements of UNSCR 1267. The RMI has taken thteon of empowering law enforcement and
the High Court to administer and enforce freezimgjoas, rather than enacting supplementary
legislation or regulation that places responsipilir freezing the funds or other assets of desegha
persons (UNSCR 1267 or otherwise) on the persaentity holding the funds or other assets (e.g.
financial institutions and cash dealers) and suinig¢hem to sanctions for non-compliance.

251. Section 122 (2) of the CTA authorizes the fundsointended for, terrorist organizations as
designated by the UN Security Council, to be froaenl seized. Howevesection 122 does not
include individual terrorists. Further, there is aefinition of “frozen” or “seized” or “seizure” ithe
CTA, although there is a definition of funds asetbtarlier, in section 105(13). However, in the
context of section 122 of the CTA, seizure hasshmme intended effect as to prohibit the transfer,
conversion, disposition or movement of funds ireete.
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252. The period of detention of funds after seizure ursetion 122 (1)-(2) is no more than 48
hours but may be extended by the High Court, u@dia grounds and with due hearing for maximum
period of two years. However, the maximum periodetiention is 2 years as stated under section 122
(4), which is not consistent with the requiremeht/dlISCR 1267 for freezing indefinitely or until the
finalization of some investigation or review proges

253. There has been no instance where sections 122Gh¢3) have been utilized as there has
been no terrorism or FT-related investigation maslef the time of the on-site.

254. The assessment team asked both the Attorney Garetalhief Justice how the RMI would
use its powers under section 122 to give effetifECR 1267 obligations. While RMI authorities
indicated the powers are available under the CHAy tacknowledged the lack of clear procedures
would make it difficult to achieve the desired friegy without delay required under UNSCR 1267,
should circumstances warrant such an action.

255. The Attorney General and High Court also mentiotexdpossible use of restraining orders.
However, restraining orders are governed by the RKQ®ey are issued against the covered property
held by or under the effective control of a “defanti, defined under the POCA as “person charged
or about to be charged with a serious offence, lndredr not he or she has been convicted of the
offence (section 205 (1)(i), POCA). It is doubtféilthe POCA could be made to apply to those
designated under UNSCR 1267.

256. The use of constraining orders under the CTA is hisited by section 108 of the same act
i.e. they can only be used for criminal forfeitaféer a conviction of a terrorism offence.

Freezing Assets under S/Res/ 1373 (c. l11.2):

257. Section 122 (2) provides that, “fundd, or intended for, terrorist organizations shélé
frozen, seized, and in accordance with this sectietained, where the organization has been
designated as a terrorist organization by the Uditdations Security Council, or the Minister
pursuant to regulations promulgated pursuant te thct, or where there is probable cause to believe
that the entity involved is a terrorist organizatio

258. While the second half of section 122 (2) may haserbdesigned to authorize the Minister to
designate domestically, the provision is deficiesit does not include individual terrorists. Aglod
time of the on-site, the RMI has neither designatederrorist organization or individual nor
established procedures to allow for such designatio

Freezing Actions Taken by Other Countries (c. )il.3

259. As with c.lll.1 and IIl.2, there are no proceduresplace for the local designation of
terrorists, whether individuals or entities, inpesse to any potential freezing actions taken hgrot
countries.

Extension of c. Ill.1-111.3 to funds or assets aotied by designated persons (c. 111.4):

260. As stated in section 122 (2), the seizure and tietens limited only to the funds of
designated terrorist organizations (Please reftraaliscussions under c.lll.1 and c.lIl.2).

Communication to the Financial Sector (c. IlI.5):
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261. Section 122(2) does not detail how the financiataeis notified of the freeze, seizure and
detention made under the CTA. During the on-siterinew with representatives of the banking
sector, the assessment team was informed thatettiersvas aware of, and was furnished with, a
copy of the UNSCR 1267 Sanctions List and refetcethe UN 1267 website. However, it would

seem that awareness is limited, and only existsinvihe banking sector.

Guidance to Financial Institutions (c. I11.6)

262. There is no detailed guidance provided to the firersector of the process to follow in the
event of a match or false nhame match, given thieosities themselves have not developed detailed
implementation procedures for the CTA.

De-Listing Requests and Unfreezing Funds of Destliftersons (c. 1ll.7) and those Inadvertently
Affected by the Freezing Mechanisms (c.lll. 8)):

263. There are no existing procedures for delistingegitivith UNSCR 1373 or 1267. An RMI
national included in the UNSCR 1267 List has noadynunder the CTA or under any other legal
framework that would allow such person to applhaee his or her name removed from the 1267 list.

264. The freezing, seizure and detention of funds of GRSJesignated terrorist organizations are
made pursuant to section 122(2) of the CTA. Butdlare no clear cut procedures as to how funds
subject to freezing, seizure and detention willrekeased. Section 122(5), however, provides that
such funds can be released upon order of the Ha@ght@vhen, among others, the judge of the High
Court is satisfied that the continued detentionddonger justified. An application to this effezn

be made by or on behalf of the person whose prppexs affected.

Access to frozen funds for expenses and other pesp@. 111.9):

265. Under section 238(2) of the POCA, a restrainingeomay be subject to such conditions as
the High Court deems fit providing for meeting afithe property or specified part of the property
the reasonable living expenses of the defendami'sediate family. This is allowed under extreme
cases where undue hardship to innocent partiesdwathlerwise occur. However, this provision is
limited to criminal proceeds and not the funds 267 listed entities.

Review of Freezing Decisions (c. 111.10):

266. Upon application by or on behalf of the person séhéunds have been seized or detained
and subject to any contrary view of the Attorneyn&al, the High Court may order the release of
said funds in whole or in part (section 122 (5) A3T

267. Section 217 of the Proceeds of Crime Act providwstlie defendant or any other known
interested third party toappear and adduce evidence at the hearing for apfitin for confiscation;
section 244 of the Proceeds of Crime Act providethe review of restraining ordefs

Freezing, Seizing and Confiscation in Other Circtamses (applying c. 3.1-3.4 and 3.6 in R.3, c.
11.11)

268. The definition of the term “funds” subject to saizudetention and freeze is the same as that
defined under the FT Convention. Under the CTAndtudes those derived or intended for terrorism
or for terrorist organizations (section 122(1), QTA does not cover property of corresponding
value.
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269. The freeze, seizure and detention under sectionislBplemented by law enforcement or
customs officials whenever, among others, thepedbable cause to believe that the subject funels ar
derived or intended to be used for terrorism pueposudicial review under the same section is only
for the purpose of determining whether or not ttantinued detention is still justified after
considering the attendant circumstances.

270. For purposes of forfeiture proceedings, a temporasyraining order or seizure warrant may
be entered upon the AG’s application without notixeopportunity for a hearing where there is
probable cause that the subject property woulcbteifed in the event of conviction or that exigent
circumstances exist that would place the life apalth of a person in danger (section 108(3), CTA).

271. Section 108, CTA provides further that the foregoiorovisions shall be implemented
without prejudice to the rights of third partiegiag in good faith.

Enforcing the Obligations under SR Il (c. 111.13):

272. As stated above, so in so far as UNSCR 1267 an8 48¥concerned, the freeze, seizure and
detention powers are limited to terrorist orgariored designated by the UN Security Council. There
are no procedures in place for the designatioretistthg, unfreezing of assets within the conteixt o
UNSCR 1373. There are no specific procedure andftames to demonstrate that freezing can be
effected “without delay” as required under UNSCR 2.2

273. There are no procedures in place to monitor compdiavith the UNSCR requirements.

2.4.2. Recommendations and Comments

274. The CTA provides ample authority to freeze, seizé detain funds. What is lacking is the
specific procedure that would show that the rensedan be effected without delay. As noted above,
the authority under section 122(2) is limited tcsigeated terrorist organizations. There are no
procedures for domestic designation, delistinguamdtreezing pursuant to UNSCR 1373.
275. The RMI should implement the following to addrdss tleficiencies in SR.III:
» Adopt specific procedure, timeframes and ensuretigars for non-compliance,
through the promulgation of regulations pursuanh&CTA, to enable freezing
“without delay” in relation to the requirementsWWNSCR 1267.

« Adopt specific procedures for the designation aglisting of persons or entities
within the context of UNSCR 1373.

* Implement an effective mechanism or communicati@iesns or guidelines to
subject persons.

» Provide for publicly known procedures for delistisungd unfreezing.
« Develop and implement procedures to monitor compkaby the RMI government.

2.4.3. Compliance with Special Recommendation Il

Rating | Summary of factors underlying rating

SR.II |NC e The absence of specific procedure and timeframesleimonstrate
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freezing “without delay” in relation to the requinents of UNSCR
1267.

» Total period permissible for freezing funds dethilender CTA is 2
years

» There are no procedures for the designation aridtidel of persons or
entities within the context of UNSCR 1373.

* No effective communication systems or guidelinesttbject persons.
* No publicly known procedures for delisting and eefzing.
* No procedures in place to monitor compliance byRM government.

2.5. The Financial Intelligence Unit and its Fundbns (R.26)

2.5.1. Description and Analysis

Legal Framework:

276. Section 167 of th&anking Actprovides the Banking Commissioner with a rangetatusory
powers, including to receive, store and dissemirggterts from cash dealers and financial instihgio
to law enforcement i.e. powers of a financial iigeihce unit (FIU).

Establishment of FIU as National Centre (c. 26.1):

277. In an attempt to delineate the Banking Commissioegulatory and supervisory powers and
functions from its FIU powers and functions, thdijilia Cabinet established the Domestic Financial
Intelligence Unit (DFIU) on 21 November 2000, aswdmented in Cabinet Minute 236. This Cabinet
decision established the DFIU to comprise of thekdag Commissioner as Head, the Commissioner
of Police, and Chief of Revenue and Taxation Dornsiand a representative from the Attorney
General's Department in a supportive role.

278. The DFIU serves as the national centre for theipecanalysis and dissemination of reports
of transactions to other competent authorities dasepowers vested in sections 167 and 170 of the
Banking Act Section 167 covers all aspects of the DFIU fumsj while section 170 covers STR
reporting and section 80 covers CTRs. Sectionsd%anf the revisedML/CFT Regulationgrovide

the process and procedure for the reporting of SAMRISCTRS to the Banking Commissioner

279. The DFIU functions as an administrative FIU and hasformal investigative role with
respect to ML/FT or predicate offences. Even ttosgction 167 of th&anking Actprovides the
Banking Commissioner with law enforcement powensa§sociation with law enforcement agencies),
including the freezing and confiscation of fundsmected to be the proceeds or related to ML/FT
activities, this power has not been utilized.

280. The DFIU has, since its inception, developed antitleand profile separate to the Banking
Commission, although the day-to-day operationshef@FIU are conducted by staff of the Banking
Commission, and records and associated databasésarBoused in the Commission. The reference
to the Banking Commissioner in this section of itygort is in the context of the position’s dualerol
as DFIU Head.
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281. The DFIU has standard operating procedures (SQ@Pg)verall DFIU operations, including
CTRs and a separate one for STR analysis, althtlughformer (sections 5 - 9) also includes
procedures for processing STRs. From 2005 to Sdyatle@010, the two banks submitted a total of
211 STRs. No STRs have been received from othandial institutions or cash dealers.

(a) STR Submission, Receipt and Storage

282. Financial institutions and cash dealers are redquimder section 170 of tHganking Actto
report STRs within 3 days of a transaction. Reparts submitted electronically, although there is
scope for hard copy reports to be submitted.

283. STRs are submitted in accordance with Instructienf§eparation Guidelines for Suspicious
Activity Report Form (STR) — effective August 2Q@ and in other guidance provided (see ¢.26.2
below).

284. The DFIU, on receipt of a report, assigns a uniggference number to each report and
establishes an electronic record in the DFIU daalihat allows for electronic filing and analysfs o
STRs and CTRs.

(b) Prioritization/Initial Screening of STRs

285. The DFIU, on receipt of an STR, refers the STR noaaalyst who follows the SOP to
analyse the STR. This includes carrying out chexkghe database to determine if previous STRs or
CTRs have been reported for the same entity. BBR is FT related, a check is made of the United
Nations or other terrorist list.

286. If there is no suspicious activity, the report vii# noted ‘No Further Action”. For all other
reports, the analyst will allot a priority ratinfleigh, Medium or Low for processing.

287. There is also scope at the point of screening urider‘Immediate Action” scenario.
According to the SOP, the Banking Commissioner ta&g¢ a number of steps, including referral to
law enforcement or instructing the financial ingiibn or cash dealers to take such steps as may be
appropriate to facilitate any investigation antitigx.

(c) Analysis
288. If there are other linked STRs, the analyst willrgaout additional checks and update the
current data base with additional information édgdocuments, linked accounts, other addresses etc.
It should be noted here that not all STRs are aealyn detail due to a lack of staff in the DFIU.

289. The DFIU database is integrated and searches ofsSAml CTRs can be conducted
simultaneously.

290. Analysts may seek further information from theduling external sources:
» Reporting entity - Where the information contained in the STR, inahgdcash
transaction reports is insufficient or unclearoenfal letter of request is sent to the

institution under the signature of the Banking Cds®ioner, pursuant to section
170(2) of theBanking Act.
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« Competent Authorities - Police, Revenue and Taxatig Immigration, Attorney
General. Where information from law enforcement is requjréde DFIU may
request information in an informal manner betwedflD) Commissioner of Police
and the Chief of Revenue and Taxation. Section dféthe Banking Actdoes not
explicitly provide for the DFIU to request infornm from law enforcement
authorities. Section 167(1)(n) of tiBanking Actprovides for the DFIU to conduct
investigations with law enforcement authorities vehthe Commissioner of Banking
has reasonable grounds to suspect ML activities.

* World Check or internet search - The analyst will include a number of additional
checks including World Check and Google.

* Foreign FIUs - This is available under section 167(1)(j) of Baenking Act

291. In practice, many of these requests are made byl emphone call in an informal manner.
Some of the requests are recorded by either th&) DFthe competent authority making the request;
however, not all requests for information are fdiynaecorded. The informal requests for
information are not being captured for statistipaiposes, so a true picture of the number of ragues
made between the DFIU and the competent authocdiéiesot be gained.

(d) Dissemination

292. At the completion of the analysis proceth® report is sent to the Commissioner of Banking
with a recommendation, either: (a) for it be disseted to the relevant law enforcement agency,
where the analyst believes there are reasonablenggsato suspect, pursuant to section 167(1)(b) of
theBanking Actor (b) for some future action, or (c) no furtlaetion to be taken (NFA).

293. DFIU refers STRs to the Criminal Investigation Bigin (CID) in the Department of Public
Safety (DPS). The CID does not keep statistics lenreceipt and action of STRs and does not
provide feedback to the DFIU on the outcomes of Sfdeeived. Any feedback received is generally
a result of follow up from the Head of the DFIU.

294. The deficiency in the above analysis process ighat first stage, in the culling and
prioritization process where a decision not to utade any further action seems to be limited to a
review of any linkages with earlier STRs or CTRbmiited, or in the case of FT, on available FT
list. If other information is included in the iratiprioritization analysis process, a different dosion
might result. All STRs are not investigated dua tack of staff resources.

Guidelines to Financial Institutions on ReportingR5(c. 26.2):
295. The DFIU and the Banking Commission have issueddh@wing joint guidance to financial
institutions and cash dealers relating to the f@mad manner of reporting STRs and CTRs. No

guidance has been issued for DNFBPs:

e Advisory A - 10 (a): STR reporting of financingi@frorism issued in August 2010, advising
financial institutions and cash dealers of the 3R reporting obligations

* Guideline 2: Suspicious Transactiomssued in August 2004, providing detailed guimkaof
suspicious transaction indicators
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» Instruction 6 — Preparation Guidelines for SuspimaActivity Report Form (STRincluding
the STR form issued in August 2001

e Instruction 7 — Currency Transaction Report (CTRéeplicates Form 4789 of the Internal
Revenue Service of the United States, and has meelified in line with the RMI banking
requirements.

Access to Information on Timely Basis by FIU (c326

296. Section 167 of théBanking Actdoes not contain any specific or explicit referenehich
enables timely access by the Commissioner of Bagnko information from other competent
authorities. In practice, the Chief of Police, @uss and the Attorney General, as DFIU members,
are not constrained in accessing information hgldther competent authorities.

297. The DFIU advised the assessment team that it lressed information from other competent
authorities such as the Police, Immigration and Rfegjistrar of Incorporation during the analysis
process. The list below provides the statisticstlom number of times the DFIU has accessed
information from other competent authorities.

DFIU: Number of Information Request to Domestic Patners:

Agency 2005 2006 2007 2008 2009
Registrar of Non-Residents Corporations 5 2 8 4 8
Immigration - - - 1 1
Department of Public Safety - - - - 2
Division of Customs, Revenue, Taxation - - - 1 2
& Treasury

Additional Information from Reporting Parties (&.2):

298. The Commissioner of Banking or the Attorney Genbeal the authority to request additional
information from financial institutions and cashatis pursuant to section 170(2) of Benking Act

in relation to submitted STR$he Banking Commissioner has requested additiof@mation in 18
instances relating to submitted STRs from finandiatitutions and cash dealers. (Refer to the
Statisticssection below for yearly totals.)

299. Where additional information is required for sugpddviL activity and for analysis purposes,
the Banking Commissioner under section 167(%)(ishall have the authority to request additional
information from financial institutions and cashatkrs where the Commissioner has reasonable
grounds to believe that such information is esséniti discovering money laundering activity...”
This power enables the Banking Commissioner to @sgjadditional information from the original
financial institution and/or cash dealer reportthg transaction report, and a financial institutan
cash dealer other than the reporting institution.

300. Ininstances relating to a lack of or incomplet®imation in reports, the DFIU contacts the
relevant financial institution and/or cash deal@hwotification the transaction report is incomple
The reporting entity submits an amended form wiicattached to the original report thus ensuring
completeness of the information submitted.

Dissemination of Information (c. 26.5)
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301. The Commissioner of Banking, pursuant to sectior(1)gb) of theBanking Act authorizes
the dissemination of transaction reports receiymdsuant to section 170 of tiBanking Act The
Commissioner of Banking may compile statistics amcbrds, disseminate financial information to
authorities within the RMI or elsewhere and makeoremendations in relation to information
received pursuant to section 167(1)(f). In thegmkfrom 2005-2010, 19 STRs were disseminated to
law enforcement out of a total of 211 STRs receivalvever, this total is distorted by an unusually
high dissemination figure of 13 in 2008. This matielates to a taxation evasion case which was
settled by way of repayments to the Taxation Depaint.

302. The legal powers of information exchange contaiimedection 167 of th®anking Actand
section 116 of the CTA do not preclude the sportaseexchange of information. In fact, under
section 118 of the CTA, the RMI is tasked to, ¢ooperate in the prevention of terrorism by
exchanging information to provide early warningpofssible terrorism...”

Operational Independence (c. 26.6):

303. The DFIU, although housed in the Banking Commissiisnautonomous and operates
independently. The Commissioner of Banking, in teal role as the Head of the DFIU, has the
power under sections 170(1)(b) and (d) to dissetmimaports to law enforcement, if there are
reasonable grounds to suspect the transactiosjscéous or proceeds of crime.

304. Despite the dual roles of the Banking Commissiottegre is no evidence or suggestion of
any conflict of interest arising out of this arrengent. There has been a conscious attempt to
delineate the Banking Commissioner’s prudentiaksuipory functions from her DFIU functions.

305. The annual budget for the DFIU is within the Bamk{Bommission’s budget.
Protection of Information Held by FIU (c. 26.7):

306. The Commissioner of Banking has the authority tdaiob and protect the secrecy of
information held within the DFIU. Pursuant to fBanking ActPart XIIl — Money Launderingection
167(1) (m) and Part Xl — General Sectithv (2), the Banking Commissioner and every offaed
employee working under the Commissioner adherésetsecrecy of all information collected from
banks and any other client. A breach against sedt@(2) is subject to a fine not exceeding $5,000.
However, these secrecy provisions do not preclnfieration sharing as described in ¢26.5.

307. There is no formal confidentiality requirement faw enforcement receiving STR or other
information from the DFIU. Further, there is norfml MOU in place between the DFIU and law
enforcement agencies e.g. Bureau of Public Safety.

308. The DFIU is located in the main government buildiaigd co-located/housed within the
Banking Commission’s Office. The security of thelDRks maintained by a locked door with access
only permitted by the staff of the DFIU. Visitoreeaescorted and security is maintained by ensuring
visitors do not view material they are not authedizo see.

309. STR information is held in a stand-alone compirethe Banking Commissioner’s Office.

The three DFIU/Banking Commission staff are abladoess the computer using a password. Hard
copy files of all DFIU related documents are kepaiseparate security cabinet.
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310. STR database information is backed up daily on@Da There is no clear procedure for the
backup of information contained in the DFIU’'s dats®. Any loss of data may have serious
ramifications for the DFIU’s ability to conduct itere functions in a timely manner.

Publication of Annual Reports (c. 26.8):

311. Neither the Banking Commission nor the DFIU produes annual report. There is no
requirement in th&anking Actfor the production of an annual report. Howewerder theBanking
Act Amendment Bill 201Qhere is inclusion of a new section. 167(1)(0), chhstates, “.shall
prepare annually a report of the activities of tbemestic Financial Intelligence Unit that shall
include statistics, typologies and trends as waedl iaformation regarding the activities of the
Domestic Financial Intelligence Unit, which shak lsubmitted to Cabinet before the end of each
financial year”

Membership of Egmont Group (c. 26.9):
312. The DFIU became a member of Egmont in June of 2002.

Exchange of Information among FIUs (c. 26.10)

313. Pursuant to section 167(1)(b) of the Banking Atie tCommissioner of Banking may
disseminate financial information to authoritieshin the RMI or elsewhere, including foreign FIUs.
The DFIU continues to operate under Egmont ruteguding its principles for information exchange
between FIUs. Th&anking Actdoes not apply restrictions on which FIUs may be shbject of
information sharing. The DFIU currently has Memmata of Understanding (MOUSs) with Australia
and Chinese Taipei. There are four MOUs pendirth Wialaysia, United Arab Emirates, Kingdom
of Saudi Arabia and Japan.

314. The DFIU shares information on request from foreidds when the requesting FIU is an
Egmont member. The DFIU has received the followirigrmation requests from foreign FIUs. The
DFIU advised they responded to those requests.e/deilailed statistics are not available, autharitie
advised that most were for information on companiesrporated under RMI's non-resident
domestic company registrar. The DFIU, in respondiigsed with TCMI to obtain the information
requested, where available.

Table: Information Requests by Foreign FIUs

Year Jurisdictions Number
2005 Slovenia, Cyprus, Serbia 3
2006 Croatia 2
2007 Mauritius, Belgium, Cyprus| 8

Romania, Belarus, Greece
Macedonia, Serbia

2008 United Kingdom, Turkey | 8
Australia, Luxembourg

2009 Croatia, Bulgaria, Ukraine | 7
Slovakia, Serbia,
Montenegro, Bulgaria
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315. The DFIU exchanged financial information on 12 @oas in 2009 with FIUs which are
members of Egmont. The DFIU made two requeststh tiothe US in 2008. In 2010 the DFIU
requested financial information from one foreigJFl

Adequacy of Resources to FIU (c. 30.1):

316. The DFIU currently does not have adequate humantegithical resources to perform the
core FIU functions. In practice the DFIU is conged of three operational staff. The three
operational staff members are the Banking Commssiblead of the DFIU, the Assistant Banking
Commissioner who provides a support role, and atyahwho serves as an administrative officer.
The three staff are also responsible for AML/CFpeswision, and broader prudential supervision of
RMI's financial sector. All these roles are conhcon a part-time basis.

317. The Commissioner of Police and Chief of Customeemitheir seniority and other portfolio
responsibilities, are not involved in daily DFIUearptional matters. However, they do meet regularly
to discuss operational matters. The schedule ofingeis proposed on a monthly or as required basis;
however, the former is not always met due to waibkrjties. While it is difficult to estimate, the
actual DFIU staffing number is probably the equévdlof one full time staff member.

318. The current staffing establishment has constratheddevelopment of financial intelligence
expertise. The Banking Commission’s limited staffiesources have meant that no individual staff
member has focused exclusively on FIU or AML/CFhdiions. They are required to do all three
functions, i.e. FIU, AML/CFT supervision and prudiahsupervision.

319. A proposal for one additional part-time staff memfme the DFIU has been submitted. This
is an outstanding recommendation made in the &R Mhich recommended the appointment of one
staff member to focus on AML/CFT matters betweenfIU and the Chief of Police.

320. The US, through its Embassy in Majuro, has providedIT system for CTR and STR
analysis and intelligence work to the DFIU.

Integrity of FIU Authorities (c. 30.2):

321. All Banking Commission/DFIU staff are subject tarsdard RMI government requirements,
although there does not appear to be a regularegsoor police background checks or any
requirement to declare potential conflicts of ie#r There are no separate written proceduresdor
conduct and behaviour of Banking Commission stdfémperforming DFIU functions.

322. The provisions in Part XXVIII of th€riminal Codeon “Public Officers and Employees” are
applicable to the Banking Commission, and therefstedff performing DFIU functions and non
Banking Commission staff as part of the broaderDFI

Training for FIU Staff (c. 30.3):
323. Staff within the DFIU have limited training on itligence analysis, ML and FT risk

assessment and typologies. They have undertakea taining, however, there has been limited
scope to utilize those skills.
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324. During 2009 and 2010, DFIU staff participated inUFtraining programs provided by
Australia (AUSTRAC and AMLAT), and the UNODC (Pacific Anti-Money Laundering Pram
(PALP)).

Statistics (applying R.32 to FIU):

a) Number of suspicious transaction reports receivedrad disseminated

325. STRs have only been submitted by the banking sestoutlined below:

Table: B$ received: Banks

Year Total
2005 46
2006 19
2007 34
2008 50
2009 34
2010 28
Total 211

Table: STRs disseminated to law enforcement agensie

Year Number of STRs disseminated to DPS
2006 3

2007 2

2008 Cases involved 13 STRs

2009 1

Table: DFIU’s additional information requests to Fls/ CDs relating to STRs

Year Number of
requests

2005 1

2006 4

2007 2

2008 4

2009 7

2 AMLAT is a section within the Australian Governnieittorney-General’s Department.
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Table: CTRs received

Year Number of CTRs received
2007 2,817

2008 2,653

2009 1,624

2010 (Jan — May) 930

Effectiveness

326. The FIU has been inadequately resourced to fudfitdle and functions because of the dual

roles undertaken by DFIU staff. The DFIU has, hogvebeen able to achieve its key outputs despite
those circumstances and some deficiencies in iteesing process for STRs and internal

administrative procedures.

327. The authorities have submittedBanking Act Amendment Bill 2010 the Nitijela with
proposed amendments to section 167 of the Act. &hendments to section 167, if made, may
address some of the deficiencies identified in tieigort. It should be noted, however, that the
proposed amendments do not relate to the struandeesources of the DFIU, which are of concern
to the assessors and impact on the effectivenegeddFIU. At the time of on-site and the period
immediately after, consideration of the Bill wasfateed until the next Parliamentary session in
January 201%.

2.5.2. Recommendations and Comments
328. The RMI should undertake the following to enhareDFIU:

» Ratify as soon as possible tBanking Act Amendment 2010 Bilhcluding the new
section 167, which will address current deficieacd further improve the operations
of the DFIU. The Bill should include a clear pradwis for the DFIU to access
information from other competent authorities, aim:wersa.

* Review the STR analysis SOP to ensure all releirdotmation (including UNSCR
1267 and other lists) is considered in the scregminioritization and analysis process.

» Develop and implement sector specific STR guidaaod feedback for financial
institutions and cash dealers.

» Publish a DFIU annual report to include statistigpologies and trends. A sanitized
version of the annual report should be publiclyilazde.

» Develop an SOP to ensure all FIU data is backedrug regular basis and stored in an
off-site secure location.

% Not passed in January 2011
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» Provide a separate budget for the DFIU, and deglioae full time staff member to
DFIU and AML/CFT functions (see recommendation dmoFATF Recommendation
23 and 30).

» Develop or enhance SOPs to ensure all informagguiested or received between the
DFIU and competent authorities (i.e. CID), or rejpgy entities, are officially recorded
by all competent authorities, whether receivingeguesting, for audit and statistical
purposes.

2.5.3. Compliance with Recommendation 26

Rating | Summary of factors relevant to s.2.5 underlying ovall rating

R.26 PC » Deficiencies in the STR analysis, screening anoritidation process

* No clear legal authority to obtain information frdoEAs to assist in the
analysis of the STRs

» Lack of sector specific STR guidance
* No publicly available FIU annual report, includisttistics
* No back up of data is performed

R.30 PC » Lack of DFIU dedicated resources and specializednitial intelligence
expertise

2.6. Law enforcement, prosecution and other compent authorities—the framework for the
investigation and prosecution of offences, and faronfiscation and freezing (R.27, & 28)

2.6.1. Description and Analysis
Legal Framework:

329. The Department of Public Safety (DPS) is a quasitary organization which was
established pursuant to tReblic Safety Act 1988The functions, powers and duties are contained i
Part 11, Division 3 (Powers and Duties), Part Vr&al) and Part VI (Undercover Investigation
Division). The DPS provides policing, prison, firegnergency and sea patrol services through its
various divisions. The DPS’s divisions include atr®laand Investigation Division, Criminal
Investigation Division (CID), Vice and Drug Divisip Correction and Juvenile Division, Fire
Division, and the Sea Patrol/Search and Rescue.

330. The legal framework under which the DPS carriesitsurole and functions for suppressing
ML and FT is contained in the following legislatioon

e Criminal Code;

* Proceeds of Crimes Act;

e Criminal Procedure Act (Criminal Extradition);

* Counter Terrorism Act (2002);

» Foreign Evidence Act (2002);

* Narcotics Drugs Act (1987)

e The Mutual Assistance in Criminal Matters Act (20Gihd
e The Banking Act of 1987, as amended in 2009
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Designation of Authorities ML/FT Investigations 2@..1):

331. The Commissioner of Police confirmed with the asseent team during the on-site that the
CID is the designated police unit within the DPScé&ory out investigations into ML, FT and other
predicate offences pursuant to tBanking Act, Criminal Code, Proceeds of Crime Aod the
Counter Terrorism Act

332. The CID is the lead agency for ML investigationstie RMI, which it undertakes in
consultation with the Attorney General and the DFIthe Banking Commissioner under section
167(1) of theBanking Actcan also conduct investigations in conjunction wékw enforcement
authorities, where the Banking Commissioner hasamable grounds to suspect ML activity is
occurring.

333. The Office of the Attorney General (OAG) is therpairy authority under th€ounter
Terrorism Act,including the authority to prosecute under secti@ (4), and the authority to
investigate, under Part Ill section 113. The AteyrGeneral has the authority to direct the CID to
undertake investigations in relation to terroridivaties.

Ability to Postpone / Waive Arrest of Suspectsaizise of Property (c. 27.2):

334. The RMI Criminal Procedures Act (Parts 1l-11provides for warrant, arrest, search and
seizure provisions. There is no provision or godton within the Act for the postponement or
waiver of the arrest of suspects or seizure of @mgp Conversely, the legislation does not
specifically preclude such actions.

335. TheCounter Terrorism Adn section 107 (5) authorizes law enforcement effico detain a
person (s) for 48 hours for the purposes of ingasitn; however, this timeframe may be extended
for an additional 7 days without charges being.laid

Additional Element—Ability to Use Special Invediiiga Techniques (c. 27.3):

336. The Undercover Investigation Division has the pawender théPublic Safety ActPart VI
Undercover Investigations Divisiorgection 542, to carry out undercover activities ehstive
matters, including, but not limited to, controllezlbstances, national security, corruption in
government, environmental law violations, traderéstricted or prohibited goods, tax evasion and
other matters as may be determined by the PresiaehCabinet.

Additional Element—Use of Special Investigativehhegues for ML/FT Techniques (c. 27.4):

337. The RMI authorities have not employed special itigative techniques in relation to ML or
FT activities. At the time of the mutual evaluatitime Undercover Investigation Unit had carried out
undercover activities in relation to offences unitheProstitute Prohibition Act 2001.

338. The DPS and OAG have the legal basis to use speegdtigative techniques; however, they

have not been in a position to carry out those tfans due to a lack of training, resources and
equipment.
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Additional Element—Specialized Investigation Gro@<onducting Multi-National Cooperative
Investigations (c. 27.5):

339. The RMI authorities indicated they have insuffitidgluman (financial investigators) and

financial resources to establish specialized fir@ngvestigative groups, either permanent or
temporary, in investigating the proceeds of criridae CID rarely carries out ML investigations due
to a lack of training. This has prevented staffnfrtearning the necessary skills and knowledge
required. The management of ML investigations idar the responsibility of the Police

Commissioner, who works with the OAG and the DFIU.

Additional Elements—Review of ML & FT Trends by [EaMorcement Authorities (c. 27.6):

340. Information in relation to ML and FT is reviewed the CID and there has been an ongoing,
although informal, effort to share information argdhe relevant agencies where possible.

Recommendation 28

Ability to Compel Production of and Searches focDments and Information (c. 28.1):

341. Section 516 provides general powers to collectendd and section 514 of tReblic Safety
Act provides*“(3)... every Police Officer promptly to obey and exte all orders and warrants
lawfully issued to him by any competent authofity..

342. The Criminal Procedures Actunder ‘Part lll: Searches and Seizufegprovides general
powers to law enforcement authorities. However, $earch and seizure powers are limited to
searches and seizures in connection with arrestsnat for gathering evidence in the absence of an
arrest warrant.

343. The POCA provides measures fadentifying, tracing, freezing and seizure and éxg#tion

of proceeds of serious crime and property usediéncommission of a serious offence and, for other
purpose’ In addition, section 251of the POCA provides gosvto search for, and seize tainted
property subject to a search warrant from a judgsection 252, where a police officer has probable
cause. However the use of such powers is limitettaiomted property’ as discussed under FATF
Recommendation 3. Search warrants were issuedmpdeasions for the years 2007-2009.

344. Part V of the POCA providesPftoduction Orders and Other Information Gathering
Powers to police. These powers are quite comprehensivetbey can only be used whea “
defendant has been charged with or convicted @rimgs offence and police has probable cdlyse.
as specified in section 258 of the POCA.

345. Section 167 (I) of thé&anking Actprovides the Banking Commissioner with the follogyi
investigative powers,

“shall have the authority and ability to apply forvearrant to enter any premises
belonging to or in the possession or control ofirarficial institution, cash dealer or any
officer or employee thereof, and to search the jgesnand remove any documents,
materials, or other things therein for the purposdégreventing money laundering activity,
the financing of terrorism, or tracing the proceeafscrime, as so ordered by the High Court
and specified in the warrant other than as authediin Subsection (c) and (i) above;”.
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However, these powers are limited to financialitngbns and cash dealers, and exclude DNFBPs.
Furthermore, the Banking Commissioner cannot dé&degfaese powers to anyone outside of the
Banking Commission.

346. The CTA contains measures to counter FT; howeklieretnphasis is on freezing, seizure and
forfeiture. The CTA is silent on search or prodoetivarrant powers, although law enforcement is
tasked in section 113 (5) tadéentify, detecgt in addition to“ freeze, seize and obtain forfeiture of
funds” as part of the measures outlined in section 118epCTA.

Power to Take Witnesses’ Statement (c. 28.2):

347. As indicated, the police are empowered to collgitence in section 516 of thublic Safety

Act Evidence is not defined in this Act; it is defihim theEvidence Act 198%yhich includes ‘Prior
Statements of Witnesses” under Rule 613 of En@lence Act. There is no specific mention of
powers to collect witness statements. However,ciirapetent authorities advised the assessment
team during the on-site that more than 50 witnéatements have been taken in the previous 12
months.

Adequacy of Resources to Law Enforcement and GiAMHL/CFT Investigative or Prosecutorial
Agencies (c. 30.1):

348. The Commissioner of Police is the Head of the D8 three (3) Police Majors from the
three main forces or divisions within the PolicepBgment. A Police Major heads each of the RMI
law enforcement agencies; Majuro Force, Ebeye FamdeSea Force.

349. The DPS consists of 164 sworn police officers aidlian officers, including the
Commissioner of Police. The total population af RMI is 60,000. The breakdown of staff against
each law enforcement agency (police) is as follows:

e Majuro Police Force — 109
* Ebeye Police Force — 28
» Sea Force - 27

350. The CID consists of six detectives within the Majiiorce, two (2) within the Ebeye Force,
and one (1) within the Sea Force. Only one Cld#te has successfully completed basic criminal
investigation training. A request has been suleahitfor a proposed restructure of the Police
Department which would include the recruitment @fa2lditional police officers.

351. A Transnational Crime Unit (TCU) was establishedhwi the DPS and currently has one
investigator full time and the TCU utilizes theioff assistant for administrative work. Training of
new TCU staff was conducted in mid-June 2010. Atkeiinational requests for information are
managed through the TCU to Interpol. In the praesid2 months only one request was made. Due to
the Interpol fee not being paid, the TCU will neteive the results of the information requested unt
the fee is paid. This request was in relation baekground check for a foreign investment licence.

352. The CID has one investigator trained in basic fai@ninvestigation. The authorities have
acknowledged the lack of financial investigativellskhas hampered the ability to investigate
potential ML and proceeds of crime cases, partibutaxation related violations. Due to this ladk o
experience, it has been considered appropriatevasiigate the predicate offence which has a higher
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prospect of a successful prosecution. This in has prevented ML or proceeds of crime cases being
brought before the court.

Integrity of Competent Authorities (c. 30.2):

353. The DPS completes a security check on all staffouph Interpol, prior to the
commencement of employment. TRablic Safety ActPart IV Discipling, sets out the conduct for
police and prison officers. There is no ongoinggnity, drug testing or financial requirements for
employees of competent authorities.

Training for Competent Authorities (c. 30.3):
354. Training courses undertaken by officers of the MR&ide:

» Proceeds of Crime — delivered by Pacific Anti-Moneundering Program/ United Nations
Office of Drugs and Crime (PALP/ UNODC)

« UNODC AML Computer Based Training software is witlthe Ministry of Finance training
room

355. In September 2009 the RMI, assisted by the Ausatndtiederal Police (AFP), established the
Police Academy for training of cadets and servialice officers.

356. The AFP is delivering a five year capacity buildipgpgram with the RMI police and has
completed a review of the DPS Police Force. Theeve has resulted in a two stage approach
focusing on organisational, human resources atahdiial issues.

357. Twelve RMI police have been trained in the AFP’sadership training through the
Micronesia Leadership Development Program.

Additional Element (Rec 30) - Special TrainingJadges (c. 30.4):

358. Training for the judiciary is limited, though tt@&hief Justice of the RMI High Court has
attended two AML/CFT training courses. The RMlIigiary received AML/CFT training in May
2007 at a sub-regional judicial workshop on ML &l hosted by Palau. The workshop was co-
hosted by UNODC/PALP and Australia (AMLAT). Juddgesm Palau, Papua New Guinea, Solomon
Islands, Tuvalu, the RMI and Fiji attended the vebrbp.

Statistics (applying R.32):

359. There have been a number of opportunities for Mences to be investigated; however to

date, there have only been two cases of ML invastig, though both led to prosecution of predicate
offences only. The decision on whether to prosebilteoffence lies with the Attorney General, and

the lack of ML expertise has deterred authorittesnfpursuing ML investigations and prosecutions.

360. The statistics below are for the years 2007-20@ugive. Statistics relating to the use of
police powers in 2010 are detailed in the tablevwel
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Table: Use of Police Powers

Police Powers No. Offence
Search Warrants 2 1 x drug offence;
1 x illegal importation of cigarettes (dismissedthg Court)
Telephone Records 1 Grand larceny resulting insqmotion with a custodial
sentence of 1 year with 6 months probation
Witness Statements 50
Information 6 Requested from financial instituson

Table: Offences Investigated by the DPS

2007 2008 2009
Assault and battery with a dangerous weapon (ABWD\&3 7 36
Affray 12 13 4
Aggravated Assault 3 0 2
Assault 28 4 3
Assault & Battery 67 142 12
Attempted Suicide 1 0 56
Auto-Theft 3 0 3
Burglary 120 26 54
Conspiracy 1 0
Counterfeiting 0 4 1
Disturbing the Peace 769 1088 480
Drunken Disorderly Conduct 442 936 353
Embezzlement 5 0 3
Escape 30 45 64
Forgery 1 0 3
Grand Larceny 43 0 44
Malicious Mischief 98 106 69
Misconduct Public Office 1 0 0
Murder 1st Degree 1 2 1
Obstructing Justice 5 3 4
Petit Larceny 55 5 72
Possession of Firearms 1 0 0
Rape 0 1 2
Riot 0 3 2
Robbery 1 4 1
Suicide 5 2 7
Trespass 21 63 24
Grand Total 1776 2456 1302
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Effectiveness:

361. The CID has only undertaken two ML investigatiosesi however, there is some confusion
whether these were formally classified as ML inigggton cases or not. Both cases led to prosecution
for predicate offences only.

362. The lack of investigation and prosecution of ML gmabceeds of crime cases are due to
numerous factors, including a lack of financial @stigative skills, understanding of ML and the
greater likelihood of achieving a predicate crimeiction.

2.6.2. Recommendations and Comments

363. For ML investigations and prosecutions to procekd, CID will need to consider ways of

enhancing the current skills and knowledge of thie © include financial investigation techniques.
This will provide the CID with the necessary totdsinvestigate ML, proceeds of crime and taxation
related violations on equal footing with predicaffences investigation.

364. The following recommendations are made to enhaheefihancial investigative skills and
knowledge of the CID and other relevant authorities

» Provide additional training to develop sufficiexpertise in ML, proceeds of crime and
financial investigations for the DFIU, DPS, judicéand prosecutorial agencies.

» Develop a plan to build expertise in investigatiomgh an initial focus on simpler cases
of potential ML, proceeds of crime and taxatioratetl violations.

» Ensure there are sufficient funds from the natidnalget to guarantee ongoing access
to the Interpol system. At the time of the muteahluation the fee had not been paid
and there remained one outstanding request fomzton.

2.6.3. Compliance with Recommendations 27 & 28

Rating | Summary of factors relevant to s.2.6 underlying owall rating
R.27 PC * Predicate offence investigations are pursued at eékpense of ML
investigations.
» Lack of implementation of available ML investigatipowers.
R.28 PC e Certain powers not explicitly provided in legistati
» Effectiveness of police powers has not been testeglation to ML and FT.
R.30 PC * Implementation is impeded by the lack of finandi@lestigative expertise.
e Lack of expertise and dedicated resources to umkkertfinancial
investigation/s of ML/FT and proceeds of crime.

2.7. Cross Border Declaration or Disclosure (SR.IX

2.7.1. Description and Analysis
Legal Framework:
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365. The Ministry of Finance, headed by the SecretaryFisfance, has three subdivisions:
Administration & Accounting; Budget, OIDA, Procuremt & Supply; and Customs, Treasury,
Revenue & Taxation. Customs is charged with enfigrdhe Currency Declaration Act (CDA) of
2009and thelmport Duties Act of 1989

366. The CDA was passed by the Nitijela (ParliamentMay 2009 and came into effect in
August 2009. The purpose of the CDA is to deteet fimysical cross-border transportation of
currency. Under section 29(3), a person who ergeigaves the RMI with currency amounting to
US$10,000 or more, or its equivalent in any otherency, shall make a declaration to an authorized
officer in the form prescribed. Currency is definadection 2 (1) to include currency of the RMI or
another country, monetary instruments includingréeaegotiable instruments, precious metals and
stones, any other kind of monetary instrument,@mdency in electronic form.

367. The term FT is not used in the CDA; however, it nieycovered under the definition of
“unlawful conduct” which means conduct that is unlawful under thenigral law of the RMI; or
unlawful under the criminal law of another counbrnyterritory. TheCounter-Terrorism Acprovides
for criminal penalties and criminal forfeiture.

Mechanisms to Monitor Cross-border Physical Tramtgton of Currency (c. IX.1):

368. As stated above, the CDA provides a definition ofrency which includes cash (paper
money and coins of the RMI or a foreign countr@ater negotiable instruments and precious stones
and metals.

369. Section 3(1) of the CDA clearly states there ihligation for person/s entering or leaving
the RMI to declare amounts of currency of US$10,00nore. The CDA does not define ‘person”
or ‘persons” to include both natural and legal paré). However, the RMI currently has an inwards
declaration system in place and neither the defimibf currency nor penalties for false declarai®n
included in the actual Customs Declaration Forre;dhtual form used is different to the prescribed
form in Schedule 1 of the CDA. For outwards deatian of currency, work is to commence on the
creation and introduction of a suitable form.

370. Customs is currently considering the creation ofidaposters outlining the obligation of

passengers to declare currency of US$10,000 or motke time of arrival or departure. These
posters will also be displayed at the RMI Post ¢ffishipping agents’ premises and at the RMI
Customs Office.

371. The CDA does not specifically provide for declasatiof currency through general shipping
or by containerized cargo. It would seem that neabh is committed under the CDA if a person
sends currency through these channels without idgicia.

372. Banks have an informal arrangement to notify Custash importation of currency of
US$10,000 or more. The currency shipments are eéems cargo as they are for a commercial
purpose, and the banks are required to completeséo@s Form 725 for cargo. Generally, this
relates only to inwards movement of currency, a&selis very little outwards movement of large
amounts of currency by the banks of the RMI.

373. The CDA does not specifically provide for the mosrinof currency posted through the mail
system; however, in an attempt to monitor any #@gtof mail through the post, the RMI Customs has
stationed an officer at the post office. The maile of the RMI Customs at the post is to collect
revenue and monitor possible illegal activity.
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Request Information on Origin and Use of CurrercyiX.2)

374. Section 4 of the CDA provides for the RMI Custoroshiave authority as aluthorised
officer” to question arriving or departing passengers enstiurce, ownership, acquisition, use, or
intended destination of currency for amounts of UEB00 or more. The legislation does provide for
the search ofcraft’”, if an authorised officer has reasonable groundsispect there is an amount of
US$10,000 or more on the craft.

375. Failure by a passenger to answer questions casrigecuniary penalty not exceeding
US$5,000. The RMI Customs has a general auyhanider thelaxation ActPartVIl —Enforcement

— General Powers and duties of Customs Officerastoquestions in relation to imported and / or
exported goods.

Restraint of Currency (c. 1X.3):

376. Section 6 of the CDA provides authorised officerdhwthe power to seize or restrain
currency, in whole or in part, if the officer hasasonable grounds for suspecting that the currisncy
recoverable; intended for use in unlawful conduwt;undeclared intended for use in unlawful
conduct. Section 7 (1) of the CDA provides autlestiefficers with the power to detain currency
seized under section 6, for a period of 72 hodirthe officer continues to have reasonable grounds
for his suspicion. The RMI High Court, under sectib(2) (a) has the authority to issue an order, on
application of an authorized officer, to extend #& hour time limit to three months and on the
issuance of a further order under section 7 (2)q® period of two (2) years from the date offtrst
order.

Retention of Information of Currency and Identifioa Data by Authorities when appropriate (c.
1X.4):

377. The CDA does not provide for the identification alaf the bearer (s) to be retained for use
by appropriate authorities in instances where tkeladation exceeds the prescribed threshold
(US$10,000); or where there is a false declaratiomyhere there is suspicion of ML or FT.

378. The RMI Customs currently has a manual filing sysia place for the recording of cross-
border movement of currency and other customseeleffences.

Access of Information to FIU (c. IX.5):

379. The legislation does not provide for the DFIU tavénaaccess or to receive the information
relating to the importation of the cross-border emoent of currency of US$10,000 or more.
However on the Schedule 1 Foreclaration of International Transportation of @ency Form
(currency form) there exists a provision for a caythe original currency form to be forwarded to
the Banking Commission, and a copy is retained Ml Rustoms. It is understood the original
document will be forwarded to the DFIU when amendiseto the currency form have been
completed.

380. There is currently no formal process for the shlpon transferring of information from the
RMI Customs to the DFIU. Discussions indicated thisuld be carried out in an informal basis,

4S.2 (1) - Craft means any vehicle or vessel thased for transportation on land, the sea, drérair.
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where matters of cross-border movement of curremeyraised during meetings held with the Head
of the DFIU, the Commissioner of Police and thegEbf Customs.

381. The RMI Customs is considering an MOU with the DFd law enforcement agencies on
matters relating to ML and FT. This will formalilge current information sharing process.

382. As there has never been a currency declarationtbgehreshold amount or any detection of
undeclared/false declaration (s) of cross-bordevem®nt of currency, the Chief of Customs
indicated theDivision of Customs, Revenue and Taxation Inspe®ieport(Inspection Report) taken
at the time of the importation would be sightedtwy DFIU for their records. The original inspection
Report is numbered by the Customs Officer and dtorea manual filing system and kept for three
years.

Domestic Cooperation between Customs, ImmigratimhRelated Authorities (c. IX.6):

383. The RMI Customs, Immigration, Labour, the Marshsithinds Social Security Administration

(MISSA), and Majuro Atoll Local Government (MALG)k a Memorandum of Agreement (MOA)
on the sharing of financial information in relatittngovernment taxes; it does not include the algari

of information for the purposes of detecting antedéng money laundering and terrorist financing.
The MOA is currently under review by the Attornegri@ral to include such information between
these agencies.

384. The agreement also details the requirement fanlaegnonthly meetings to be undertaken
and other special meetings as and when required.

385. The RMI Customs currently has an MOU with the Minisof Finance. The RMI Customs
does not currently have an MOU with the ImmigratiDapartment; however, there is an informal
agreement that Immigration officials when checkpagsports of departing passengers, to ask if any
person is carrying in excess of US$10, 000.

International Cooperation between Competent Autiewi relating to Cross-border Physical
Transportation of Currency (c. I1X.7):

386. The RMI works closely with the US Immigration andistoms Enforcement (ICE) given
RMI's international flight connections are througither, Guam or Hawaii. Further, under the
Compacts of Free Association, the US still provisigsport to the RMI on national security.

387. RMIlis a member of the Oceania Customs Organiz4®O). During annual meetings, ML
schemes are usually one of the topics for predentatliscussion and information sharing. In
addition, RMI Customs works together with other ©oss in the Pacific and Oceania region,
including World Customs Organisation through the@a@ 2008 the RMI hosted the OCO Annual
Meeting in 2008.

Sanctions for Making False Declarations / Disclassi{applying c. 17.1-17.4 in R.17, c. IX.8)
388. The CDA provides for a number of penalties to beuired for breaches against the Act.
These include, in section 3(2), a fine not excegtli®$50,000 for persons failing to declare currency

on arrival or departure, and/or forfeiture of cag under section 10 of the CDA. There is no explic
provision for false declaration.
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Sanctions for Cross-border Physical TransportatidrCurrency for Purposes of ML or FT (applying
c.17.1-17.4in R.17, c. IX.9):

389. The sanctions imposed for the cross-border physigasportation of currency applies in two
instances, the first being the failure to declanerancy at the point of arrival or departure which
incurs a fine on conviction of US$50,000; and tkeeamd, failure or refusal to answer questions
incurs a fine on conviction of US$5,000 pursuantsertions 3(2) and 4(2) of th€urrency
Declaration Act 200%espectively. The RMI Customs has the power taeseurrency pursuant to
section 7 (1) for a period of 72 hours. Curren@yrbe detained for a period greater than 72 hours b
an order of the RMI High Court i.e. for an additbthree months or beyond the end of the period of
two years from the date of the first order undetisas 7 (2) (a) and (b) respectively.

390. This process also applies to any craft, which idetuany vehicle, aircraft or water craft or by
way of any other transport.

391. TheCurrency Declaration Aatloes not explicitly cover legal persdies 17.1)or directors or
senior managers of busines¢e47.3)

392. The RMI Customs has the power to apply sanctiansyentioned previously. However, RMI
Customs is required to apply to the RMI High Cdiart matters relating to extensions of time for
detained currency, release of detained currencyafelture(c.17.2)

393. The sanctions contained in the C2#e limited, as described above, and are not booad
proportionate to the severity of the situation, does it provide for the withdrawal, restriction or
suspension of licences.

Confiscation of Currency Related to ML/FT (applym@.1-3.6 in R.3, c. I1X.10):

394. Section 10 of the CDA provides for forfeiture ofr@ncy. While currency is detained under
section 7, an application for the forfeiture of tlvhole or any part of it may be made to the High
Court by an authorized officer. The Court undetisa 10 (2) may order all or any part of it, ifigt
satisfied that the currency or part is recoverahkeency (i.e. obtained through unlawful meansjsor
intended for use in unlawful conduct. It is silemt currency actually used as an instrument of an
offence.

395. As indicated inc. IX.3,there are provisional measures available. Undeiose6, currency
may be seized if there is a suspicion the fundsfarean illegal purpose and these funds can be
detained for a period of 72 hours. An extensiory tha requested from the RMI High Court as
described earlier in this report.

396. In matters relating to the financing of terroristng penalties are outlined in ti@ounter-
Terrorism Act Part 1, Prohibition and Punishmenthich provides for criminal penalties and
forfeiture, including liabilities of corporationsgivil penalties, private causes of action and
injunction/s against those carrying out terrorigihvties, sections 106 — 112 respectively.

Confiscation of Currency Pursuant to UNSCRs (amgjya. 111.1-111.10 in SR 1ll, c. IX.11):
397. The RMI Customs were not aware of how to locateUNSCR 1267ist relating to the Al-

Qaida, the Taliban and Associated Individuals antities. This information was provided and the
RMI Customs will look to this list on a regular s
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Notification of Foreign Agency of Unusual Movemei®recious Metal and Stones (c. 1X.12):

398. The cross-border movement of precious metals amebstis included in the CDA’s definition
of currency. The RMI Customs indicated, if unusmaivement of precious metals and stones were
located, either through the inwards Customs detterar not, it would in the first instance notitye
DFIU and the OAG. The matter would be discusset thie DFIU members (the Head of the DFIU,
the Police Commissioner and the Chief of Custontstha Attorney General) and then the relevant
foreign Customs agency would be notified.

399. To date, no cases of unusual movement of preciaialsnand stones have been declared or
located.

Safeguards for Proper Use of Information (c. IX:13)

400. The RMI Customs does not have any specific policyrélation to the proper use of
information. The sharing of cross-border inforroatis managed on a case-by-case basis, and as
previously mentioned, this is an informal processtween the Chief of Customs, the Police
Commissioner and the Head of the DFIU.

401. The types of records kept in relation to the stipdhinformation are those relating to email
requests; these are kept in the computer but tefepltonversations relating to requests are not
recorded.

Training targeting, data collection and enforcem@mntx14)

402. With regard to arriving passengers, the RMI Custdms an arrangement with airline
companies to notify Customs if there is a suspioidna passenger carrying large amounts of
currency, either on their person, or results chyed luggage at the point of origin.

Supra-national approach (c.1X15)

403. The RMI is not party to any supra-national arrangenon customs. Under section 241 of the
Revised Compact of Free Association, the RMI isimciuded in the customs territory of the US.

Additional Element—Computerization of Database autessible to Competent Authorities (c.
1X.16)

404. The RMI Customs has applied several elements ofF&EF International Best Practices
PaperDetecting and preventing the illicit cross-bordearisportation of cash and bearer negotiable
instrumentslt has set the declaration threshold lower thrticated by the FATF and has included
precious metal and stones in the definition of &ncy.

405. The RMI did not have X-ray facilities in place hettime of the on-site. Funding to renovate
the airport has been approved and this will proxiday facilities for passengers.

Additional Element—Computerization of Database autessible to Competent Authorities (c.
1X.17)

406. The RMI Customs currently has a manual filing sysia place for the recording of cross-
border movement of currency and other customseeleffences.
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Recommendation 30.1

407. The number of Customs officers in the RMI durin@ thn-site was 14. There are two
Customs officers assigned to the Amata Kabua latemnal Airport and the Delap/Uliga Sea Ports.
The officers are familiar with the CDA; howevergthhave limited understanding of ML and FT
issues.

Recommendation 30.2

408. The DPS completes a security check through Integp@r to the commencement of
employment of staff within the RMI Customs.

Recommendation 30.3

409. The RMI Customs has undergone limited trainingdtation to ML and FT, and there is a
need to ensure they have access to similar traopportunities as the RMI DPS.

Table: Training undertaken by the RMI Customs

Training Year Duration Location
Customs Modernization 2005 1 month Taipei
Pacific Customs Management Program 2007 | 1 month Australia
Pacific Customs Management Program 2009 | I month Australia
Customs Administration Seminar 2009 2 weeks Japan
Basic Investigation Techniques Training 2009 1 week RMI
Intellectual Property 2009 3 days Hawaii
Intellectual Property 2009 3 days Hawaii
Identity and Intel Training 2010 2 weeks FSM
Identity and Intel Training 2010 1 weeks FSM

Recommendation 32

410. Since the passage of the CDA in 2009, no crossebatdclarations of currency or bearer
negotiable instruments have been made to Custorasyoother authority. To date, there have been
no identified instances of illegal cross-border emment of currency.

Effectiveness

411. The CDA provides the RMI Customs with adequate pewte check for cross-border
movement of currency; however, it does not incltitdemovement of currency through air/ sea cargo
nor through the mail system. There are deficienicigbe current inward declaration form. The form
does not include the definition of currency and¢hs no sanction mentioned for failure to declare
for false declaration. The RMI has not implemerdateparture declaration system as yet.

412. It is difficult to establish the level of expertisé RMI Customs Officers as there appears to
be a lack of training opportunities available. héltigh the law is recent, the RMI Customs has
demonstrated its understanding of implementatisneis and has managed to work well under the
circumstances.
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2.7.2 Recommendations and Comments

413.

The following recommendations are made to enhahee RMI's physical cross border

declaration system:

Amend the CDA to include the declaration of curgeand bearer negotiable instrument for
the postal system and containerized cargo.

Amend the CDA to explicitly include both naturaldaegal persons.

Revise the current inward declaration form to ideluthe definition of currency, and
sanctions for failure to declare currency and &sd declaration.

Implement a departure declaration system to conmguitrthe inwards declaration system in
line with the CDA.

Implement as a system which retains the informatind identification data in instances
where currency declared in excess of US$10,000.

Provide the legal basis for customs to share indtion with the DFIU, and formalise
processes and procedures for the sharing and érangf of information among Customs,
the DFIU, Immigration and other relevant agenaiethe form of a MOU.

Provide for a range of proportionate and dissuasseactions, including for false
declaration.

Implement procedures for the proper use and safdiqgn of information reported or
recorded.

Upgrade the current manual system to a computedatabase.

2.7.3. Compliance with Special Recommendation IX
Rating | Summary of factors relevant to s.2.7 underlying ovall rating
SR.IX | NC «  Cross border currency declaration system doeswhtde mail and cargg
«  CDA does not clearly cover legal persons.
« Inwards RMI Customs declaration does not includededinition of
‘currency’ to include bearer negotiable instrumerdaad warning for
failure to declare and/or false declaration.
«  No outwards currency declaration form availableeggiired in the CDA.
« Not clear if the RMI Customs has access to the URIBIG7 list.
«  CDA does not provide for data to be retained fa long authorities.
« Nolegal basis for the DFIU to receive or accesssborder information
«  No broad nor proportionate sanctions available.
«  No adequate procedures to safeguard information
»  Lack of formalized information sharing arrangements
»  No clear implementation of the declaration system
R30 | PC «  Lack of training, awareness and expertise in AMLTCF
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3. PREVENTIVE MEASURES —FINANCIAL INSTITUTIONS

3.1. Risk of money laundering or terrorist financhg

414. The RMI has a relatively small domestic financiatt®r with only two banks, two money
remittance agencies, several non-deposit takindelesy and three insurance intermediaries acting as
agents for foreign underwriters. Cash remains aifsignt means of payment in the economy and no
EFTPOS facilities are available. One bank issudsit deards and credit cards but these are not
currently widely held by residents of the RMI. Th@re no registrations or licensing requirements fo
non-bank providers of financial services, excepttfie licensing requirement for providers of money
or value transmission services, both formal andrinfl, under section 121 (1) of the CTA which has
not yet been implemented by the RMI authoritiese Blathorities are aware of at least one informal
money remitter, two non-deposit taking motor vehitdnders and one life insurance intermediary
that meet the statutory definition of financialtingion or cash dealer but have not yet been stilhje
AML/CFT supervision, STR and CTR reporting requiests, or compliance monitoring by the
Banking Commission. The Government owned Marsis¢édinds Development Bank, which provides
both consumer and business loans but does not&glasits, also appears to be a financial institutio
under theBanking Act but is not yet subject to AML/CFT obligations aynapliance monitoring by
the Banking Commission.

415. Until the AML Regulations 2002vere revised in 2010 there were no risk-based CDD
requirements in place. There is no evidence thatnttn-bank domestic financial institutions have
adopted risk based CDD in advance of the revisgdla#ory requirements. However, the authorities
have advised that risk-based CDD policies and pharess including enhanced due diligence for high
risk customers, and originator information requieews for wire transfers have been largely
implemented within the two banks ahead of the ppssd the revised regulations. With respect to
the two banks, the BOG is an FDIC-insured brancla &S chartered bank and is therefore also
required to comply with US AML/CFT requirements lumting the USA Patriot Act and US Bank
Secrecy Act requirements, and CTR and STR reporéqgirements through FINCEN. The Banking
Commission has established from AML-focused onsiteminations and third party review reports
that BOMI has also been implementing policies andc@dures to comply with US AML/CFT
requirements in advance of the revised RMI AML/CFERQulatory requirements becoming fully
effective.

416. There are no offshore banks in RMI although Benking Actprovides for licensing of
offshore banks. The authorities have advised thetetis no intention to issue offshore banking
licences. The evaluation team notes that offsharking can significantly increase the risk of ML
and FT and recommends that the authorities rembveferences to offshore banks from Banking
Act. If there is sound justification to permit offskobanking at some future time, the authorities
should then establish a robust separate offshorkifm legislative framework consistent with
international standards.

417. The RMI authorities have not yet carried out a oratl AML/CFT risk assessment.
However, there are number of jurisdiction-speciféctors which lead the assessment team to
conclude that the domestic financial sector presanmoderately low risk of ML and FT at the
present time, even though the comprehensive l¢gislaequirements to achieve the full scope of
FATF preventive measures have only recently bessqghinto law. These factors include: the small
size of the financial sector which is dominatedtlbwyp banks that are supervised for AML/CFT
purposes; bank policies and procedures which ptevam face-to-face account opening; the absence
of (inward) correspondent banking relationships;use of third party intermediaries by the banking
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and a relatively low incidence of ML thrbufinancial institutions as identified from analysi

of STR and CTR reports to the Banking Commission.

Laws, regulation and other enforceable means

418.

The legislative and regulatory framework for AML/CFobligations applying to financial

institutions and cash dealers comprises the foligwi

419.

Part XIII of the Banking Act(including amendments to sections 167 and 170Aune
20009).

The revisedAnti-Money Laundering Regulations 2018s issued in May 2010, by the
Banking Commissioner pursuant to tBanking Act(hereafter referred to as the revised
AML/CFT Regulations The Schedule and Appendix to the Regulationsaarmtegral part
of the regulatory requirements, for which the smmstin section 7 apply.

Advisory notices issued by the Banking CommissioWéhere such advisory notices are
regulatory requirements issued pursuant to the Bgn®ommissioner’s regulatory powers
under theBanking Actor revisedAML/CFT Regulationsthey have the effect of “Other
Enforceable Means”.

Guidelines and other guidance issued by the Bankiommissioner to assist entities in
complying with their obligations, which are not etfenforceable means.

The Banking Commissioner has provided examples abfigory notices issued to financial

institutions and cash dealers as follows:

420.

i. Advisory A-05 — Notification of requirement for amal audit for AML/CFT
compliance, issued to banks pursuant to sectior{1134of the Banking Act,in
February 2005, which includes an annexed sammenat controls questionnaire.

i. Advisory A-10 (a) — Notification of the requiremefdr STRs in relation to the
financing of terrorism pursuant to the 2009 amenumdo theBanking Act
sections 167 and 170A, issued on 13 August 2010.

ii.  Advisory A-10 (c) issued by the Banking Commission 23 September 2010,
providing a short grace period until 22 October @@dr financial institutions and
cash dealers to implement the revig’dL/CFT Regulationghat were passed in
May 2010.

The Banking Commissioner has provided examplesMEAFT guidance issued to subject

entities as follows:

Guidelines on suspicious transactions, angd?ation Guidelines for Suspicious Activity
Report Form;

Advisory notices A-05 and A-10(a) (see para 38)e the status of ‘other enforceable means’ as the
set out regulatory requirements under the Bankiog Sanctions for non-compliance with those
requirements are respectively established in sectlé4 and 181of the Act. Advisory A-10(c) is a
notice from the Banking Commissioner who subjetities are entitled to rely on but does not itself
need to be enforceable against subject entitiésjsaa temporary regulatory dispensation, rathan

a regulatory requirement.
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ii.  Instructions and reporting form for Currenawiisaction Report.

421. The evaluation team noted that these guidance imlgtelo not appear to be directly
enforceable in their own right and therefore do mte the character of ‘other enforceable means'.
These guidance materials were all issued seveeabkyayo and should be updated to be consistent
with the requirements and obligations set out im dmendedanking Actand revisedAML/CFT
Regulations

422. A draft Bill has been prepared by the authoritidgol will amend section 167 to: (i) clarify
the role of the Banking Commission in respect effiimctions of the domestic financial intelligence
unit; (i) clarify that subsections (1) (f) and (ghich refer to guidelines and training providedtbg
Banking Commission to entities subject to tBanking Act which currently refer to financial
institutions only should also refer to cash dealarsd (iii) require that an annual report of the
activities of the domestic financial intelligenceituand relevant statistics and typologies anddsen
be provided to Cabinet before the end of each filshyear.

Scope

423. “Financial institutions” and “cash dealers” as defi in theBanking Actare required to
comply with all AML/CFT requirements of the RMI. irfancial institutions include persons who
conduct banking business, any person who carries lamsiness of lending, financial leasing, money
transmission services, issuing and administerin@nmaeof payment, portfolio management and
advice, money and securities market services dfinancial sector business and safe custody
services. Cash dealers include insurers and inseiraermediaries, currency dealing and exchange
business, and casinos. Preventive measures covwbengore AML/CFT requirements of customer
due diligence, suspicious activity reporting, came transaction reporting, and recordkeeping for
financial institutions and cash dealers were pugsi set out in th&anking Act (sections 168 to
170, and 180) and the AML Regulations 2002.

424. The amendment to section 167 of Benking Actpassed in June 2009 extended the scope of
the Banking Commission’s AML supervision, enforcemnand information exchange powers to
consistently encompass matters relating to proceédsime, ML activity, and the financing of
terrorism.

425. The revised AML/CFT Regulationsimpose detailed obligations for: internal poligies
procedures and audit; risk-based CDD; wire trassfeorrespondent banking; non face-to-face
transactions and new technologies; foreign branemes subsidiaries; and prohibition on dealings
with shell banks. The Regulations also empoweBteking Commission to issue guidelines to assist
compliance by financial institutions and cash deal&€he Regulations provide examples in Appendix
1 of situations where risk- based obligations stidad applied, including enhanced due diligence for
higher risk categories of customers and simplified diligence for lower risk customers. Schedule 1
to the Regulations sets out procedures requirdzktéollowed in verifying identity for individuals,
corporate entities, and partnerships or unincotpdrhusinesses.

3.2. Customer due diligence, including enhanced oeduced measures (R.5 to 8)
3.2.1 Description and Analysis

Recommendation 5

Prohibition of Anonymous Accounts (c. 5.1):
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426. Both theBanking Actand the revisedML/CFT Regulationsgprohibit financial institutions
and cash dealers from opening or keeping anonyracosunts or accounts that are in fictitious or
incorrect names. Although there is no provisioth@Banking Actbanning numbered accounts, in
effect they are not permitted as financial insiitatare required to maintain all accounts in themaa
of the account holder. Section 168 (1) of Benking Actstates that a financial institution or cash
dealer shall maintain accounts in the name of twunt holder. They shall not open or keep
anonymous accounts or accounts which are notidigtitor incorrect names. This requirement is also
covered by section 3B.1 of the revis@dL/CFT Regulations Section 3B.7 requires that all
customer and transaction records must be avaitabke timely basis to the Banking Commission on
request. The Banking Commission has confirmedutinconsite examinations that bank accounts are
recorded in the name of the account holder only.

When CDD is required (c. 5.2):

427. The revised AML/CFT Regulationsrequires financial institutions and cash dealars t
undertake risk-based customer due diligence, itiaddo the general CDD obligations contained in
section 168 of théBanking Act Section 3B.3 of the reviseBML/CFT Regulationgequires that
financial institutions and cash dealers must idgrmtnd verify the identity of a customer at anyeim
that the person: applies for a business relatipnstééeks to engage in a threshold occasional
transaction (one or more occasional transactionsnwhe total value of the transactions exceeds
$10,000); seeks to carry out a wire transfer (exedpere a threshold exemption is issued under
section 3M), or engages in a suspicious activitye Fame measures are required where doubts have
arisen as to the veracity or adequacy of previooktgined identification data on the person.

428. Section 3B.2 of the Regulations defines a “thredlumlcasional transaction” is one or more

occasional transactions whereby the total valuethaf transactions exceeds US$10,000. A
“suspicious activity” is any business or transattio any instance where there is suspicion that the
person is involved in ML or FT.

Identification measures and verification sources(8):

429. Both theBanking Actand revisedAML/CFT Regulationgequire financial institutions and
cash dealers to identity and verify the identitytlé customer, whether they be occasional or usual
clients, using reliable, independent source docusneBection 168 of thd&anking Actrequires
financial institutions and cash dealers to recand gerify customer identity by using documents
providing convincing evidence of their legal exigte and the powers of their legal representative, o
any other official or private documents.

430. Section 3B.4 of the revisedML/CFT Regulationstates that financial institutions and cash
dealers are required to verify the identity of ftgysical customer by using reliable, independent
source documents, data, or information as provideth Schedule 1 of the Regulations. Paragraph 1
of Part A of the Schedule sets out comprehensiv® @ibcedures for verification of identity of
individuals. Paragraph 2 of Part A requires thabgeaph 1 shall also apply to the verification of
identity of the beneficial owners of all financiaktitutions and cash dealers.

431. The Banking Commission has advised that detailed G&entification and verification
measures are in place in banks and other finamegitutions consistent with this requirement.
However, there has been no formal compliance mongoconducted yet in respect of the more
detailed requirements of the revisaML/CFT RegulationsAvailable identification documents used
in RMI include:
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* RMI Government-issued national identity card (op#l), passport, or drivers licence which
all contain photo ID;

» Other officially-used ID such as Marshall Islanccib Security card; and

*  For customers who are RMI nationals living in theter islands and do not have these
documents, the local bank has established an irehiucard for bank transactions
following identity verification using credibtlird party referees.

Identification of Legal Persons or Other Arrangentse(t. 5.4):

432. The revisedAML/CFT Regulationsequires financial institutions and cash dealersléntify

and verify the identity/establishment of custome#so are legal persons or legal arrangements.
Section 3B.5 of the Regulations requires that fastemers who are legal persons or legal
arrangements, financial institutions and cash dgatwist obtain and verify: the customer’s name and
legal form, including by obtaining proof of incomation or similar evidence of establishment or
existence (such as a trust instrument); the namesaadresses of members of the customer’'s
controlling body (such as directors or trustedsy; legal provisions that set out the power to el
customer; the legal provisions that authorize pgggo act on behalf of the customer; and the itenti
of the physical person purporting to act on belwdlfthe customer, using source documents as
required under section 3B.4.

433. Part B of Schedule 1 of the Regulations sets otdildd procedures for verification of
corporate entities and Part C sets out detailediregents for verification of identity of partneigh
or unincorporated businesses.

434. Financial institutions in RMI have well establishadd robust procedures for obtaining
necessary documents and verification with resgeecbtporate entities that are customers. However,
the detailed requirements of the Regulations hanhg @cently been advised to the institutions and
were still being implemented at the time of theleatdon team visit. Compliance monitoring to
assess the effectiveness of implementation of ¢ve detailed requirements has yet to be carried out
by the Banking Commission.

Identification of Beneficial Owners (c. 5.5; 5.%5.5.2):

435.  Section 3.C of the reviseAML/CFT Regulationsestablishes requirements on financial
institutions and cash dealers for the determinatibthe beneficial owner of the customer. Under
section 1 of the reviseBML/CFT Regulationsbeneficial owner means the “beneficiary” as dafin
in the Trust Act 1994, i.e. a person entitled éméfit under a trust or in whose favour discretion
distribute property held on trust may be exerciskldis definition is not consistent with FATF
definition of beneficial owner, i.e. the naturalrgen who ultimately owns or controls the customer
and/or the person on whose behalf a transactibeiigy conducted.

436. Section 3C.1 of the revisedlML/CFT Regulationgequires financial institutions and cash
dealers to take reasonable measures to determmeubtomer is acting on behalf of one or more
beneficial owners. If so, the financial institutior cash dealer should take reasonable stepsifp ve
the identity of the beneficial owner by using reletinformation or data obtained from a reliable
source such that the financial institution and cashler is satisfied that it knows the identityttod
beneficial owner. Section 3B.5 requires that forstomers who are legal persons or legal
arrangements, the financial institution and cashletemust obtain and verify the identity of the
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physical person purporting to act on behalf of ¢hetomer, using source documents as provided in
section 3B.4.

437. For customers that are legal persons or legal geraents, the Regulations require financial
institutions and cash dealers to take reasonablsumes to understand the ownership and control
structure of the customer, including the ultimattunal person(s) who owns or controls a legal
person, including natural persons with a contrgliinterest as described in section 3C. With reaspec
to companies, limited partnerships, or similar mgements, identification should be made of each
natural person who owns directly or indirectly p@rcent or more of the vote or value of an equity
interest in; and exercises management of the companited partnership or similar arrangement.
With respect to a trust or similar arrangementgnidication should be made of the settler (s),
trustee(s), and beneficiaries whose vested intése$0 percent or more of the value of the trust
corpus.

438. However, from discussions with financial institutg) it is not clear that identification details
of the ultimate beneficial owner (natural persofipdegal person are always obtained by financial
institutions in RMI at present.

Information on Purpose and Nature of Business Relahip (c. 5.6):

439. Section 3C.1 of the revisedlML/CFT Regulationgequires financial institutions and cash
dealers to obtain information on the purpose atehited nature of the business relationship. Banks
and the non-deposit taking finance company aradjrearrying out this requirement as a matter of
course.

Ongoing Due Diligence on Business Relationship(¢,.5.7.1 & 5.7.2):

440. Section 3l.1 of the revisedAML/CFT Regulationgequires financial institutions and cash
dealers to conduct monitoring of customer transastiMonitoring must include the scrutiny of
customer transactions to ensure that they are lminducted according to the financial institution
and cash dealer's knowledge of the customer anccalseomer profile, and where necessary, the
source of funds, and may include predeterminedtdinin amount of transactions and type of
transactions. Section 3H.1 requires that finanaiatitutions and cash dealers must gather and
maintain customer information on an ongoing baBiscuments, data, or information collected under
the CDD process should be kept up to date andametdvy taking reviews of existing records at
appropriate times, particularly for higher riskemaries of customers or business relationships.

441. Banks and the non-deposit taking finance compamne tedready implemented transaction
monitoring, review of patterns of transactions, gadodic updating of CDD information.

Risk—Enhanced Due Diligence for Higher Risk Custerte 5.8):

442. Section 3K of the revisedML/CFT Regulationgequires financial institutions and cash
dealers to conduct enhanced CDD for customers amficial owners identified as high risk
customers and politically exposed persons that @hatlikely to pose a higher risk of ML or FT
(“enhanced CDD"). Enhanced CDD should include saable measures to establish the source of
wealth and source of funds of customers and beakfie/ners identified as higher risk customers and
politically exposed persons, and should be apgtezhch stage of the CDD process. Enhanced CDD
procedures for non-face to face transactions malude: certification of documents presented;
requisition of additional documents to compleméaise that are required for face to face customers;
or development of independent contact with thearust.
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443. Part B of Appendix 1 to the Regulations, sets bet relevant factors in determining if a
customer is higher risk include if the person, is:

a. establishing customer relations other than “facdaoe”;

b. a non-resident, or if the nationality, current réshcy, and previous residency of the
person suggests greater risk of ML or TF;

c. connected with jurisdictions that lack proper stardk in the prevention of ML or
TF;

d. a politically exposed person (“PEP”) or linked toREP;

e. a high net worth individual, especially if the pati@l customer is a private banking
customer or the source of funds is unclear;

f. engaged in a business that is particularly sustdptiio money laundering or
terrorism financing;

g. alegal person or arrangement that is a personakasiolding vehicle;

h. a legal person or arrangement whose ownershipctiine is complex for no good
reason;

i. acompany with nominee shareholders or sharesandsdorm; and

j-higher risk for other reasons based on relevararimfation.

444. The banks and the non-deposit taking finance cosnpawe established AML/CFT customer
risk grading frameworks to identify higher risk twsers and apply enhanced due diligence
requirements.

445, One bank in RMI provides internet banking facibtiéor customers, to make transfers
between accounts at the bank and payments to lodfisk&re. The offshore payment transactions are
subject to head office monitoring to ensure conmaéawith US regulatory compliance. (There are no
electronic transactions between banks in RMI.) ek also provides Visa debit card access to its
accounts and a limited number of credit card faedlifor customers. Each of these types of accounts
is subject to head office approval and scrutingpEning and on an ongoing basis.

446. The other bank offers mobile phone banking for geamions between accounts at the bank
and for cash withdrawals and deposits with a numbapproved merchants in outlying islands, and
bill payments to businesses holding accounts ab#émk. The mobile phone transactions facility is
provided to existing customers who have completdidaiccount opening and CDD procedures. It
requires an additional chip card to be inserteth& customers’ mobile phone to provide account
access and security arrangements, and the faxilitie subject to detailed issuing and operating
policies and procedures, and transactions limits.

447. The Banking Commission has not yet carried out dimnpe monitoring with respect to the
new enhanced due diligence requirements or thesipsliand procedures in place for the mobile
phone banking facility.

Risk—Application of Simplified/Reduced CDD Measwken appropriate (c. 5.9):

448. Section 3L of the reviseAML/CFT Regulationsallows financial institutions and cash
dealers to apply simplified CDD measures for lowsk customers, but only if permission has been
granted by the Banking Commission for proceduras ¢cbmply with the requirements of the section.
In general, customers must be subject to the dnige of CDD measures including the requirement to
identify the beneficial owner. Where the risk of Mind FT is lower and where information on the
identity of the customer and the beneficial own&th® customer is publicly available, or where
adequate checks and controls exist in nationaémstin such circumstances it would be reasonable
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for financial institutions and cash dealers to gpgimplified or reduced CDD measures when
identifying and verifying the identity of the custer or beneficial owner.

449.  Examples of lower risk customers are set out irt Baof Appendix 1 of the Regulations,
including:

a. Any other financial institution or cash dealer (ettentities that are
subject to supervision by the Banking Commissialeuthe
Regulations);

b. non-resident financial institutions that are sulijezadequate regulation
and supervision as limited by section 3L;

c. public companies (or other legal persons or legahagements) quoted
on an exchange regulated by the Banking Commistien¢ are no such
exchanges at present), and certain public compaiesed on a foreign
exchange approved for this purpose by the Bankimmr@ission that is
subject to adequate supervision and providing thraany is subject to
adequate regulatory disclosure requirements, agdidnby section 3L;

d. domestic government administrations or enterprises, certain foreign
government administrations or enterprises as lichlbg section 3L;

e. life insurance policies where the annual premiumdsmore than
$1,000.00 or a single premium of no more than @2.,&0;

f. insurance policies for pension schemes if thermisurrender clause
and the policy cannot be used as collateral;

g. pension, superannuation, or similar scheme thavioles retirement
benefits to employees, where contributions are nbgdeay of deduction
from wages and the scheme rules do not permitdkigament of a
member’s interest under the scheme;

h. beneficial owners of non-resident pooled accoymiayided they are
subject to adequate regulation and supervisioriragdd by 3L;

i. small scale accounts and miecoedit accounts with an annual turnover
of under $200.00.

450. Non-resident and foreign entities described in Aqide 1 (Part C (b), (c), (d) and (h)) may
only qualify for reduced CDD if they are locateddnjurisdiction that is implementing the FATF
standards effectively. In making this determimatiinancial institutions and cash dealers should
take into account the information available on vaketthese countries adequately apply the FATF
standards, including by examining the approved pisivided by the Banking Commission and
reports, assessments, and reviews published by FARG, IMF, and World Bank.

451. The Banking Commission has not yet granted anyoaizttions or approvals for simplified
CDD under section 3L of the revisé®ML/CFT RegulationsSimplified CDD measures are not
acceptable whenever a customer has been idenifigde Banking Commission as non-complying
with the FATF standards, or for which the finandiadtitution and cash dealer have independent
credible reason to believe are not complying wlid EATF standards, or for any reason that there is
suspicion of ML or FT or specific higher risk scéna apply.

452. Simplified CDD has been implemented in practicddte only in limited circumstances, such
as by one bank where bank customers in the outerds do not have access to a full range of
identification documentation. Such instances relatéy to low value, low risk transactions and
accounts, where an independent referee may be taseohfirm identity, in addition to the social
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security card, and the customer will then be giadrank-generated identification document to use for
future transactions.

Risk—Simplification / Reduction of CDD Measurestiah to overseas residents (c. 5.10):

453. Section 3L.3 of the revise@ML/CFT Regulationsequires that simplified or reduced CDD

measures when applied to customers that are résigeanother country is limited to countries that
are in compliance with and have effectively implemeel the FATF standards. The approval of the
Banking Commissioner is also required, under se@lal.

Risk—Simplified/Reduced CDD Measures Not to ApplgnwSuspicions of ML/TF or other high
risk scenarios exist (c. 5.11):

454, Section 3L.4 of the reviseAML/CFT Regulationsstates that simplified or reduced CDD
measures are not acceptable whenever there ispi&cisnsof ML, FT, or in specific higher risk
scenarios.

Risk Based Application of CDD to be Consistent @itlidelines (c. 5.12):

455,  Section 3A. 2 of the revisefML/CFT Regulationstates that CDD must be applied on a risk
basis, which must include enhanced CDD for highsle customers and politically exposed persons
and may include simplified CDD for lower risk custers. Examples of high risk and low risk
categories of customers are provided in Appendikthe Regulations.

456. Both banks and the non-deposit taking finance compeve established internal customer
risk classification systems with respect to theetyyd customer, nature of business and potential
AML/CFT risk factors which will assist in applyinpe new requirements for higher risk and lower
risk customers. There is a lack of further guidatacassist entities to apply the risk-based apgroac
to CDD.

Timing of Verification of Identity—General Rule $c13):

457.  Section 3B.3 of the reviseML/CFT Regulationgequires that in order to ensure proper
customer identification, the financial institutiand cash dealer must identify and verify the idgnti
of the customer at any time that the person apfitiea business relationship; or the person seeks t
engage in a threshold occasional transaction. Mateunder section 3A.1, the CDD obligations in
respect of customers include the beneficial owonétke customer.

Timing of Verification of Identity—Treatment of Egtional Circumstances (c.5.14 & 5.14.1):

458. Section 3D of the revised AML/CFT Regulation allofivencial institutions and cash dealers
to delay completion of the verification of the idign of the customer applying for a business
relationship or engaging in a threshold occasitrzdsaction, and of beneficial owners, but only if
permission has been granted by the Banking Comonisshere the financial institution and cash
dealer presents a procedure that complies wittptbeedures and requirements of section 3D. The
section further states that financial institutiomsd cash dealers may delay verification only if:
verification occurs as soon afterwards as reasgnataictical, the delay is essential to not intefrup
the normal course of business, and the ML and BRsrare effectively managed. Procedures to
manage risk concerning delayed customer identificaghould include a set of measures such as a
limitation of the number, types and/or amount efhactions that can be performed, and enhanced
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monitoring of large and complex transactions beiagied out outside of the expected norms for that
type of relationship.

459. Appendix 1 Part A of the revisedML/CFT Regulationgrovides examples of situations

where it may be essential not to interrupt the sewf the normal conduct of business are as followe
including: non face-to-face business; securitieEngactions; and life insurance in relation to
identification and verification of the beneficiamnder the policy, which may take place after the
business relationship with the policyholder is blished, but in all such cases, identification and
verification should occur at or before the timepafout or the time when the beneficiary intends to
exercise vested rights under the policy.

460. Banks have confirmed that such risk mitigation meas are in place where verification of
identity cannot be completed at the time of operifmisiness relationship. No business relationships
are opened or occasional transactions conductédutiface to face contact.

Failure to Complete CDD before commencing the BagsrRelationship (c. 5.15):

461. Section 3G.1 of the reviseML/CFT Regulationgequires that financial institutions and
cash dealers should not accept as customers tleoseng whose identity and beneficial owner as
required in 3B, 3C, and 3D cannot be assured owFfmm sufficient information to form a customer
profile cannot be gathered. In such cases, finhimstitutions and cash dealers should deterrifine
they should file a suspicious activity report.

Failure to Complete CDD after commencing the BussriRelationship (c. 5.16):

462. Section 3J.1 of the revis@&dML/CFT Regulationsequires that if the financial institution and
cash dealer has already commenced a busines®melap and is unable to comply with the CDD
required for a customer, it should terminate thet@mer relationship and determine if it should éle
suspicious activity report. Banks advise that qurdtedures are in place.

Existing Customers—CDD Requirements (c. 5.17):

463. Section 3A.3 of the revisedML/CFT Regulationsstates that CDD must be applied to

existing customers on the basis of materiality aski and CDD must be conducted on such existing
relationships at material times. Banks are in thaegss of progressively obtaining additional CDD

information from existing customers where documimtais considered less than complete. It is

noted that this process will be more challenginthwéspect to low value personal accounts held by
customers in remote outer islands. The Banking Cission has not yet carried out compliance

monitoring for this new requirement.

Existing Anonymous-account Customers — CDD Regein&sr(c. 5.18):

464. Section 3A.4 of the revisedlML/CFT Regulationsequires that CDD must be applied to any
existing customers that have anonymous accourgsamunts in fictitious names.

Recommendation 6
Foreign PEPs — introduction
465. The compliance obligations in respect of foreigrPBENd other higher risk customers are

contained in section 3K of the revis@ML/CFT RegulationsPEPs are defined in section 1(b)(16),
and are limited to foreign PEPs. The authoritiegehadvised that both banks and the non-deposit
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taking finance company have established measuresfoi@ign PEPs consistent with FATF
Recommendation 6 prior to the commencement of the requirements. One money remitter has
procedures in place to identify foreign PEPs whe @rcasional customers. However, it is not clear
whether the new requirements have yet been fullplemented by other non-bank financial
institutions and cash dealers, as the Banking Casiom has not yet carried out compliance
monitoring for the new foreign PEP requirements.

Foreign PEPs—Requirement to Identify (c. 6.1):

466. Section 3K.1 of the reviseAML/CFT Regulationgequires that financial institutions and

cash dealers must apply enhanced CDD for custothatsare likely to pose a higher risk of ML or

FT (“enhanced CDD"). Appendix 1 Part B, 4 proddedditional information on procedures that
may be appropriate for determining who is a PEBluiing: seeking relevant information from the

potential customer; referring to publicly availabigormation; and making access to commercial
electronic databases of PEPs.

Foreign PEPs—Risk Management/approval (c. 6.21%.2.

467. Section 3K.5 of the reviseAML/CFT Regulationgequires that financial institutions and
cash dealers must put in place appropriate riskagement systems to determine whether a potential
customer or the beneficial owner is a high riskk@oeer or a politically exposed person. Section 3K.2
of the revisedAML/CFT Regulationsequires that no customers and beneficial owrdestified as
higher risk customers and politically exposed pessshould be accepted as a customer unless a
senior member of the financial institution and cdehler's management has approved. Section 3K.3
of the AML/CFT Regulationsequires that where a customer or beneficial ownaer been accepted
and the customer or beneficial owner is subsequémtind to be, or subsequently becomes a higher
risk customer or politically exposed person, finahmstitutions and cash dealers must obtain senio
management approval to continue the businessaeddtip.

Foreign PEPs—Requirement to Determine Source oftWaad Funds (c. 6.3):
468. Section 3K.1 of the revisedAML/CFT Regulationgequires that enhanced CDD should
include reasonable measures to establish the sofimealth and source of funds of customers and
beneficial owners identified as higher risk custosnand politically exposed persons. Enhanced

CDD should be applied to customers and beneficiadans identified as higher risk customers and
politically exposed persons at each stage of thD @idcess.

Foreign PEPs—Ongoing Monitoring (c. 6.4):
469. Section 3K.4 of the reviseAML/CFT Regulationsequires that where financial institutions
and cash dealers are in a business relationshipanmtigher risk customer or a politically exposed
person, they must conduct enhanced ongoing momitarfi that relationship

Domestic PEPs—Requirements (Additional Elemen&}. 6
470. There are no requirements for enhanced CDD meas$oretomestic PEPs. However, the
local bank applies the same measures for domeEfRs Rs for foreign PEPs, and broadly similar
procedures are adopted by the foreign bank.

Domestic PEPs—Ratification of the Merida Conven(iddditional Element c. 6.6):
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471. The RMIl is not a party to the UN Convention on @gtion.

Recommendation 7
Cross Border Correspondent Accounts and Similaa@iships — introduction

472. Section 3N (subsections 1 to 6) of the revigddL/CFT Regulationsestablishes RMI’s
AML/CFT framework for correspondent banking relasbips, but approval of establishing
correspondent relationships and documentation of AT responsibilities for each institutiare

not covered by the revisefML/CFT RegulationsThe authorities have advised that there are no
correspondent banking relationships provided bykbam RMI, and that banks have adopted policies
and practices consistent with the requirements AT Recommendation 7. The local bank has
appropriate policies and procedures in place tot td&erequirements as a respondent bank and the
foreign bank complies with US correspondent bankeguirements as directed from the head office
in Guam.

Requirement to Obtain Information on Responderitition (c. 7.1):

473. Section 3N.2 of the reviseAML/CFT Regulationgequires that banks must develop and
implement policies and procedures concerning cpomdent banking and gather sufficient
information about respondent banks to understamir thusiness and determine from publicly
available information the reputation of the ingtiin, quality of supervision, and whether it hagibe
subject to a ML or terrorism financing investigatior regulatory action.

Assessment of AML/CFT Controls in Respondent uitistit (c. 7.2):

474. Section 3N.2 of the revisedML/CFT Regulationsrequires that in order to provide
correspondent banking services, a bank must fistss the respondent’s controls against ML and FT
and determine that they are adequate and effecttvéank should, in general, establish or contiaue
correspondent relationship with a foreign bank oifilyt is satisfied that the bank is effectively
supervised by the relevant authority. In particula bank should not establish or continue a
correspondent banking relationship with a bank fiporated in a jurisdiction in which the bank has
no presence and which is unaffiliated with a regddinancial group (i.e. a shell bank).

Approval of Establishing Correspondent Relationskip 7.3):
475. No requirements are currently in place to direatheet this criterion. The Banking
Commissioner has advised that RMI intends to anteedML/CFT Regulationsoon to include a
requirement regarding “obtaining approval from senmanagement before establishing new
correspondent relationships”.
Documentation of AML/CFT Responsibilities for Edastitution (c. 7.4):
476. No requirements are currently in place to direatheet this criterion. The Banking
Commissioner has advised that RMI intends to antekedML/CFT Regulationsoon to include a
requirement to document the AML/CFT responsib#itier each institution as one of its amendments.
Payable-Through Accounts (c. 7.5):
477. Section 3N.6 of the reviseML/CFT Regulationgequires that particular care should be

exercised where the bank’s respondent allows dirgetof the correspondent account by third parties
to transact business on their own behalf (i.e. pleydhrough accounts). A bank must be satisfied

- 86 -



Mutual Evaluation Repdepublic of the Marshall Islands

that the respondent bank has performed the custdugediligence required in these Regulations for
those customers that have direct access to theiatscof the correspondent, and that the respondent
is able to provide relevant customer identificatioformation on request of the correspondent. No
payable through accounts are provided as partrofgpondent bank facilities in RMI.

Recommendation 8
Misuse of New Technology for ML/FT (c. 8.1):

478. Section 3N.7 of the reviseML/CFT Regulationsequires financial institutions and cash
dealers to have policies in place and take suclsunes as are needed to prevent the misuse of
technological developments in ML or FT schemesrhmt banking facilities are available to account
holders of one bank, and the other bank has maaiable secure mobile phone banking transactions
available to account holders using chip-based paskwprotection. Comprehensive AML/CFT
policies and procedures are in place in both cddesever, the Banking Commission has not yet
carried out compliance monitoring to confirm théeefiveness of policies and procedures are in place
with respect to mobile phone banking facilities.

Risk of Non-Face to Face Business Relationship3.2c& 8.2.1):

479. Section 3N.8 of the revisedML/CFT Regulationgequires that financial institutions and
cash dealers have policies and procedures in pleaddress specific risks associated with non face-
to face business relationships or transactions.es&hpolicies should apply when establishing
customer relationships and when conducting ongdirggdiligence. This should include specific and
effective CDD procedures that apply to non facéatte customers. The authorities have confirmed
that financial institutions and cash dealers do cwitduct non-face to face business. All account
opening arrangements and occasional transactign#eehe customer to be identified at the physical
office.

Effectiveness

480. Recommendation 5 The scope of the CDD requirements under the edvidML/CFT
Regulationsis generally consistent with the requirements e€dnmendation 5. However, the new
regulatory requirements are still being implementedome cases. Several entities that meet the
definition of financial institution or cash dealdo not yet appear to be subject to AML/CFT
obligations. Effectiveness of arrangements to cgnmth the detailed obligations of the revised
AML/CFT Regulationdas not yet been verified by the Banking Commisstrough compliance
monitoring. Therefore effectiveness can only beashopart at the present time.

481. Recommendation 6 The two banks, finance company and money remitéae effective
measures in place with respect to foreign PEPsghemweffectiveness has not yet been established
for other non-bank financial institutions and cdsfalers.

482. Recommendation 7 No correspondent banking facilities are curreptigvided by banks in
RMI but they have established polices consistetit WATF Recommendation 7. However, two of
the essential criteria are not yet adopted thrdeghl measures.

483. Recommendation 8 Measures to manage the risk of non-face to faginbss have been
effectively achieved as non-face to face busines®i carried out at present. Banks have estadlish
robust policies and procedures to date where nelntdogies have been adopted. Effectiveness of
arrangements in respect of new technologies hasyabtbeen verified through compliance
monitoring.
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3.2.2. Recommendations and Comments

484. Recommendation 5 The banks have already implemented policies andedures to meet a
significant proportion of the CDD requirements bk trevisedAML/CFT RegulationsThe RMI
authorities should take further steps to ensurerdlties meeting the definition of non-bank finihc
institution or cash dealer are aware of their Chidnpliance obligations. The authorities should
undertake outreach regarding the new obligatiessid comprehensive guidance on risk based CDD
and the detailed obligations under the Regulati@mg] subsequently obtain off-site compliance
monitoring information or conduct on-site reviews ¢onfirm that the full range of the new
obligations are fully implemented.

485. The authorities should ensure that financial in8ths and cash dealers have a proper
understanding of the need to take reasonable memasardetermine the ownership and control
structure, and the ultimate natural person(s) winatrol customers that are legal persons, and have
implemented adequate policies and procedures imrdaace with section 3C of the revised
AML/CFT Regulations

486. The definition of “beneficial owner” in the revisédL/CFT Regulationshould be amended
to be consistent with FATF Recommendations, i.be “hatural person who ultimately owns or
controls the customer and/or the person on wholsalte transaction is being conducted”.

487. Recommendation 6 The RMI authorities should consider signing, fyaig and fully
implementing the UN Convention on Corruption, imthg the obligation to apply FATF
Recommendation 6 to domestic PEPs.

488. Recommendation 7 The revisedAML/CFT Regulationgsection. 3N) should be amended to
require senior management approval before estaigishew correspondent relationships and to
require both correspondent and respondent ingtitsitio agree and record their respective AML/CFT
responsibilities.

489. Recommendation 8 With respect to the requirements to prevent neisu§ new
technological developments, the Banking Commissioould provide guidance on, and review the
implementation of arrangements established for tadimnking facilities and other new technology
innovations to ensure the associated AML/CFT ralksmitigated effectively.

3.2.3. Compliance with Recommendations 5 to 8

Rating | Summary of factors underlying rating

R.5 PC » CDD obligations under the revisédML/CFT Regulationdave not yef
been implemented by a number of entities meetirg définition of
financial institution or cash dealer.

» Effectiveness of arrangements to comply with theaitkl CDD
obligations of the revised®AML/CFT Regulationshas not yet been
verified by the Banking Commission through compti@amonitoring.

» Financial institutions and cash dealers do not lzalegjuate policies and
procedures to determine the natural persons wimaikly control
customers who are legal persons.

» The definition of beneficial owner in the revisBRML/CFT Regulations
is not consistent with that required under the FARgEEommendations.

R.6 LC » PEPs obligations under the reviseML/CFT Regulation$iave not yet
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been implemented by a number of entities meetirg définition of
financial institution or cash dealer.

» Effectiveness of arrangements to comply with oltiayes under the
revisedAML/CFT Regulationdas not yet been verified through
compliance monitoring.

R.7 PC * No requirement for senior management authorizaifaorrespondent
bank accounts.

* No requirement for both parties to correspondenking relationships
to document their respective AML/CFT responsilahti

R.8 LC » Effectiveness of arrangements to comply with oltiayes under the
revisedAML/CFT Regulationdas not yet been verified through
compliance monitoring.

3.3. Third Parties and Introduced Business (R.9)

3.3.1. Description and Analysis
Legal Framework:

490. Section 3F of the reviseML/CFT Regulationgstablishes new requirements for the use of
third party introducers, consistent with FATF Recoemdation 9. Exclusions from the requirements
of this section are provided for: outsourcing oemgy relationships, i.e. where the agent is acting
under a contractual arrangement with the finanicigiitution or cash dealer to carry out its CDD
functions; and for business relationships, accqurtsransactions between financial institutiond an
cash dealers for their clients.

491. The Banking Commission has confirmed that thirdypeatroducers are not currently used in
RMI, and financial institutions’ policies and praktges do not permit the use of intermediaries.

Requirement to Immediately Obtain Certain CDD eletmé&om Third Parties (c. 9.1):

492. Section 3F.4 of the revisedML/CFT Regulationsequires that in each instance of reliance
on intermediaries, the financial institution andltalealer must immediately obtain from the third
party the CDD and beneficial ownership informaticequired in sections 3B and 3C of the
Regulations.

Availability of Identification Data from Third Pads (c. 9.2):
493. Section 3F. 4 of the revise@ML/CFT Regulationstates that while it is not necessary to
obtain copies of the CDD documentation from theerimiediary, financial institutions and cash
dealers must take adequate steps to satisfy themsstiat copies of identification data and other

relevant documentation relating to the informatidatained under section 3F.3 will be made available
without delay, if requested.

Regulation and Supervision of Third Party (c.9.plgmg R. 23, 24 & 29, c. 9.3):
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494, Section 3F.3 of the revis&fML/CFT Regulationstates that financial institution(s) and cash
dealers may rely upon non-resident intermediariethe financial institution and cash dealer is
satisfied that the third party is adequately regadaand supervised and has measures in place to
comply with the CDD requirements in this Regulatidfinancial institutions and cash dealers must
be satisfied that a non-resident intermediary I§ex to, and is supervised in respect of ML and FT
policies comparable with the FATF standards andritasheen subject to any material disciplinary
action that calls into question its execution sffiblicies. Financial institutions and cash deafeust
ensure that non-resident intermediaries are lodatedjurisdiction that is effectively implementing
the FATF standards.

Adequacy of Application of FATF Recommendation$.&):

495, Section 3F.5 of the revisedML/CFT Regulationstatesthat financial institutions and cash
dealers may not rely upon intermediaries identitigdthe Banking Commission as non-compliant
with the FATF standards, or intermediaries for whitra financial institution and cash dealer have
independent credible reason to believe are not tamgpwith the FATF standards.

Ultimate Responsibility for CDD (c. 9.5):

496. Section 3F.6 of the revisedML/CFT Regulationstates that the ultimate responsibility for
implementation of the customer due diligence rexqugnts of these Regulations remains with the
financial institution and cash dealer. The scopthefobligations for third party introducers isther
clarified by sections 3F.7 and 3F8 of the Regutetjavhich state that the requirements of section 3F
do not apply to outsourcing or agency relationshiigs where the agent is acting under a contractua
arrangement with the financial institution or casaler to carry out its CDD functions, or to busime
relationships, accounts, or transactions betwasmfial institutions and cash dealers for theartb.

3.3.2. Recommendations and Comments

497. Third party intermediaries are not currently usedfinancial institutions in RMI. Robust
regulatory requirements have been establishedvwer @ny future use of third party intermediaries or
introducers.

3.3.3. Compliance with Recommendation 9

Rating | Summary of factors underlying rating
R.O C » The recommendation is fully observed.

3.4. Financial Institution Secrecy or Confidentility (R.4)

3.4.1. Description and Analysis

Legal Framework:

Inhibition of Implementation of FATF Recommendatitm 4.1):
498. Section 154 (1) of thBanking Actl987 requires officers and employees of licensedkbéo
preserve the secrecy and confidentiality of bankiigrmation. Section 154(1)(d) provides for the

disclosure of banking information as an exceptiorthte confidentiality requirements in order to
comply with the provisions of theanking Act or any other written law of the RMI. Subsectionf2
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section 154 requires that except in the performasfctheir duties under the Act, the Banking
Commission and staff must maintain the confideityiabf information relating to the affairs of
licensed banks that may come to their knowledgbercourse of their business.

499. Section 167(1) (m) of thBanking Act specifically overrides any other secrecy provisii
the Act by granting the Banking Commission the atitih and ability to obtain AML/CFT
information from financial institutions and cash atl¥s under the powers of section 167,
notwithstanding any secrecy or other restrictiongdisclosure of information imposed elsewhere in
theBanking Act

500. The RMI authorities have confirmed that these imiation gathering powers have operated
effectively in all cases and there is no evidenteamstraint on the implementation of AML/CFT
requirements because of secrecy.

3.4.2. Recommendations and Comments

501. The current legal provisions and powers to overgg@erecy requirements appear to be
adequate and effective in practice.

3.4.3. Compliance with Recommendation 4

Rating | Summary of factors underlying rating
R.4 C e The recommendation is fully observed.

3.5. Record keeping and wire transfer rules (R.1& SR.VII)

3.5.1. Description and Analysis
Legal Framework:

502. Both theBanking Actand the revisedML/CFT Regulationsequire financial institutions and
cash dealers to maintain records on all transaztionat least six years following the completidn o
the transaction, and to maintain copies of relevdentification data, account files and business
correspondence for at least 6 years following gmmination of the business relationship (or loriger
requested by the Banking Commission). TARIL Regulations 200had previously established
record keeping requirements for transaction recandsidentification data. The Banking Commission
has confirmed through onsite monitoring thatBamking Actrecord keeping requirements, which are
consistent with Recommendation 10, have been ifimptemented by financial institutions.

503. Obligations for maintaining originator informatiowith wire transfers were initially
established for all persons providing wire transfervices under section 121(2) of t@eunter
Terrorism Actwhich commenced in November 2003. The revid&tlL/CFT Regulationgssued in
2010 include requirements consistent with SRVIkéattion 3M. Banks and money remitters have
been meeting the requirements of SRVII as theye#fextively subject to US requirements because
they use US-based providers in all cases.

504. All cross border wire transfers in effect have eos& layer of scrutiny regarding compliance
with US wire transfer and OFAC list requirements,addition to RMI requirements. The two sub-
agents of an international remittance company s#httansactions via its regional office based in
another jurisdiction which includes system checkle two banks do not have direct access to
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SWIFT from their RMI operations. One bank sendsmvantl wire transfers through its head office

where they are further reviewed before transmissdamother bank relies on a correspondent bank in
the US to provide SWIFT wire transfers on its b&hahd also uses the network of an international
money remittance company. This bank’s internatioemittance wire transfer business is not run as
a separate business but is fully integrated into link’s operations and AML/CFT policies and

procedures.

505. In practice, there are currently no facilities dfmmestic wire transfers between banks or other
financial institutions and cash dealers in RMI. nistic inter-bank daily settlements are by manual
exchange of cheques.

Record-Keeping & Reconstruction of Transaction Rés¢c. 10.1 & 10.1.1):

506. Section 169 (1) of thBanking Actand section 4 of the revis@édL/CFT Regulationsequire
that every financial institution or cash dealerlistetain records for all transactions for a perafcht
least 6 years after the completion of the transacti These records shall be kept in a readily
recoverable form. Section 169 (3) of tBanking Act requires that records regarding financial
transactions shall contain particulars sufficienidentify the following:

(a) name, address and occupation (or where appat@ibusiness or principal
activity) of each person:
(i) conducting the transaction; or
(i) if known, on whose behalf the transaction &@ng conducted as well as
the method used by the financial institution orhcakealer to verify the
identity of each such person;
(b) nature and date of the transaction;
(c) type and amount of currency involved;
(d) the type and identifying number of any accauith the financial institution or
cash dealer involved in the transaction;
(e) if the transaction involves a negotiable ingtent other than currency, the name
of the drawer of the instrument, the name of tiitition on which it was drawn,
the name of the payee (if any), the amount and aofatee instrument, the number (if
any) of the instrument and details of any endorsesn@ppearing on the instrument;
(f) the name and address of the financial institutor cash dealer, and of the officer,
employee or agent of the financial institution ask dealer who prepared the
report;
(g) multiple transactions which, altogether, exceed thousand dollars, shall be
treated as single transaction if they are undertakg or on behalf of any one person
during any twenty-four hour period. In such a casten a financial institution or
cash dealer, its employees, officers or agents kawosvledge of these transactions,
they shall record these transactions.

Record-Keeping for Identification Data (c. 10.2):

507. Both section 169 (2) thBanking Actand section 3B.6 of the revis@dL/CFT Regulations
require financial institutions and cash dealerm#intain records of identification data, accouldsfi
and business correspondence for at least six yledmwving the termination of the account or
business relationship. Legible file copies mustntede and retained of the relevant identification
data, account files, and business correspondenct feast six years following the termination of a
account or business relationship (or longer if estigd by the Banking Commissioner).
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Availability of Records to Competent Authorities}@.3):

508. Section 3B.7 and 3C.9 of the revis&MIL/CFT Regulationsequire that financial institutions
and cash dealers must ensure that all customeramhction records are available on a timely basis
to the Banking Commissioner upon request. The Bankiommission has confirmed that through
onsite examinations and in the course of obtaifitigw-up information on suspicions transactions
that financial institutions and cash dealers compith the record keeping and account file
maintenance requirements and that such recordssaii@ble on request.

Obtain Originator Information for Wire Transfers.\l.1, applying c. 5.2 & 5.3 in R.5):

509. Section 3M.1 of the reviseAML/CFT Regulationgequires that financial institutions and
cash dealers must ensure that all persons ordefinegtransfers obtain and maintain full originator
information, and verify that the information is acate and meaningful. This requirement is in
addition to the general obligation establishedalbproviders of wire transfer services under setti
121 (2) of the CTA which requires that all crediddinancial institutions and all persons, andrthei
agents, that provide a service for the transmissfomoney or value by wire transfer, shall include
accurate and meaningful originator information Iliding name, address and account number) on
funds transfers and related messages that aressefit,information to remain with the transfer or
related message through the payment chain. Se8tib2 of the revisedAML/CFT Regulations
clarifies that full originator information includeghe name of the originator; the originator's @aat
number (or a unique reference number if there iecmunt number); the originator’s address; and
the originator’s identification card number. Finghcinstitutions have established policies and
procedures to comply with the originator informati@quirements of SRVII.

Inclusion of Originator Information in Cross-Bord&¥ire Transfers (c. VII.2):

510. Section 3M.3 of the revisedML/CFT Regulationsrequires that for cross-border wire
transfers (including batch transfers and transastiosing a credit or debit card to effect a funds
transfer), the ordering financial institution andsk dealer should be required to include full
originator information in the message or paymeninfaccompanying the wire transfer, except in the
circumstances provided below for batch transfersaddition, section 3M.6 states that if a cross-
border wire transfer is contained within a batemsfer and is sent by a financial institution aashc
dealer, it may be treated as a domestic wire teanmfovided the requirements for domestic wire
transfers are met. Section 3M.7 of the revisddL/CFT Regulationsequires that every financial
institution and cash dealer should ensure thatroatine transactions are not batched where this
would increase the risk of ML or FT.

511. Section 3M.9 of the revisedML/CFT Regulationstates that financial institutions and cash
dealers may apply to the Banking Commission fohartization to exempt wire transfers below
$3,000 from the requirements of section 3M.3 and43Which relate to the inclusion of originator

information). Permission will be granted by thenBimg Commission only if the financial institution

or cash dealer presents a procedure that compiiessection 3M. The Banking Commissioner has
advised that no consideration has been given tmaabof a de-minimis threshold at this stage.

512. The evaluation team notes that FATF Special Recamdaten SRVII permits jurisdictions
to adopt a de-minimis threshold of EUR/USD 1,000y0for obligations to verify identity of the
originator (criteria VII.1) and inclusion of origitor information in cross-border wire transfers
(criteria VI11.2). If the Banking Commissioner ussekction 3M.9 of the revise®ML/CFT Regulations
to approve a de-minimis threshold of US$3,000 fmtisn 3M.3, it would not comply with criteria
VII.2 (which permits a threshold of $1000). Furtinere, any threshold approved in respect of
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domestic wire transfers (section 3M.4) would nompty with criteria VII.3. The RMI authorities
should amend section 3M.9 to be consistent with BRMducing the available exemption to
US$1,000, and permitting it to apply to the crossder originator information requirements of
section 3M.3 and the verification of originatoranfation requirements of section 3M.1 only.

Inclusion of Originator Information in Domestic Wiransfers (c. VII.3):

513. Section 3M.4 of the reviseML/CFT Regulationsequires that for domestic wire transfers
(including transactions using a credit or debitdcas a payment system to effect a money transfer),
the ordering financial institution and cash deateist include either: full originator information fhe
message or payment form accompanying the wirefegnsr only the originator’'s account number
or, where no account number exists, a unique ffientiwithin the message or payment form.
Section 3M.5 of the revisedML/CFT Regulationstates that section 3M.4 b may be used only lif ful
originator information can be made available to beaeficiary financial institution and cash dealer
and the Banking Commission within three working slay receiving a request. However, at present
there are no domestic wire transfers between bané&ther financial institutions in RMI.

Maintenance of Originator Information (c. VII.4):

514. Section 3M.8 of the reviseAML/CFT Regulationgequires that each intermediary in the
payment chain should maintain all the requiredioatpr information with the accompanying wire

transfer. Both banks and money transfer businessesomplying with this requirement. There are no
categories of related domestic wire transfers fhhavent the transmission of originator information
by an intermediary institution.

Risk Based Procedures for Transfers Not Accompamedriginator Information (c. VII.5):

515. Section 3M.10 of the revisedML/CFT Regulationsstates that beneficiary financial
institutions and cash dealers must identify anddiemvire transfers that are not accompanied by
complete originator information on the basis ofgeéred risk of ML and FT. Procedures to address
these cases should include the financial institutiamd cash dealer first requesting the missing
originator information from the financial institati and cash dealer that sent the wire transfethelf
missing information is not forthcoming, the finagcinstitution and cash dealer should consider
whether, in all the circumstances, the absence oofiptete originator information creates or
contributes to suspicion about the wire transfea oglated transaction. If the wire transfer isrded

to be suspicious, then it should send a suspicamtisity report to the Banking Commission. In
addition, the financial institution and cash deatey decide not to accept the wire transfer. In
appropriate circumstances, beneficiary financiadtifntions and cash dealers should consider
restricting or terminating business relationshifthiinancial institutions and cash dealers thahdb
comply with this section.

Monitoring of Implementation of SR VII (c. VII.6):
516. The Banking Commission conducts onsite inspectiohdinancial institutions and cash
dealers to ensure they are in compliance with wia@asfer originator information requirements.
However, no inspections have been carried out te olarespect of compliance the new detailed
requirements of section 3M of the revis&ldlL/CFT Regulations

Sanctions (c. VII.7, applying c. 17.1-17.4 in R.17)
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517. Sanctions may be applied with regards to non-camnpé with wire transfer requirements
consistent with other AML/CFT requirements as pded for banks under Part 1l of tlBanking Act,
and for all financial institutions and cash dealensder section 7 of the revisedML/CFT
Regulations

Additional elements
Maintenance of Originator Information for incomiogoss border wire transfers (c. VII.8):

518. There is no mandatory requirement that all incongirggs border wire transfers must contain
full and accurate originator information.

Maintenance of Originator Information for outgoimgoss border wire transfers below EUR/USD
1000 (c. VII.9):

519. In the absence of an exemption under section 3§itBeorevisedAML/CFT Regulationsall
outgoing cross-border wire transfers are requioecbhtain full and accurate originator information.

3.5.2. Recommendations and Comments

520. Record keeping requirements have been in placesdare time including obligations to
maintain business files and correspondence, andaapp be well understood and effective. The
Banking Commission confirms that compliance is goddwever, there has only been an onsite
inspection of one bank in the last three yearsexk that full compliance is being maintained.

521. The detailed wire transfer requirements have amsy been introduced and took effect from
October 2010, although originator information reqments have been in place since 2003. The
relevant institutions (two banks and one money tiem)i have been indirectly subject to US wire
transfer requirements, and all providers obtain araintain originator information as a matter of
course. No onsite inspections have been carriedooutrify compliance with the detailed new wire
transfer requirements. There are no domestic waresfers occurring between financial institutioms i
RML.

522. The RMI authorities should amend section 3M.9 ef thvisedAML/CFT Regulation$o be
consistent with SRVII, reducing the available exémpto US$1,000, and permitting it to apply to
the cross border originator information requirersasftsection 3M.3 and the verification of origimato
information requirements of section 3M.1 only. Wtitie Regulations are amended accordingly, the
Banking Commission should not approve a de-minimiig transfer threshold that does not comply
with SRVII. Current financial institution practicis satisfactory without any exemption which
suggests that no such threshold exemption is negess

3.5.3. Compliance with Recommendation 10 and SpatRecommendation VII

Rating | Summary of factors underlying rating

R.10 LC e Lack of recent compliance monitoring limits abilitjo assess
effectiveness.
SR.VIl |LC e The Banking Commissioner's powers to authorize amid@mis

threshold of US$3,000 are not consistent with SRVII

» Effectiveness of arrangements to comply with wisnsfer obligations
under the revisedAML/CFT Regulationshas not yet been verifig

o
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through compliance monitoring.

Unusual and Suspicious Transactions

3.6. Monitoring of Transactions and RelationshipgR.11 & 21)

3.6.1. Description and Analysis
Recommendation 11

Legal Framework:

523. There is no obligation in thBanking Acffor financial institutions to pay special attentitmn

all complex and unusual large transactions. Hewnethe revised®ML/CFT Regulationsnclude a
new section 31 on “Ongoing Monitoring of Customearisactions”, which meets the requirements of
Recommendation 11 and establishes RMI's unusuatamgblex transactions monitoring obligations.

Special Attention to Complex, Unusual Large Tratisas (c. 11.1):

524. Section 3.2 of the revisedML/CFT Regulationsequires that, “financial institutions and
cash dealers must pay special attention to all demypunusual large transactions, or unusual pattern
of transactions that have no visible economic axfld purpose€’ The definition of “financial
institutions” and “cash dealers” as set forth themBanking Actis comprehensive and encompasses
all entities which should be considered in an AMEICregime, even though some are not in actual
existence in the RMI.

525. Both banks and the finance company interviewed destnated the understanding, ability,
and capacity to note complex and/or unusual laresactions and have the appropriate systems in
place to ensure monitoring of such transactions.

Examination of Complex & Unusual Transactions (¢2):

526. Section 31.2 of the reviseAML/CFT Regulationgequires that financial institutions and
cash dealers must examine as far as possible thkgbaund and purpose of suttansactionsand
set forth their findings in writing.

527. The banks demonstrated their ability to examinebtimkground and purpose of complex and
unusual transactions. The global money remittasmrapany did not provide any affirmation that
such practices were taking place in the RMI, rathan it was indicated that such examination of
transactions was conducted at their centralizeldayloompliance department.

Record-Keeping of Findings of Examination (c. 11.3)

528. Section 3I.2 of the revisedAML/CFT Regulationsequires thatfinancial institutions and
cash dealers must keep such findings availablexXamination by the Banking Commission, auditors,
and any other competent authorities, for a minimafreix years. In such cases, financial institusion
and cash dealers should determine if they sholddafsuspicious activity report."This requirement

is in excess of the five years required under thedards.
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529. The two banks maintain records for the durationuiregl under the act and such reports are
readily available to the Banking Commission upajuest.

Recommendation 21

Special Attention to Countries Not Sufficiently kpm FATF Recommendations (c. 21.1 & 21.1.1):
Examinations of Transactions with no Apparent Ecnitoor Visible Lawful Purpose (c. 21.2):

530. There are neither specific provisions in tBanking Actnor in the revisedAML/CFT
Regulations that require special attention to countries notffigantly applying FATF
recommendations. There are also no formalizedepires for the Banking Commission to maintain
an adequate and updated listing of countries thet mot sufficiently applying FATF
Recommendations, nor do processes or procedurstsrebdting to advisories to financial institutions
and cash dealers. Further, the Banking Commissismbt issued advisories to financial institutions
or cash dealers about weaknesses in the AML/CREmgsof other countries.

531. However, the Banking Commission has indicated titrids to introduce and/or amend the
AML/CFT Regulationn the near future, and will include this requiesmhas one of its amendments.
No specific dates have been provided for the prgatidn and adoption of such regulations or
amendments to existing regulations.

Ability to Apply Counter Measures with Regard tou@mies Not Sufficiently Applying FATF
Recommendations (c. 21.3):

532. There have not been any counter measures put ¢e phae to the lack of regulations. The
Banking Actdoes not contain empowering provisions allowing thoe implementation of counter
measures applied to countries that are not suffisieapplying FATF Recommendations. The
Banking Commission has indicated that they willskeking technical assistance in the near future to
review and implement regulations that would adegjyatddress this recommendation.

3.6.2. Recommendations and Comments

533. Recommendation 11The revisedAML/CFT Regulationgontain all requirements pertaining
to this FATF Recommendation. However, the Bankimgn@ission should address the minor scope
and implementation issues associated with the Cegsiom’s incomplete coverage of all non bank
financial institution and cash dealers as definedien theBanking Act

534. Recommendation 21 The Banking Commissioner should seek to amen@émking Actor
AML/CFT Regulationso meet the requirements of this Recommendation.

3.6.3. Compliance with Recommendations 11 & 21

Rating | Summary of factors underlying rating

R.11 LC » Detailed obligations under revised AML Regulatiowd fully implemented
by some non-banks and cash dealers.

R.21 NC » There are no regulations in place to require spettantion to business
relations and transactions with high risk countries

e There are no regulations in place to require fir@nnstitutions to examing
and document the background of transactions whiahe hno apparen
economic or visible lawful purpose.

—
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e« There is no specific statute or regulation thabvedl for issuance ar
implementation of counter measures.

3.7. Suspicious Transaction Reports and Other Repiing (R.13-14, 19, 25 & SR.IV)

3.7.1. Description and Analysis
Recommendation 13 and SR.IV

Legal Framework:

535. The RMI's STR reporting framework is establisheaer section 170, Part Xl of the
Banking Actand section 5 of the revisédIL/CFT Regulations

Requirement to Make STRs on ML and TF to FIU (cl 3IV.1):
536.  Section 170 (1) of thBanking Actstates the following:

“financial institutions and cash dealers shall, witl3 days of the transaction, report to the
Commissioner all suspicious transactions, includng no limited to those which are ten

thousand dollars ($10,000) or more or multiple tsantions which, altogether, exceed ten
thousand dollars ($10,000) if they are undertakgrobon behalf of any one person during
any twenty-four hour period or, complex or unusiahsactions, whether completed or not,
and all unusual patterns of transactions, and ot¥ise significant but periodic transactions,

which have no apparent economic or lawful purpofke Commissioner may provide

additional information or criteria to be used ineidtifying suspicious transactions under this
subsection.”

537. Section 170(1) does not specifically mention thBRSeporting is required when it suspects
or has reasonable grounds to suspect that fundhe@roceeds of a criminal activity. However this
requirement is provided in section 5(a)(2)(c) of tlevisedAML/CFT Regulations which defines a
suspicious transaction as:

“ one which the financial institution or cash deal@ows, or suspects or has reasonable
reasons to suspect that (i) involves funds or o#tssets derived from illegal activity:”

538. The STR reporting requirements do not cover alllipate offences as discussed under FATF
Recommendation 1.

539. Both theBanking Actand the revisedML/CFT Regulationsequire financial institutions and
cash dealers to file an STR to the CommissioneBanfiking, who is the head of the Financial
Intelligence Unit.

STRs Related to Terrorism and its Financing (c2 18RIV):
540. Section 170A (1) of th&anking Act requires that financial institutions and cash dealers

must report any transaction, attempted transactiwnother activity where they suspect or have
reasonable grounds to suspect that the transactttempted transaction or other activity may be
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related to terrorism, terrorist acts, a terroristganization, an individual terrorist, terrorist pperty
or financing of terrorisnf.

541. Furthermore, section 170A(3) statesu¢h suspicion must be reported in writing to the
Commissioner as soon as reasonably practicableimmady event, within three days of the forming of
such suspicioni.

542. Section 5(a)(1)(A) of the reviseML/CFT Regulationsstates this requirement similarly,
“where a financial institution or casher dealer seisis that any transaction or any other activity
could constitute or be related to terrorist finangj terrorist acts, a terrorist organization, an
individual terrorist or to terrorist property therfancial institution must report such suspicionthe
Banking Commissioner within three working daysoafiing of such suspicich.

543. There has been no FT related STR submitted orvedei
Attempted Transactions (c. 13.3, SRIV):

544. Section 170 (1) of th®anking Actstates clearly that attempted transactions areredve
Section 5(a)(2)(b) of the revisédML/CFT Regulationstates, Which is conducted or attempted to be
conducted at a financial institution or cash deéler

545. Concerning FT, section 170A(2) of thganking Act further states, “All suspicious
transactions attempted transactionand other activities that may be related to teisor, terrorist
acts, a terrorist organizations, an individual terist, terrorist property or financing of terrorism
must be reported regardless of the amount invoimethe transactionattempted transactioror
activity’.

Making of ML and TF STRs Regardless of Possiblelvement of Tax Matters (c. 13.4, c. IV.2):
546. Section 5(a)(1) of the revise®ML/CFT Regulationstates that, Every financial institution
and cash dealer shall file with the Banking Cominis$o the extent and in the manner required by
this section 5, a Suspicious Activity Report (SGfRny suspicious transactioA.financial institution
or cash dealemayalso file a STR regarding any suspicious transacthat it believes is relevant to
the possible violation of any law or regulation lwihose reporting is not required by this section

However, as noted earlier, section 5(a)(2)(c)(fjrds a suspicious transaction aiswblve funds or
other assets derived from illegal activity

547. The language of the revise®ML/CFT Regulationsas it is written, may allow for non-
reporting of tax matters.

Additional Element - Reporting of All Criminal Ad¢ts 13.5):

548. There is no explicit requirement for reporting df @iminal acts, although as noted, the
revisedAML/CFT Regulationslefine a suspicious transaction to include abidll activity.

Recommendation 32

Table: STRs received: Banks

Year Total
2005 46
2006 19
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2007 34
2008 50
2009 34
2010 28
Total 211

Effectiveness

549. As shown in the above table, the only entities riépg at this time are the two banks. Other
entities that are non-banks, or defined as caskerdem theBanking Actare not reporting to the
DFIU, as required by statute and regulations. rEason given by these “non-reporting” institutions
is that there have never been any transactionshthat cause to be reported, given the relatively
small scale of their transactions. The requiremehtRecommendation 13 are covered fully in the
Banking Actand Revised Regulation, with the exception of aliregnent to report STRs regardless
of whether they are thought, among other thingénolve tax related matters. The main deficiency
is in effective implementation of this requiremégtnon bank financial institutions.

Recommendation 14
Protection for Making STRs (c. 14.1):

550. This requirement is covered in section 178 ofBlamking Act which states,rfo action, suit
or other proceedings shall lie against any finamdiastitution or cash dealer, or any officer,
employee or other representative of the institutemting in the ordinary course of the person’s
employment or representation, in relation to anyiat taken in good faith by that institution or
person pursuant to this AtfThere has never been a case whereby a custoreeattesnpted to take
action against any of the persons listed for suingia STR.

Prohibition Against Tipping-Off (c. 14.2):

551. The prohibition against tipping off is covered iecon 170 (4) of theBanking Act,
“financial institution and cash dealers, its emplesyeofficers or directors, shall not notify any gam

or entity other than the Commissioner or Attornegn@ral, a court of competent jurisdiction upon
process issued, or other person as may be autlibbigelaw, of the information, record, or report
that has been prepared, or otherwise referred onifihed to the Commissioner, Attorney-General or
court of competent jurisdiction, or other lawfulbuthorized person. Any person or financial
institution or cash dealer who improperly disclosegsh information commits an offense, punishable
by a fine of not more than $2,000,000 or imprisoninfier not more that 20 years, or bdth.

552. The wording of section 170 (4) does not explicfihphibit tipping off in the period after a
suspicion has been formed and before a STR haspepared or submitted.

Additional Element—Confidentiality of ReportingfSfa. 14.3):
553. Part VIII of theBanking Actand revisedAML/CFT Regulationslo not state any requirement
for the FIU to protect the names and details off sté financial institutions. Section 154 (2)
nevertheless specifies the Commissioner and evéfigeo and employee working under the
Commissioner must adhere to the secrecy of allingrikformation.

Recommendation 19
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Consideration of Reporting of Currency Transactigi®ve a Threshold (c. 19.1):

554. Both theBanking Actand the revisedML/CFT Regulationsequire financial institutions and
cash dealers to file a currency transaction reporany currency transaction exceeding US$10,000 in
a single transaction or multiple transactions withi24 hour period when aggregated.

555. Section 180 of thBanking Actstates that

“the Commissioner of Banking may prescribe a regudatthat requires a financial

institution or cash dealer involved in a transactifor the payment, receipt or transfer of
currency to a file a report on the transaction witle Commissioner’s office and collect and
maintain supporting documentation pertaining to tsuansaction. The requirements for
when a currency transaction report must be filedynvaclude, but are not limited to, a
currency transaction that exceeds $10,000 or ire®Imultiple transactions, taken by or on
behalf of a single person within a 24 hour periagaiawhen aggregated, exceeds $10,000.

556. This requirement is also provided in section 6 lbé trevisedAML/CFT Regulations
Additional guidance on CTR reporting is providedlmstruction 7 - Currency Transaction Report
issued by the Banking Commission. Statistics on GUiBmitted are detailed under Recommendation
26.

Additional Element— Computerized Database for QuryeTransactions Above a Threshold and
Access by Competent Authorities (c. 19.2):

557. CTRs are filed electronically through the DFIU’'s R-ETR Reporting System. Reports are
available to competent authorities for AML/CFT posps upon written request to the Banking
Commissioner/ Head of the DFIU.

558. The computerized or digitized filing of CTRs is ilamented only for the two banks. Cash
dealers are not covered under this electronic tiegpregime.

Additional Element—Proper Use of Reports of Cunyehiansactions Above a Threshold (c. 19.3):

559. There are safeguards in place within the Bankin@ssion to ensure that filed CTRs are
secured and are disseminated to designated pessbnsipon a written request. Only members of
the national coordinating committee are alloweceasdo CTRs.

Recommendation 25

Feedback to Financial Institutions with respecB®BR and other reporting (c. 25.2):
560. There is currently no mechanism in place to pro¥idancial institutions and cash dealers
with adequate and appropriate feedback on STRyéllinBanks indicated that there are no regular

communications, follow up and/or feedback regarditeyl STRs or CTRs which have been acted
upon by the DFIU.

561. The banks indicated that there have been no conwations from the Banking Commission
on matters relating to guidelines issued.

3.7.2. Recommendations and Comments

562. The following actions are recommended to enhancd'®RMonitoring and STR reporting
regime:
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Recommendation 13

The remaining FATF predicate offences, once inc@igal into an amendeBlanking Act,
should be reflected in the revisBML/CFT Regulationsand in further guidance to financial
institutions and cash dealers.

Tax matters and other suspicious transactionsecktatany criminal act should be clarified in
the revisedAML/CFT Regulationgo remove any doubt or confusion caused by thesntir
wording.

Undertake measures to enhance compliance with 8p&ting requirements with non bank
financial institutions and cash dealers.

Recommendation 14

Amend section 170(4) of thBanking Actto prohibit tipping off in the period after a
suspicion has been formed and before a STR haspepared or submitted.

Recommendation 25

The Banking Commission/DFIU should establish indérguidelines and procedures to
provide consistent, timely, and appropriate feelliadinancial institutions and cash dealers
on STR reporting to enhance the effectivenesseofdporting regime.

The Banking Actand/or regulations should be amended to includeifspegrovisions that
protect the identity or maintain the confidentialif person(s) reporting STRs to the DFIU.

3.7.3. Compliance with Recommendations 13, 14, &8d 25 (criteria 25.2), and Special
Recommendation IV
Rating | Summary of factors underlying rating
R.13 PC » STR reporting does not cover all predicate offences

e STR filing on tax matters or on suspected proceddsher crimes defined
under RMI laws are not specifically provided for time Banking Actor
revisedAML/CFT Regulations

» The lack of STR reporting from non-banking entitiedicates weakness in
effectiveness of implementation.

R.14 LC * No explicit provision in section 170 (4) of tH&ganking Actto prohibit
tipping off in the period after a suspicion hasrbé@mmed and before a STR
has been prepared or submitted.

R.19 C » The recommendation is fully observed

R.25 NC e There are no formalized processes and proceduneotide adequate and
appropriate feedback to financial institutions aadh dealers on STRs filed.

» Guidelines issued are outdated
» Feedback is not provided on a regular basis tortiegeentities.
SR.IV | LC » Unable to confirm effectiveness due to recent imm@etation of mandatory

reporting requirements.
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Internal controls and other measures

3.8. Internal Controls, Compliance, Audit and Forégn Branches (R.15 & 22)

3.8.1 Description and Analysis
Legal Framework:

563. Section 2A of the revisedML/CFT Regulationgovers requirements pertaining tatérnal
Policies, Procedures, Controls, and Training

Establish and Maintain Internal Controls to Prevéit and TF (c. 15.1, 15.1.1 & 15.1.2):

564. The specific requirements concerning internalgied, procedures and control; designation
of a compliance officer; and access to CDD inforomt transaction record and other relevant
information are detailed in section 2A.2 and 24Aegpectively.

565. Based on discussions during the on-site with fir@niastitutions and cash dealers, both
banks and the global money remittance company baeguate internal policies, procedures, and
controls to ensure prevention of ML and FT, andehd@signated compliance officers at management
level. The remittance company, however, is limiiadits operations staff and therefore most
compliance responsibilities fall upon the comptrnll

Independent Audit of Internal Controls to Preverit &d FT (c. 15.2):

566. Section 2A.4 imposes the obligation to maintainrdarnal or independent audit function to
test compliance with the policies, procedures amdrols mandated in section 5.

567. The banks have adequate internal audit functidtispugh the locally chartered institution
also relies on external audits to test complianib established policies, procedures and controls.
The two banks and the cash dealer have indepeladelits conducted of their established internal
controls.

Ongoing Employee Training on AML/CFT Matters (c.315

568. Section 2A.5 imposes the requirement to establigipimg employee training to cover the
areas stipulated under this FATF Recommendation.

569. The two banks conduct ongoing employee trainindAML/CFT matters; this training also
includes US OFAC and BSA training pertinent to fleisdiction. The finance company also
conducts regular training for all staff on AML/CHE&quirements. The global money remittance
company did not indicate that they conduct ongdataff and management training on AML/CFT
matters.

Employee Screening Procedures (c. 15.4):

570. Section 2A.6 imposes the requirement to estabtisfesing procedures to ensure appropriate
standards when hiring employees.

571. The Banking Commission does not test screeningepitaes during its onsite and the revised
AML/CFT Regulationglo not prescribe minimum criteria for employeedirzncial institutions and
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cash dealers. However, banks have indicated sogeenundertaken of all employees for purposes
not solely related to AML/CFT.

Additional Element—Independence of Compliance €ffic. 15.5):

572. Under the revisedML/CFT Regulationssection 2A.2, financial institutions and cashldea
must designate a compliance officer at the managemesel. The compliance officer and other
appropriate staff should have timely access toooost identification data and customer due diligence
(CDD) information, transaction records, and anyeottelevant information. The compliance officer
should have the authority to act independently &mdeport to senior management above the
compliance officer’s next reporting level or theabw of directors or equivalent body.

573. The two banks’ structures allow for appropriateelevof independence of designated

compliance officers. Despite the size of the ofi@na of the finance company and money remitter,
the designated manager appeared to have requireld lef management authority and autonomy, as
well as adhered to a set reporting structure.

574. Overall, there is compliance by the two banks lith requirements specified in section 2 of
the revised AML//CFT Regulations. For non-bank fio@l institutions and cash dealers,
implementation is still in progress.

Recommendation 22

Application of AML/CFT Measures to Foreign BrancieSubsidiaries (c. 22.1, 22.1.1 & 22.1.2):
Requirement to Inform Home Country Supervisor 22P

575. Section 9 of the reviseAML/CFT Regulationstates that,Financial institutions and cash
dealers must ensure that their foreign branches anbsidiaries observe AML/CFT measures
consistent with the requirements in the Marshdénds and the FATF Recommendatidr&ection 9
further outlines the specific obligations that esidly restate FATF Recommendation 22, with the
exception of the absence of the additional elementerning the application of CDD measures by
financial institutions at the group level.

576. There are no foreign branches or subsidiaries mdnfiial institutions or cash dealers
incorporated in the RMI at the present time. Howgtlee Banking Commission is considering an
application for the locally chartered bank to eksaban office in Hawaii.

Additional Element—Consistency of CDD Measuresrauf Level (c. 22.3):

577. This additional element cannot be assessed asrhectal institutions incorporated in the
RMI do not have branches or subsidiaries outsidhe@RMI.

3.8.2. Recommendations and Comments

578. The requirements of Recommendation 15 are covergdih the Banking Actand revised
AML/CFT RegulationsThe deficiency is in effective implementationtlois requirement by non bank
financial institutions. While there is no specifiecommendation under Recommendation 15, the
Banking Commission should provide sector specifilgnce on AML/CFT internal procedures for
non-bank financial institutions (see Recommenda2®nand conduct regular examinations to assess
compliance (see Recommendation 23).
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3.8.3. Compliance with Recommendations 15 & 22

Rating | Summary of factors underlying rating

R.15 LC » Some NBFIs and cash dealers have not fully impléetethe requirement
of the revisedAML/CFT Regulations

[72)

R.22 C * The Recommendation is fully observed.

3.9. Shell Banks (R.18)

3.9.1. Description and Analysis
Legal Framework:

579. The requirements to take measures with respechdth banks are set out in section 3N,
subsections 9, 10 and 11 of the revid€dL/CFT Regulations These requirements are fully
consistent with FATF Recommendation 18. The BankKingnmission has advised that the two banks
have already put in place the required measurpseteent any dealings with shell banks, and that no
shell banks are permitted to be licensed in RMI.

Prohibition of Establishment Shell Banks (c. 18.1):

580. Section 3N.9 of the revise®ML/CFT Regulationstates that it is not permissible to establish
or accept the operation of a shell bank in the kiltdslands. Shell Bank is defined in section 1B.
consistent with the FATF's definition. The Banki@g@mmission has confirmed that bank licensing
policies and procedures are consistent with thavigion. In addition, under section 108 of the
Banking Actapplicants for a foreign banking licence mustje a letter from the home supervisory
authority where the bank is chartered, confirmih@ttthe applicant is being supervised on a
consolidated basis and that there is no objectidhd establishment of a branch in the RMI.

Prohibition of Correspondent Banking with Shell Bsufc. 18.2):

581. Section 3N.10 of the revisefML/CFT Regulationgequires that financial institutions and
cash dealers must not enter into correspondentidmanklationships with shell banks. No such
facilities are provided by banks in RMI.

Requirement to Satisfy Respondent Financial Irtiiite Prohibit of Use of Accounts by Shell Banks
(c. 18.3):

582. Section 3N.11 of the revisefML/CFT Regulationgequires that financial institutions and
cash dealers must satisfy themselves that respbriidemcial institutions and cash dealers in a
foreign country do not permit their accounts taused by shell banks. The Banking Commission has
confirmed that no correspondent banking facilities provided by banks in RMI.

3.9.2. Recommendations and Comments

583. No shell banks are permitted in RMI, and no dealiage conducted with shell banks. No
correspondent banking facilities are provided bgkisain RMI. The regulatory framework, existing

AML/CFT examination procedures/scope and bank mresttaken together ensure that effective
measures are in place to comply with the requirésneihRecommendation 18.
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3.9.3. Compliance with Recommendation 18

Rating | Summary of factors underlying rating

R.18 C » The recommendation is fully observed.

Regulation, supervision, guidance, monitoring andrsctions

3.10. The Supervisory and Oversight System - Comat Authorities and SROs: Role,
Functions, Duties and Powers (Including SanctiongR.23, 30, 29, 17, 32 & 25)

3.10.1. Description and Analysis

Authorities/SROs roles and duties & Structure anesources - R.23, 30

Recommendation 23 (Supervisory authorities)

Designated supervisory authorities and applicatiohAML/CFT measures
Legal Framework:

584. The Banking Actand revisedAML/CFT Regulationdgssued in May 2010 comprise the
regulatory and supervisory framework for monitoriagd enforcing compliance with AML/CFT
requirements in the RMI. The powers are vestedhan Banking Commission as the AML/CFT
supervisor. There are no other competent autheiiti®MI with respect to AML/CFT supervision.

Regulation and Supervision of Financial Institusdie. 23.1):

585. Adequate powers to regulate and supervise comgidnycfinancial institutions and cash
dealers with AML/CFT requirements are generallytaored in sections 167 to 170A of tBanking
Act 1987 More detailed obligations on those entities cstesit with the FATF Recommendations are
set out in the reviseBML/CFT Regulations

586. An AML Examination Procedures manual has been bshedol to guide staff of the Banking
Commission in the conduct of onsite AML examinasioflowever, the manual will need to be
reviewed as to its scope and completeness follotiagpassage of the revisaL/CFT Regulations
and revised to ensure the manual covers compliaitbehe detailed obligations of the Regulations.

587. The only off-site AML/CFT supervisory monitoringformation available to the Banking
Commission appears to be AML/CFT audit reports flmanks, information obtained in the course of
annual re-licensing of banks, and annual reporteéocCommission by each financial institution and
cash dealer on their ownership and control. ThekBgnCommission does not appear to have access
to regular (e.g. annual) information on AML/CFT qailance arrangements and effectiveness from
non-bank financial institutions and cash dealersupplement the information periodically obtained
in onsite examinations.

588. Some gaps are apparent in the lack of applicatictheoAML/CFT requirements to a number
of entities that clearly meet the definition ofdircial institution or cash dealer under Banking Act
The Banking Commission acknowledges that these igajhe scope of the regime reflect insufficient
staff resources within the office of the Commissioand prioritization of scarce resources to deal
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with currently supervised entities. Discussions@rgently underway to include MIDB under AML
supervision by the Banking Commission as it is a-deposit taking lender with the majority of its
US$14 million loan portfolio being consumer lendingwo other non-deposit taking car lenders, one
life insurance intermediary and at least one maeeyitter have yet to be engaged by the Banking
Commission to ensure compliance with AML supervisdmd regulatory requirements.

Designation of Competent Authority (c. 23.2):

589. The Banking Commissioner is the sole designatecpetent authority under tiganking Act
with powers set out in section 167 of the Act. Benking Commissioner is responsible for the
following AML/CFT supervisory functions: to ensurnancial institutions and cash dealers
adequately comply with AML/CFT requirements; and poovide for information exchange
domestically and internationally. The Banking Cormssion conducts the onsite AML/CFT
inspections of financial institutions and cash dealand has the power to obtain additional
information relevant to discovering ML, proceedsiime or financing of terrorism.

Structure and resources of supervisory authorities
Adequacy of Resources for Competent Authoritie30(d.):

590. The office of the Banking Commission has three fulhe staff including the Banking
Commissioner to carry out both prudential and AMEICcompliance functions for all subject
entities in RMI, as well as all FIU functions. TBanking Commissioner is having on-going dialogue
with the MOF on adequate staffing of the Bankingrassion, with the objective of increasing the
staff complement by at least one technical stafth®/end of 2010. The evaluation team has been
advised that given the jurisdiction’s lack of remmms to fully implement, monitor compliance with,
and enforce detailed requirements of the revisldl/CFT Regulationstechnical assistance has been
requested from PALP to assist with the developnoérdetailed AML/CFT guidelines for industry
and a revised supervision procedures and examinatamual for the Banking Commission.

Integrity of Competent Authorities (c. 30.2):

591. The staff of the Banking Commission are subjecintegrity checks prior to appointment,
consistent with standards for all staff of the goweent of RMI. Specific legislative provisions
relating to integrity of government employees asatained in thézthics in Government Adtitle 3,
Chapter 17 of 1993 which is administered by the géboment Ethic Board. This Act provides for
standards of ethical conduct and conflicts of iger The Public Service Commission which is
headed by the Chief Secretary is responsible fppiapment of government employees including
staff of the Banking Commission. There are curyent additional codes of conduct requirements in
place for the staff of the Banking Commission.

Training for Competent Authorities (c. 30.3):

592. The staff of the Banking Commission are competentdnducting onsite examinations for
AML purposes under the previous regulatory requaets using the current examination manual.
There may be risk of losing those examination skilstaff changes occur or there are not suffityen
regular onsite examinations conducted to keep Xperéise current. Further on the job training is
required for staff of the Banking Commission to igi®nalize on-site examination and compliance
monitoring against the detailed requirements ofrtte AML/CFT RegulationsTechnical assistance
has been requested from PALP for early 2011 ta&isssuch training.
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Authorities Powers and Sanctions — R.29 & 17
Recommendation 29 (Supervisory powers)
Power for Supervisors to Monitor AML/CFT Requirem@n29.1):

593. Broad powers are provided to the Banking Commisgmrensure compliance with the
AML/CFT requirements of Part XIII of thBanking Actand the revisedAML/CFT Regulationsunder
section 167 of the Act. The Regulations form aegn&l part of the obligations on subject entitiés.
addition, the Banking Commission has more spepifiwers with respect to monitoring and ensuring
compliance by licensed banks under Parts Il tooKthe Act.

Authority to conduct AML/CFT Inspections by Suparms (c. 29.2):

594. Section 167(1) (c) of th8anking Actprovides for the Banking Commission to enter the
premises of any financial institution or cash dedteinspect records and ask questions and take
copies of any records. Specific powers are praviflr the Banking Commission to conduct
examinations of licensed banks and their affiliatedetermine that the requirements of the law have
been complied with, in section 138 of tBanking Act From time to time, the Banking Commission
conducts AML/CFT examinations of both banks and-banks that are subject to the AML/CFT
requirements.

595. Onsite examinations were carried out for AML/CFTrgmses on five entities in the period
from 2004 to 2007, after which there was a sigaificgap until the most recent examination of one
bank in August 2010. Some entities including twotleé three insurance intermediaries, and a
recently commenced money transfer business haveyatobeen examined onsite. None of the
examinations were based on the detailed requirenuéthe revisedML/CFT Regulations

Power for Supervisors to Compel Production of Résdc. 29.3 & 29.3.1):

596. Adequate powers are provided to obtain informafen AML/CFT purposes and are not
predicated by the need to obtain a court order.ti®@ecl67(1)(i) provides for the Banking
Commission to request additional information framahcial institutions and cash dealers where the
Banking Commission has reasonable grounds to Meelibat the information is essential to
discovering ML activity. Section 138(2) of the Aatlditionally provides for information to be made
available for inspection by the Banking Commissiby,a licensed bank which is the subject of an
examination.

597. The Commission also has power under section 167)(bf the Banking Actto apply for a
warrant to enter and search the premises of aandial institution or cash dealer, or of any offioe
employee thereof, and remove any documents, misteoia other things for the purposes of
preventing ML, in addition to the powers in sectik®B¥(1)(c) and (i).

598. There is no regular collection of, or offsite manihg of AML/CFT compliance information
from financial institutions and cash dealers, ex@lit reports, although the Banking Commission
has powers to do so.

Powers of Enforcement & Sanction (c. 29.4):
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599. The principal powers for enforcement and sanction rfon-compliance with AML/CFT
requirements under tHganking Actand revised Regulations are contained in sectidnai@he Act
and are further detailed in section 7 of the Regria.

600. For licensed banks, with the approval of the Cahiime Banking Commission has additional
powers to suspend, revoke or vary a bank’s licemzker section 113 of tHganking Act for failure

to comply with terms and conditions of its licenge violation of any provisions of the Act or
regulations, or knowingly providing untrue or mastng information to the BC. Additional grounds
are provided in section 113 (1) (m), where the BamkCommission is satisfied that there are
reasonable grounds to believe that ML activityakirig place. Section 114 provides for additional
powers to direct a licensed bank to prohibit tratieas or requiring it to take certain steps orspier

a particular course of action where a notice opsnsion has been issued under section 113. Section
142 of the Act provides for the Banking Commissiorissues a cease and desist order to a licensed
bank for failure to comply with any provisions bEtAct or any terms or conditions of its licence.

Recommendation 17 (Sanctions)
Availability of Effective, Proportionate & Dissuasi Sanctions (c. 17.1):

601. Section 181 (1) of thBanking Actprovides that in addition to any criminal penaltiedines
authorized by Part Xlll of the Act, civil money maties of up to US$10,000 per violation can be
imposed, in enforcement proceedings through thén iigurt, against a financial institution or cash
dealer, and any partner, officer, employee or pecsmmducting the affairs of the business. The civi
money penalties apply to breaches of both Part ofillhe Banking Actand the revisedAML/CFT
Regulationsand are also specifically provided for in sectibof the Regulations. The resignation,
termination of employment or participation in thigais of any partner, director, officer, employee,
or person participating in the conduct of the a#faif a financial institution or cash dealer shnat
affect the jurisdiction of the high court to issuelgment against such person or entity within six
years of their resignation, termination of employter termination of participation in the affairt o
the financial institution or cash dealer.

602. Separate sanctions for wilfully violating the retokeeping and suspicious transactions
reporting requirements of sections 169 and 170sateout in section 169 (5) of the Act, for which
offences are punishable by a fine of not more 882 million or imprisonment for not more than
20 years, or both. Improper disclosure of an STponteor related information by any person,
financial institution or cash dealer, is subjectite same sanctions under section 170 (4).

603. The Banking Commission has advised that since tbmntencement of AML/CFT
requirements under thBanking Act,no sanctions have yet been exercised over anydiaa
institution or cash dealer. Breaches of requireméhat have been identified in the course of
AML/CFT supervision, analysis of STR reporting aodsite examinations have been advised in
writing to the subject entity, and are rectifiedreqguest. As a general rule, the Banking Commission
will conduct an onsite follow-up review to verifigdt rectification is completed.

Designation of Authority to Impose Sanctions (c2L7

604. The responsibility for applying sanctions for nampliance with AML/CFT obligations
against financial institutions and cash dealergdesswith the Banking Commission in accordance
with the Banking Actand revisedAML/CFT RegulationsSection 181(2) states that the Banking
Commissioner shall refer all violations under satisa (1) above to the Office of the Attorney
General for enforcement proceedings in the HighrCafithe Republic of the Marshall Islands.
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Ability to Sanction Directors & Senior ManagemehEmancial Institutions (c. 17.3):

605. The provisions for civil money penalties and samifor breaches of sections 169 and 170
of the Act are applicable to employees, officersl alirectors of financial institutions and cash
dealers, as well as to the entity itself.

Range of Sanctions—Scope and Proportionality (&1)17

606. There are no routinely available sanctions suchdasinistrative fines or compliance orders
for breaches of AM/CFT requirements. The rangeapicions for non-compliance with the detailed
requirements of the revisedML/CFT Regulationsor failure to comply with the Banking
Commission’s powers under section 167 of the Actnby-bank financial institutions and cash
dealers is limited to civil money penalties. Thexano scope to apply administrative sanctions over
non-bank entities. Only in the case of record kegmir STR reporting breaches of sections 169 and
170 are there heavier sanctions available forudjext entities.

607. For licensed banks, the Banking Commission carngapa wider range of administrative
sanctions including suspending, revoking or varymdank’s licence under section 113 of the
Banking Act for failure to comply with terms and condition§ its licence or violation of any
provisions of the Act or regulations. Section 1tdvides for additional powers to direct a licensed
bank, to prohibit transactions or to require itté#xe certain steps or pursue a particular course of
action where a notice of suspension of licencelles issued under section 113. Section 142 of the
Act provides for the Banking Commission to issumase and desist order to a licensed bank where it
has contravened or failed to comply with any priovis of the Act or any terms or conditions of its
licence.

608. It appears that these direction, and cease anst gesiers in relation to licensed banks could
in extremisbe used by the Banking Commission to require tidacement, or a restriction on the
powers, of individual managers or directors forlatimn of the Act or regulations.

609. There appears to be a material difference in thieritg of sanctions between the maximum

civil money penalties of US$10,000 for most AML/CEbmpliance offences, and sanctions for
breaches of sections 169 and 170, for which offerace punishable by a fine of not more than US$2
million or imprisonment for not more than 20 yeassboth. Review of the scope of sanctions and
quantum of penalties would seem appropriate toigeothe Banking Commission with a more

graduated, but ultimately dissuasive range of astiand sanctions in the future, particularly with

respect to non-bank financial institutions and cdshlers where the range of options is currently
rather narrow.

Market entry — Recommendation 23

Fit and Proper Criteria and Prevention of Criminafsom Controlling Institutions (c. 23.3 &
23.3.1):

610. Fit and proper criteria are applied to bank diresteenior managers and owners of more than
10% of the issued stock of banks at the time ofiegjion for a licence under section 108 of the
Banking Act. Banking licences are required to be renewed diynaad updated fit and proper
information is obtained as part of the consideratib licence renewal. Section 139 sets out criteria
for disqualification of directors of domestic bankwluding being a member of the Nitijela, being a
bankrupt, or having been convicted of any offenceolving dishonesty or fraud. Section 140
provides that any change in directors or principiicers of a domestic bank requires the prior
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approval of the Banking Commission upon written lmggion. Section 141 sets out criteria for
disqualification for employment as a manager oeptifficial of a licensed bank. Under section 1 of
the previous AML Regulations and revisaL/CFT Regulationsall financial institutions and cash

dealers are required to maintain records and makaah reports to the Banking Commission of the
identity of any controlling owners during the yeavhether acting alone or collectively) and to
ascertain whether any institution affiliated panfio has been convicted of any offence involving
dishonesty, breach of trust, or ML.

611. There are not any explicit provisions prohibitingrinals or their associates from holding or
being beneficial owners of a controlling interast or being a senior manager or director of a non-
bank financial institution or cash dealer. The BagkCommission has no powers to remove a person
from such a position. Likewise there are no fit gxdper procedures or powers provided to the
Banking Commission in respect of non-bank finaniciatitutions and cash dealers.

Licensing or Registration of Value Transfer/Excheusgrvices (c. 23.5):

612. The CTA, in section 120 (1) on “Measures to suppfegmncing of terrorism”, requiresafly
person, that provides a service for the transmissid money or value, including transmission
through an alternative remittance system or infdrmaney or value transfer system or network, or
the agent of such person, shall be required tademsed by the competent authorities of the Mafshal
Islands, and shall be subject to the disclosuraunegnents prescribed by the relevant authorities in
relation to that type of businessHowever, the RMI authorities have not yet opienadlized this
provision by establishing a formal licensing auityoor process for MVTs. Informal MVT providers
are discussed under SRVI.

613. There are no requirements for licensing or redistnaof money exchange services. The
authorities advise that there are no businesses tithn banks providing money exchange facilittes a
present.

614. One MVT business has been subject to AML compliarmeanitoring by the Banking
Commission and on-site inspection for compliancth lie AML Regulations 2002. Another MVT
business has recently commenced operations arsekasapprised of its compliance obligations. The
authorities are not currently able to determine tivbiethere are other providers of MVT or money
exchange business which should be subject to AMjuirements, and acknowledge that there are
possibly one or more other businesses that sheutdibject to the requirements. The RMI authorities
have advised that a TA request has been submittedskistance in the establishment of a central
registry for MVTs and MSBs.

Licensing and AML/CFT Supervision of other Finahdistitutions (c. 23.7):

615. There are no licensing or registration requireméntsother non-bank financial institutions
and cash dealers. The absence of mandatory ligensiregistration creates some uncertainty about
which entities should be subject to AML/CFT requients under thBanking Actand regulations.

616. There are currently one non-deposit taking lendwt ®vo insurance intermediaries (not
underwriters) that are properly captured within &L supervisory net (although other entities
appear to be meeting the definitions in the ActylLAsupervision is primarily effected through on-
site examinations, with the non-deposit taking Emand one insurance intermediary examined in
2006. The arrangements in place in those entitmseared to be adequate to comply with the
previous AML regulatory requirements, given theatiekly low-risk nature of their business.
However, these entities will need to review andaipdheir AML/CFT policies and procedures to
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ensure they are consistent with the new regulatquirements and the Banking Commission will
then need to assess the adequacy of those arramigeme

Ongoing supervision and monitoring — Recommendati?8
Application of Prudential Regulations to AML/CFT 23.4):

617. The AML/CFT framework for banks in RMI is integrdtavith the prudential supervision
requirements as part of tiganking ActBank licensing includes fit and proper requirememitsch

are subject to annual review at re-licensing, aaokisupervision compliance and sanctions powers
are applicable to all violations of tlBanking Actand the regulations made thereunder, including for
AML/CFT obligations.

618. Under section 134 (11) of tliganking Actjin February 2005, the Banking Commission used
prudential powers for AML/CFT purposes via Advisddptice (A-05) to advise of the proposed
requirements for all banks and financial institnicoperating in RMI to undergo an annual audit of
their AML/CFT compliance program and internal colgr to be performed by a duly authorized
external auditor. The Directive took effect immedig, after a two week consultation period, for
banks. Other financial institutions were to beised later as to the date in which the proposed
directive would apply to them. The attachments@édta questionnaire to be completed annually
about AML/CFT compliance arrangements and a chetckdr auditors on AML/CFT compliance.

619. The Banking Commission has advised that banks raréding the Commission with copies

of AML/CFT audits. However, the status of the adwsA-05 and associated requirements is unclear
in respect of non-bank financial institutions ardtt dealers, as the advisory appears to be based on
section 134 of th8anking Actwhich only applies to licensed banks.

620. There are no prudential (non-AML/CFT) supervisiancompliance obligations imposed on
insurance intermediaries in RMI. The business sliiance intermediaries is not required to be
subject to the prudential elements of the IAIS cpri@ciples. Prudential requirements and related
AML/CFT obligations for insurers underwriting buess for customers in RMI will be applied in
their home jurisdiction.

621. As there are currently no foreign branches or slignses of RMI financial institutions, the
application of consolidated supervision for prudErand AML/CFT purposes has not yet arisen. The
Banking Commission is considering an application tfee locally chartered bank to establish an
office in Hawaii to assist in direct clearing ofSJ.dollar transactions and access to US Federald-un
market and the Banking Commission will need to aerswhether any additional legislative and
supervisory arrangements will be required to manéod supervise the risks arising from such
business on a consolidated basis.

Monitoring and Supervision of Value Transfer/Exalpau$ervices (c. 23.6):

622. Onsite examinations appear to be the primary AMInitooing and supervision tool applied
to money value transfer and exchange service peovidOnly one MVT business was in existence
until 2009, and it was last examined by the BankKdaognmissioner’s office in 2006. More proactive
and regular AML compliance engagement and inforamatiollection would assist in monitoring and
supervising to ensure compliance with the new QWY requirements and address the increasing
risks in this sector as new participants are addéke supervisory net.

Guidelines — R.25.1 (Guidance for financial institions other than on STRs)
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623. The Banking Commission has up to August 2004, samieange of guidelines to assist
financial institutions and cash dealers in undaditey their AML/CFT obligations, including:

i. Guidelines on suspicious transactions, and Prapar&@uidelines for Suspicious
Activity Report Form;

ii. Instructions and reporting form for Currency Trarigm Report.

624. The Banking Commission has not yet issued detgiledelines to assist financial institutions
and cash dealers to effectively comply with the meguirements and risk based approach to CDD
established under the revisédL/CFT RegulationsGreater guidance would significantly assist
newly identified institutions to understand theonpliance requirements. All existing guidance
instruments (guidelines and advisory notices) ane out of date and will need to be revised to be
consistent with the detailed new regulatory requists.

Statistics and effectiveness (R.32)

625. The Banking Commission has advised that the Coniomisgndertook onsite AML/CFT
compliance examinations in the last 5 years aevali

Table: AML/CFT supervisory On-site Examinations

Year Coverage

2006 4 (1 bank, 1 insurance intermediary, 1 money
remitter, and 1 non-deposit taking lender)

2007 1 (bank)

2008 0

2009 0

2010 (to November 2010) | 1 (bank)

3.10.2. Recommendations and Comments

626. Recommendation 29 Adequate powers are available to the Banking Cimsion to monitor
compliance, conduct onsite examinations and obtatessary information to carry out AML/CFT
supervision. The effectiveness of these powersisptomised by the absence of regular collection
and monitoring of offsite AML/CFT compliance infoation and the lack of recent onsite
examinations.

627. Recommendation 17 The Banking Commission has a reasonable rangeopbrtionate and
dissuasive sanctions available to be exercised bapsks but no AML/CFT compliance sanctions
have been imposed to date, on the basis that camegli deficiencies have been rectified once
identified in on-site examinations. With respect mon-bank entities subject to AML/CFT
requirements, the primary sanction available isl choney penalties, with no options available for
other proportionate administrative sanctions sigchdministrative fines or compliance orders.

628. The RMI authorities should establish a wider raofyganctions, particularly for the non-bank
entities, and consider increasing the maximum lefetivil money penalties, having regard for
relativity with the maximum penalties provided &milar offences and the breaches of sections 169
and 170, which are set out in 5.169 (5) of the Act.

629. The Banking Commission should, after identifyinfI’CFT compliance breaches, set out
in writing to the offending institution reasonaltdat firm deadlines for rectification of compliance
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breaches, and obtain written responses for théiemntietailing actions taken, rather than possibly
delaying follow-up of rectification until subsequemsite examinations.

630. Non-compliance with required corrective action dtothen be followed up by formal
sanctions as provided for under B@&nking Actand Regulations.

631. Recommendation 23 The RMI authorities should provide in legislatidor powers to
prevent criminals or their associates from holdindpeing beneficial owners of a controlling intéres
in or being a senior manager or director of a nankifinancial institution or cash dealer.

632. The RMI should consider introducing fit and properson requirements for all such persons.

633. The RMI authorities have advised that there ismterition to licence offshore banks under
the Banking Act The legislative framework provides in the Acr faffshore banking but these
powers are inadequate to meet international beattipes for offshore bank licensing and
supervision. To reduce the risk of negative iratiomal sentiment being focused on the potential fo
offshore banking in RMI to be used for ML and Fiiie tauthorities should consider removing all
references to offshore banks from B&nking Act If there is sound justification to permit offsko
banking at some future time, the authorities sholidoh establish a robust separate offshore banking
legislative framework consistent with internatiostdndards.

634. The Banking Commission should as soon as possély out targeted onsite compliance
monitoring regarding the effectiveness of arrangasiestablished by subject entities to implement
the new detailed obligations set out in the revi&BtL/CFT Regulations

635. The Banking Commission should consider implementiagular collection and off-site
monitoring of AML/CFT compliance information, forxemple through annual reports by each
subject entity, and requiring copies of annual rimaé or external audit reports on AML/CFT
compliance and procedures from non-banks. Theserteeghould supplement the compliance
information derived from onsite examinations to fban effectiveness of arrangements for
compliance with new requirements. The status of206@5 advisory A-05 on AML/CFT external
audit requirements is unclear in respect of norkbfimancial institutions and cash dealers. Any
uncertainty regarding the Banking Commissioner'svgrs to obtain such compliance information
and audit reports from non-bank entities shoulddmoved by amendment to tBanking Act and
regulations as necessary.

636. The Banking Commissioner has appropriate regulgtowyers to issue formal notices which
are enforceable pursuant to tBanking Actand Regulations. The Banking Commissioner should
ensure the form, wording and timing of such notiaes specific as to the powers being exercised. In
the absence of correct legal form, such noticaseisdby the Banking Commissioner could be subject
to challenge. For example, Advisory A-05 on AMLd#uequirements should be updated to confirm
its application to banks only, under section 13%dfltheBanking Actand Advisory A-10(c) which
provides a temporary grace period (exemption) fbfimancial institutions and cash dealers from
compliance with the new obligations of the revigddL/CFT Regulationsuntil 22 October 2010
should specifically refer to being issued under théevant exemption and exception powers
(contained in section 8 of the Regulations).

637. The RMI authorities should consider establishingulyh legislation a register of financial
service providers to ensure the Banking Commiskam sufficient information to identify all parties
that fall within the definition of financial institions and cash dealers in RMI. At a minimum, all
MVT and money exchange business should be sulgjeat handatory registration requirement as
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provided for in section 121(1) of the CTA. The wmtmation framework should provide effective
penalties for any entities carrying on such bugirtbat are not registered, and provide grounds for
deregistration including for willful failure to cqoly with AML requirements or upon conviction for
certain offences including crimes relating to fradighonesty or ML and FT.

638. The Banking Commission should also consider esfaibly working arrangements with the
Registrar of Corporations and the local atoll goweents that issue business licences to assist the
Banking Commission to identify all businesses inIRMt are chartered or licensed as businesses to
provide any type of financial service that woulddpdject to th&8anking Actand Regulations.

639. The Banking Commission should correct identifieddequacies in scope of entities covered
and immediately exercise the powers to monitor d@ampe with and enforce AML/CFT
requirements under thBanking Actfor certain non-deposit taking lenders (includingD),
remittance dealers and life insurance intermediatiat are not currently supervised for AML/CFT
purposes.

640. The Banking Commission should consider whether tewidil legislative and supervisory
arrangements will be required to effectively moniamd supervise on a consolidated basis the risks
arising from the establishment of any foreign sdiagies, branches or offices of RMI financial
institutions.

641. The Banking Commission should immediately revise ML examination procedures
manual and all offsite supervision procedures asthictions for staff to incorporate the risk based
approach to CDD and the broader range of complisegairements set out in the revisedIL/CFT
Regulationsand recent amendment to tBanking Act.The Banking Commissioner should also
review banks’' conditions of licence in respect dVIIAACFT matters to ensure the obligations are
comprehensive and consistent with the revisBIL/CFT Regulations

642. The RMI authorities should immediately pass the min@ents to théanking Actsections
166 and 167 as per the draft presented to the ai@uteam (see also related recommendation under
R.26).

643. The RMI authorities should prepare a national AMEICrisk assessment using the APG
national risk assessment framework or some otlwrtdocidentify the level and nature of AML/CFT
risks and associated criminality in RMI, developufe risk indicators and contribute to the
development of a comprehensive national strate@fféetively combat ML and FT.

644. Recommendation 25 The Banking Commission should issue detailed glirids to assist
financial institutions and cash dealers to effadtixcomply with the new requirements and risk based
approach to CDD established under the reviskil/CFT Regulations That should include criteria
to be adopted in considering applications for theous approvals and exemption powers that the
Banking Commissioner can exercise under the Regokat Technical assistance from regional
agencies may be appropriate to implement thesenmemdations as soon as possible.

645. Recommendation 30 Integrity: The Banking Commission should considgstablishing a
code of conduct for staff of the Banking Commissamd FIU consistent with international best
practice to enhance transparency regarding thectagimns on staff regarding honesty, integrity and
professionalism.

646. Recommendation 30 Resources: At least one additional technicalf gt@$ition should be
established as soon as possible in the Banking Gssion to provide sufficient resources to
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effectively conduct on and offsite AML supervisifor all cash dealers and financial institutions and
ensure compliance with the more detailed requirésnef revisedAML/CFT Regulations The
Banking Commissioner should draw up a work progtanschedule AML/CFT onsite compliance
examinations, and ensure all entities are examatektast once every four (4) years with more
frequent examinations scheduled according to 8iethie entity poses, particularly for banks. Astea
two (2) onsite AML/CFT examinations should be criout every year to maintain supervisors’
skills and experience and spread the workload gvenl

3.10.3. Compliance with Recommendations 17, 23, 329

Rating | Summary of factors underlying rating

R.17 PC * Penalties for compliance breaches by non-bank iaannstitutions and
cash dealers are not sufficiently proportionatdissuasive.

* No effective use of formal sanctions powers by BagkCommission tg
date.

R.23 PC * A number of entities operating as a non-deposiintakender, money
remittance service provider, or insurance interimgdappear to be covered
by the AML/CFT legislative requirements but are oatrently supervised
for AML/CFT purposes.

» Effectiveness is undermined by the lack of onsikéLAexaminations since
2007, and inadequate information to carry out ragubffsite AML
compliance monitoring, particularly for non-bankdncial institutions and
cash dealers.

e The Banking Commission has not yet conducted mongoor site
examinations with respect to compliance with theendly introduced
requirements of the revis@édL/CFT Regulations

* No legislation exists to prevent criminals or thessociates from holding or
being beneficial owners of a controlling intereast br being a senigr
manager or director of a non-bank financial intititu or cash dealer.

* No registration or licensing requirement is in glafor money or value
transfer service providers, or other non-bank far@ninstitutions and cash
dealers.

R.25 NC » Lack of comprehensive guidance to assist subjetitiesnto comply with
new AML/CFT regulatory requirements.

» Previously issued guidance material has not beetated to ensure it is
consistent with the revise8ML/CFT Regulations

R.29 LC * Lack of effectiveness of powers due to inadequatadn resources in the

Banking Commission.

3.11. Money or Value Transfer Services (SR.VI)

3.11.1. Description and Analysis

Legal Framework:
647. TheBanking Actdefinition of financial institution includes, inagon 102(n)(iv), any person
who carries on a business of “money transmissioricas”. All providers are designated as financial

institutions and subject to AML/CFT requirementsefe is no separate category of money or value
transfer services providers in tBanking Acor other laws.
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648. The CTA, in section 120 (1) on “Measures to suppf@gncing of terrorism”, requires “any
person, that provides a service for the transmisgfanoney or value, including transmission through
an alternative remittance system or informal mooeyalue transfer system or network, or the agent
of such person, shall be required to be licensethbéycompetent authorities of the Marshall Islands,
and shall be subject to the disclosure requiremengtscribed by the relevant authorities in relatmn
that type of business.” However, the RMI authositieave not yet implemented a licensing process
under this provision.

649. The implementation of AML/CFT obligations in therfioal regulated sector, which includes
the banking sector and two international remittapia®viders are covered in the preceding sections.
By way of background, one international remittapoevider operates out of a bank and is licensed as
part of its banking operations. The other is adtalone financial institution that is regulatedthg
Banking Commission.

650. The focus of this section is on the informal mowralde transfer (MVT) operators or
alternative remittance system operating in the RNMle RMI has one or two informal providers not
under the regulatory net. They are licensed byl lgogernment as businesses but not supervised for
AML/CFT purposes by the Banking Commission as faianinstitutions.

651. According to financial institutions met during tle-site, the outflow of funds from RMI
residents exceeds the inflow of funds from the sR&I diaspora based in the US. The explanation
provided was that the Marshallese community basethé U.S was not as financially sound as
Marshallese based in the RMI.

Designation of Registration or Licensing Autholity VI.1):

652. All MVT service providers, whether part of the faahor informal system are required to be
licensed by a competent authority under section(12@f the CTA. However, this requirement has
not been implemented.

653. The Banking Commission indicated that it is in gh@cess of identifying all informal
providers and including them in a Registrar of jmlevs. This approach seems to differ from the
requirement of licensing, although the plan isndude these informal providers under the Banking
Commission’s AML/CFT supervision program.

Application of FATF Recommendations (c. VI.2): (gipy R.4-11, 13-15 & 21-23, & SRI-IX)
Monitoring of Value Transfer Service Operators\(t.3):

654. There is neither application of FATF Recommendaioor any monitoring of informal
MVT operators at this stage.

List of Agents (c. VI.4):
655. There is a requirement under the CTA Act, as mastipto maintain a list of agents. This is
currently done for one international remittanceviter, as it has two agents in the RMI. No other
formal provider has agents in the RMI. There is available information of informal service
providers but given the size of the market, itrisikely.

Sanctions (applying c. 17.1-17.4 in R.17)(c. VL.5):
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656. The Banking Commission has the same sanction powetised under Recommendation 17.
There are no plans to sanction the informal prasiddentified to date, only to include them under
the supervisory umbrella.

Additional Element—Applying Best Practices PapeiSia VI (c. VI.6):
657. The RMI has indicated it is in the process of idtroing a Registrar for MVT providers.

3.11.2. Recommendations and Comments

658. The informal MVT sector is relatively negligibleh& formal MVT operators, namely the two
banks and the international remittance providezssabject to existing AML/CFT obligations. In
order to include the informal MVT providers undiee tsupervisory framework, the RMI should:

* Implement the Register for MVT service providers.

» Identify informal MVT providers and subject themexisting AML/CFT
obligations.

3.11.3. Compliance with Special Recommendation VI

Rating | Summary of factors underlying rating
SR.VI | PC * Lack of effective implementation of the CTA licengi requirements fof
MVT.
* Informal MVT providers are not covered under exigti AML/CFT
obligations.
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4. PREVENTIVE MEASURES—DESIGNATED NON-FINANCIAL BUSIN ESSES AND
PROFESSIONS

4.1. Customer Due Diligence and Record-keeping (R2)
4.1.1 Description and Analysis

CDD Measures for DNFBPs in Set Circumstances (Apglg. 5.1-5.18 in R. 5 to DNFBP) (c.
12.1): (Applying Criteria under R. 6 & 8-11 to DNPB(c.12.2):

659. The AML/CFT regulatory requirements in RMI are set in theBanking Actand revised
AML/CFT Regulationsand apply to financial institutions and cash dealevhich includes the
operator of any gambling house, casino or lottang a person who carries on a business dealing in
bullion. No other categories of DNFBP are covergdhese requirements.

660. No casinos, gambling businesses or lotteries amaifted in RMI, under the provision of the
Gambling and Recreation Prohibition Act 1998hich states that no person, natural or corporate,
shall engage in any form of gaming or gamblingwtigis within the Republic, and no person, natural
or corporate, shall possess, use, sell, or purchtiseetly or indirectly, any gambling or gaming
machines, appliances or devices used in the comduot to promote gaming or gambling activities
within the Republic. Exception is provided for aittes by non-profit organizations that receive a
permit from the local government for the gaminghatiés of bingo, raffles and cakewalks for the
purpose of raising funds, and are solely in fudhee of the stated purposes of the non-profit
organizations

661. Legal attorneys, accountants and TCSPs in RMI arsubject to AML/CFT requirements as
required under Recommendation 12. There do notaappebe any real estate agents operating in
RMI, and there are no AML/CFT requirements that ldoapply to that business when they are
involved in transactions for a client concerning buying and selling of real estate.

4.1.2 Recommendations and Comments

662. The risks of AML/CFT through such businesses haeenbwell established through
international studies. While this sector remainsegulated it poses a potential AML/CFT risk for
RML.

663. The authorities should introduce legislative oliigas on DNFBP to comply with the
requirements of Recommendation 12 but implememtatimuld be risk based.

4.1.3. Compliance with Recommendation 12

Rating | Summary of factors relevant to s.4.1 underlying ovall rating

R.12 NC * No AML/CFT requirements are in place for lawyersd aaccountants
who conduct financial transactions on behalf otoorers, or TCSPs.

4.2. Monitoring Transactions and other Issues (RA)
(Applying R.13 to 15 & 21)

4.2.1 Description and Analysis
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664. The STR reporting obligations in thiganking Actand revisedAML/CFT Regulationsnly
covers financial institutions and cash dealerdyoalyh as indicated previously, a cash dealer is
defined to include dn operator of a gambling house, casino or lottenyd “a person who carries on

a business dealing in bullionTherefore at present, there are no STR reportihligations for
DNFBP.

4.2.2 Recommendations and Comments

665. The authorities should introduce legislative oliigas on DNFBP to comply with the
requirements of Recommendation 16 but implememtatimuld be risk based.

4.2.3 Compliance with Recommendation 16

Rating | Summary of factors relevant to s.4.2 underlying ovall rating
R.16 NC * No STR reporting obligations for DNFBP.

4.3. Regulation, Supervision, and Monitoring (R.245)

4.3.1. Description and Analysis

Recommendation 24 (Supervision of DNFBPS)
Regulation and Supervision of Casinos (c. 24.11.2424.1.2 & 24.1.3):

666. Casinos are prohibited from operating in the RMégglained previously.
Monitoring Systems for Other DNFBPs (c. 24.2 & 2#)2

667. The main DNFBP sector is the offshore company fdionaservices sector. These are
accountants, lawyers and other company serviceigerss based in foreign jurisdictions providing
services for the RMI's offshore company registryowéver, there is no direct supervision of such
company formation service providers.

668. The Trust Company of the Marshall Islands, Inc. MIICis the off-shore company Registrar.
However, it does not deal directly with companynfation service providers, as the actual
registration services is provided by InternatioRalistries, Inc. (IRl) which is an affiliate compgan
headquartered in Virginia (USA) with several affits and offices round the globe. The IRI performs
some due diligence prior to accrediting companymition service providers as “qualified
intermediaries”, including screening their namesodigh commercially available databases and
verifying that they are a licensed attorney, bankecountant, or corporate formation specialist.
There is no ongoing annual requirement to mairttenaccredited status, although on each occasion
a qualified intermediary submits an applicationiraforporation on behalf of a client, the details of
the qualified intermediary are checked again thhaihg data base used by IRI.

669. There is no monitoring system in place for othBiHBPs.

Recommendation 25 (Guidance for the DNFBP sectors)
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Guidelines for DNFBPs (applying c. 25.1):
670. There has been no AML/CFT guidance provided to DRFB
4.3.2. Recommendations and Comments
671. The RMI should introduce an appropriate legal ampkesvisory framework for DNFBP with
a prioritised and phased implementation based oiskaassessment, with a focus on enhancing
supervision of company formation service provideesed offshore, to monitor compliance with
CDD, STR reporting and other AML/CFT measures revemded under R.12 and R.16.

4.3.3. Compliance with Recommendations 24 & 25 (criteria 2.1, DNFBP)

Rating | Summary of factors relevant to s.4.3 underlying owall rating

R.24 NC e There is no supervision and regulation of DNFBP.
R.25 NC * No guidance provided on AML/CFT for DNFBP.

4.4, Other Non-Financial Businesses and Professena-Modern-Secure Transaction
Techniques (R.20)

4.4.1. Description and Analysis
Other Vulnerable DNFBPs (applying R. 5, 6, 8-11;15317 &21 c. 20.1):

672. The Banking Acts definition of financial institution includesat operator of a gambling
house, casino or lottefy This is in excess of the requirement of the FADBRnclude casinos only,
and include one of the examples listed by the FATBther DNFBP i.e. gambling. However, as
noted earlier, gambling is illegal in the RMI sinttee promulgation of th&ambling and Recreation
Prohibition Act 1998

673. There are no high value or luxury goods sold inRiél. Most are purchased offshore and

imported. The exemption is the trade in second maadne or motor vehicles which considering the
size and scope of the RMI's economy and the geserabd economic conditions, could be considered
luxury goods.

Modernization of Conduct of Financial Transactiqns20.2):
674. The RMI is essentially a cash based economy failreinsactions. Only one bank offers
credit card services and there are only two ATMshia RMI. The Banking Commission has not
taken any measures to encourage the use of morermaad secure techniques for conducting
financial transactions. However, given the popalatsize it may not be profitable for financial
institutions to introduce new products into the kear

675. Based on RMI statistics, there are on average Z:36% per annum from 2007-2009, which
indicate that cash is used to purchase relativigly Yalue products.

4.4.2 Recommendations and Comments
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676. The RMI should encourage the introduction of moderd secure techniques for conducting
transactions.

4.4.3. Compliance with Recommendation 20

Rating | Summary of factors underlying rating

R.20 PC » No measures have been taken to encourage the usedsfrn and secure
technigues for conducting financial transactions
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5. LEGAL PERSONS AND ARRANGEMENTS & NON-PROFIT ORG ANIZATIONS

5.1 Legal Persons — Access to beneficial ownerslaind control information (R. 33)

5.1.1. Description and Analysis
Legal Framework:

677. Laws providing for the formation of legal persons the RMI include theBusiness
Corporations Act (BCA), Revised Partnership Actnitéd Partnership Act, and Limited Liability
Company ActThese statutes are collectively known asABsociations Lawand provide the legal
framework for the establishment and operation ghestic and non-resident domestic corporations,
partnerships, limited partnerships, limited lialyilcompanies, foreign maritime entities, and foneig
corporations authorized to do business in the RMI.

678. Under theForeign Investment Business License (FIBL), Mlo¢ Minister of Finance is the
designated Registrar of Foreign Investments (se&3A, FIBL).

679. At the time of the on-site, there were about 62&ilmsses, incorporated and unincorporated,
registered with the resident domestic Registralutting 84 companies with a FIBL licence. For the
Registrar of non-resident domestic entities, TChitiere are reported to be about 30,000 active
entities, with additional 5,000-6,000 new registnaé each year. About 70% of entity registrations
are in the maritime sector and linked to the RMpskqgistry.

Measures to Prevent Unlawful Use of Legal Persan83.1):

Corporations

680. Section 2(c)—(d) of the BCA defines a “corporatioof’ “domestic corporation’as “a
corporation for profit formed under this Act, oristing on its effective date and theretofore formed
under any other general statute or by any speaitlcd the Republic or which has transferred to the
Republic pursuant to Division 14 of this ActA “foreign corporation” mean$a corporation for
profit formed under laws of a foreign jurisdictiotuthorized” when used with respect to a foreign
corporation means having authority under Divisighdf this Act to do business in the Reptiblic

681. Sections 2 (i)-(j) in the BCAfurther differentiate and define resident corpiors as “Doing
Business in the RMI" and non-resident as “Not DoBgsiness in the RMI”. These covered both
corporations and other legal entities.

682. The BCA Act isapplicable to both resident and non-resident catpmrs. Overall, the
provisions are essentially the same with some tianis for certain provisions for non-residents e.g.
non-resident corporations are not permitted to iplbanking, insurance or trust services.

683. Incorporators, as defined in section 25 of the B&An be &any person, partnership,
association or corporation, singly or jointly witithers, and without regard to his or their residenc
domicile, or jurisdiction of incorporation, may ioporate or organize a corporation under this Act

684. For directors, Section 49 of the BCA specifies thatdirectors need not be residents of the

RMI or shareholders of the corporation...Non-resideotporations may appoint or elect directors
which are corporations.”
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685. All resident domestic and non-resident corporatians required to file their articles of
incorporation for registration purposes (sectionB8A). The more significant contents of which are
summarized as follows:

(a) the name of the corporation;
(b) the duration of the corporation if other thaarpetual;
(c) the purpose or purposes for which the corpamais organized.
(d) the registered address of the corporation ia Republic and the name and
address of its registered agent;
(e) the aggregate number of shares which the catpmr shall have authority to
issue;
X X X

(h) if bearer shares are authorized to be issusgrvided in section 42 of this
Act, the manner in which any required notice shul given to shareholders of
bearer shares;

X X X
()) if the initial directors are to be named inetharticles of incorporation, the
names and addresses of the persons who are to asrd@ectors until the first
annual meeting of the shareholders or until theiccessors shall be elected and
qualified,;
(k) the name and address of each incorporator:

686. The registration requirements for non-resident gasident corporations are the same. The
BCA (or other Acts under th@ssociation Lay does not require the filing of the names of any

director, officer, shareholder or beneficial own€his is done only on a voluntary basis. The only

requirement is the name and address of each inaigopbut as provided in the statues, could be
another legal person and not the real beneficiaenwiurther, there are no mandatory requirements
for corporations or company formation service pdevs to collect beneficial ownership information.

687. There is also no requirement in the BCA to file @wadrreports or to notify the Registrar of
transfer of share ownership or changes in direcldnere is a requirement to notify the Registrar of
any amendment to the articles of incorporatiora ofierger or consolidation where any two or more
corporations consolidate into a new corporatiod, @frthe dissolution of an entity.

688. There is a requirement under section 80 for all Ridiporations to maintain records of
registered shareholders and a record of all beartificates issued, including the number, clags an
date of issuance. Resident domestic corporatiorss maintain this information either at the offide o
the corporation or at the office of its agent aedistrar in the RMI. The BCA is silent on where
records of registered shareholders of non-residenporations are held.

Foreign Investment Business Licences

689. There are additional requirements for non-citizeasiting to establish a resident business in
the RMI. Under the FIBL Act, every non-citizen réeal to obtain a foreign investment business
licence shall submit an application to the Registfanon-citizen is defined to include both a non-
citizen natural person and any legal entity in \Wh& non-citizen owns an equity interest. The
application for a foreign investment business lgeeshall contain the following information:

(a) the name of the applicant’s business;
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(b) the applicant’s principal place of businesghie Republic and its authorized
representative for purposes of the application;

(c) the purpose, scope, and objectives of the basiactivities to be conducted
by the applicant;

(d) the proposed form of the business organizatimiuding the ownership and
management structure;

(e) the names, addresses, and citizenship of iti@ iowners and managers;

(f) proposals for ownership and management byesiszof the Republic;

(g) proposals to give employment preferences tpecis of the Republic and to
train citizens of the Republic for positions in ragament and at other levels;
(h) anticipated capital contributions, revenue amgenditure for the first three
(3) years of operation: and

(i) any other information the Cabinet deems necgssa appropriate.

690. In addition to the above requirements under theLFM8t, and in case the applicant for the
licence is a foreign corporate entity, the FIBL Aetjuires the disclosure of the names, addresses an
passport numbers of all the legal and beneficiatediolders of the proposed business together with
the same details of directors, key, managemeneapdtriate personnel (Regulation 505(1), item no.
7, Foreign Investment Business Application). Howewhere is no definition provided in the
Regulation of ‘beneficial shareholders”, no santfior a false declaration, and no procedure inglac
to verify the authenticity of information providédan FIBL application.

Partnership and Limited Partnership

There are two forms of partnerships in the RMlidest and non-resident. Both types of partnerships
are required to be registered under the Revisethétahip Act. Once registered, a partnership is
considered a legal entity as provided in sectioof2be Act. Any person, as defined in Article 8)1

of the Revised Partnership Act, can file to registgartnership. A person is defined to mearg "
natural person, partnership, limited partnershipydt, estate, limited liability company, associatio
corporation, custodian, nominee or any other indiidl or entity in its own or any representative
capacity, in each case, whether domestic or forkigrhe provisions concerning beneficial
ownership, nominee arrangements and record keepagimilar with the BCA.

Non Profit and Cooperatives

691. Information on non-profit entities and cooperatiees addressed under the next section on
NPOs. In brief, the regulatory and supervisory feamark is similar to resident corporations.

Reqistrars

692. Pursuant to section 4 of tfBCA), and in similar worded sections in other Aataler the
Association Lawthe RMI has two Registrars of Corporations: aiBeqy responsible for resident
domestic and authorized foreign corporations, &ahitiability companies and partnerships; and a
Registrar responsible for non-resident domestiqgoa@tions, partnerships, limited partnerships,
limited liability companies, and foreign maritimetiies.

(i) Resident Domestic (Doing Business in the RMI)
693. As Registrar of Corporations for resident domegtittities, the Attorney General is

responsible for the filing and maintenance of aitiuments required or permitted to be filed by
resident entities under the BCA. According to th@'#\ office, they maintain an alphabetical index
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(including on a spreadsheet) of all the names bfesisting entities registered under the BCA
pursuant to section 27. Under section 80 of the B@sident and non-resident domestic corporations
are required to maintain internal records of thgaoration, including books of accounts, minutes] an
records of shareholders. The assessment team notdte course of the interview that recent
personnel movements within the OAG had affectedutbiating of these records. As of the time of
the on-site, there was only one person handlingRtibgistrar of Corporations for resident domestic
entities.

694. The Registrar contacts the police to undertakeiraimal background check of nominated
directors only. There is no requirement to checktivar the nominated directors or incorporators are
acting in a nominee capacity, which as indicateghermissible under the BCA and other Acts in the
Association Law

695. For applicants that are subject to the requirementier the FIBL Act, authorities disclosed
that they do background and verification checksalbfapplicants by requesting, through a formal
letter, the Police Commissioner to do a criminaidgmound check. The effectiveness of this process
for a FIBL licence might be questionable givennased under Recommendation 27 of this report,
the RMI Police has not paid its Interpol fees anty @ne request was submitted to Interpol in tts¢ la
12 months with no response.

(i) Non-resident (Not Doing Business in the RMI)

696. The TCMI is the Registrar responsible for non-residlegal persons i.e. corporations,
partnerships, and foreign maritime entities. TCldla private company registered in the RMI.
Registration of non-resident domestic entitiesdisimistered in part through International Registrie
Inc. (IRI), a private company and an affiliate ofCNIl, headquartered in Virginia, with 19
subsidiaries and branches globally in key marketh @s: Baltimore, Dalian, Dubai, Ft. Lauderdale,
Geneva, Hamburg, Hong Kong, Houston, Istanbul, bondMumbai, New York, Piraeus,
Roosendaal, Seoul, Shanghai, Singapore, TokyoZarich.

697. The Registrar (TCMI) does not deal directly with applicant for incorporation. The
registration process for non-resident corporatiand partnerships involves qualified intermediaries
(i.e. company formation service providers), sucla@sedited and licensed attorneys, accountants, or
corporate formation specialists based around thbeglOnly TCMI accredited intermediaries may
submit applications to TCMI on behalf of applicarggher natural or legal persons.

698. The TCMI expects the qualified intermediaries tof@en customer due diligence on their
clients. TCMI officials have stated that, as anitoltll measure, if the names of directors, officer
or shareholders are made known to the Registrasetindividuals are also checked through World
Check, which collects nationally and internatiopatiaintained lists of specially designated legal or
natural persons known or suspected of participatignbut not limited to, terrorism, terrorism
financing, terrorism facilitation, narco-trafficlgn or financial crimes. However, this is a practice
rather than explicitly provided in RMI statute egulation.

699. The formation and publicly filed documents of n@&sident domestic corporations and
partnerships are maintained by TCMI in a centrdlizmmputer database, with hard copies of
documents held in the TCMI building in the RMI.

Access to Information on Beneficial Owners of Ldggisons (c. 33.2):
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700. There are no specific powers in the BCA for the fRegistrars of Incorporation (i.e. for
resident domestic and non-resident) to investigagccess information held by entities formed under
the Act. However, the BCA does not preclude the abdaw enforcement powers to access
information as described under section 2.5-2.@isfrieport.

701. The key deficiency in relation to information acgeis that information held by both
Registrars may not contain accurate and curremirrimdtion on beneficial and legal ownership,
except possibly under the FIBL, as there is neithermandatory requirement to provider such
information at the registration stage, nor is themeon-going requirement to inform the Registrdrs o
any changes. Further, if the company share registigld outside of the RMI (potentially in the eas
of non-resident corporations or foreign corporaiomning a resident corporation), timely access by
RMI authorities may be difficult and subject to atoml legal assistance process.

702. The available registration records of domestic cmapions held by the OAG, including those
with a FIBL are available to competent authoritiggon request, and while the records are not
publicly available, the Registrar will respond amuest for information from the public, as longaas
valid reason is submitted. However, the actualstegfion papers are not provided, only information
to confirm the existence of a registered entityl details of directors etc.

703. The information held by TCM is available upon resfueAdditionally, the Registrar (TCMI)
works closely with the DFIU, the OAG, and the Minysof Foreign Affairs. If a request is received
from the DFIU regarding any allegations of malfeasaon the part of an RMI non-resident domestic
entity, TCMI checks the records of the entity amavirles all available information, as necessary, to
the appropriate authorities.

Prevention of Misuse of Bearer Shares (c. 33.3):

704. Sections 28 and 42 of the BCA authorize a corpmmatd issue shares which may be in
registered or bearer form. Resident domestic catjmors, however, are not allowed to issue shares in
bearer form. However, no additional safeguardsraptace to prevent misuse of bearer shares.

Additional Element—Access to Information on Berafiowners of Legal Persons by Financial
Institutions)(c. 33.4):

705. According to RMI authorities, records kept by thegistrar of resident domestic entities are
classified as public documents and are availablédh@¢opublic upon the filing of a formal request.
Most requests the AG receives are for verificatpprposes made by would-be creditors of a
registered corporation. Both Registrars do not ta@nan official website and online inquiry is not
possible.

5.1.2. Recommendations and Comments
706. The OAG lacks sufficient human resources, therebgdring the efficient performance of its
functions as Registrar of Corporations. Moreovey;, gersonnel in the AG’s office lack the necessary

training to undertake their duties properly.

707. It is recommended that the OAG be provided with itamithl human resources and
appropriate training to perform their functions.

708. ltis also recommended the RMI should take theofaithg measures:
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» Make disclosure of beneficial ownership a mandateguirement for both resident and
non-resident corporations.

» Prevent the misuse of bearer shares and includeigte sanctions in case of none
compliance.

* Ensure accurate and timely information on bendfiol@nership is available to law
enforcement authorities.

5.1.3. Compliance with Recommendations 33

Rating | Summary of factors underlying rating

R.33 NC e Except under the FIBL Act, there are no measurem@chanisms to verify
inquire and determine beneficial ownership.

» Lack of timely access to accurate information ondfieial ownership.
» There are no measures in place to ensure thatrksenes are not misused.

5.2. Legal Arrangements—Access to Beneficial Ownghip and Control Information (R.34)

5.2.1 Description and Analysis

Legal Framework:
709. TheTrust Act of 1994 and the Trust Companies Act 848dvern the formation of trusts.

710. Formation of trusts can only be performed by angoigly at the discretion of the Marshall
Islands Trust Company (“MITC”), who has authoritydccept or deny any application. Under the
Trust Companies Acthe Commissioner of Banking has been designamdndssioner of Trust
Companies. MITC is an inactive company. Additibpasince its formation, the policy of MITC has
been not to accept any applications for trusts,haarit ever accepted any applications for trusts a
there are no trustee companies licensed by the @ssimmer of Trusts engaging in business within
the RMIL.

711.  While there may be, in fact, no existing trusthe RMI formed by the MITC as of the on-
site, trusts are nonetheless recognized in the Rkk. law on trusts is still valid and existing atbe
unutilized. It provides specific recognition to RM@burt’s jurisdiction over foreign trust in the RM
under section 148 of the Trust Law which statesGbarts has jurisdiction where b)Y a trustee of a
foreign trust is resident in the Marshall Islandg @ny trust property of a foreign trust is situctie
the Marshall Islands and (d) administration of anyst property of a foreign trust is carried on in
the Marshall Islands’ The Associations Law also refers to “trust” imivas provisions.

Measures to Prevent Unlawful Use of Legal Arrangeisiéc. 34.1):

712. There are no measures in place considering thatith€ has been inactive and the law was
never enforced nor utilized.

Access to Information on Beneficial Owners of Legahngements (c. 34.2):
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713. Even if the law was enforced, there is neither fgiom nor requirement under section 206,
(1) and (2) of the TCA (Application for Licence af Domestic and Foreign Trust Company) that
would allow inquiry or access to information on bécial ownership.

5.2.2. Recommendations and Comments

714. As stated above, the TCA was never enforced butiremn the RMI statute books. RMI
may consider repealing the TCA or amend it andripm@te the deficiencies under c. 34.1 and 34.2.

5.2.3. Compliance with Recommendations 34

Rating | Summary of factors underlying rating

R.34 NC » There are no measures in place to prevent unlawfe of legal
arrangements.

» No provision allowing access to information on Heral ownership.

5.3. Non-Profit Organizations (SR.VIII)

5.3.1. Description and Analysis

715. The RMI has a relatively small non-profit organiaat(NPO) sector. The NPO sector can be
categorized as follows: (i) Ecclesiastical/ReligioGroups; (i) Special Purpose Organizations
Groups, and (iii) Grass Roots Community Groups.rélae about 100 NPOs registered formally in
RMI.  Most are domestic NPOs, although thereaafew foreign NPOs. Some domestic NPOs are
connected internationally through funding providad international donors, i.e. European Union,
Australia and Japan. Community based organizatisuch as women’s groups are common,
although not always registered with the appropatihorities.

716. There is an umbrella NPO organization, The MarsHalands Council of NGOs
(MICNGOS). It hosted its first ever National Cordace in August 2010. The three day workshop
covered a range of topics, including legal issu@sncial and project reporting and project
management.

Legal Framework:

717. The Registrar of Corporations in the OAG is respmasfor the registration and filing of
NPOs in the RMI. The following statutes and regala govern the operations of incorporated and
unincorporated NPOs in the RMI.

* Non-Profit Corporations Act

» Associations Law (Business Corporations Act, Reviigtnership Act, Limited Partnership,
Limited Liability Company Act, Unincorporated Asgdions Act)

e Cooperatives Act

* Counter Terrorism Act

718. In section 302 of th&lon Profit Corporation Agta “non-profit corporation” means a resident

domestic corporation of which no part of the incooreprofit is distributable to its members,
directors, or officers. A non-profit corporation ynde formed in accordance with existing
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requirements, and rules and regulations promulgayetthe Register of Corporations, in accordance
with section 9 of th&usiness Corporations AandLimited Liability Company Act

719. Under the Cooperatives Actin section 204, cooperative associations are dsemed
“nonprofit,” inasmuch as they are not organizedneke a profit for themselves or for their members,
but only for their members as producers and/or ymeys of cooperative products. Five or more
persons may form a cooperative. Besides requiresregcific to cooperatives, other requirements
under theCorporations Actpply, including formation.

720. NPOs may also form as an unincorporated associdtiofPart V - Unincorporated
Associations Actin section 209, an unincorporated associatiatefined as;a body of individuals
acting together for the prosecution of a commonegmise without a corporate charter, but
expressed in its bylaws regulating its conductresging its purpose and governing the relations of
its members among themselves and to it, in thenabsef statuté There is a requirement for
members to execute, sign and file an associatidificate with the Register of Incorporation.

721. There is an overarching requirement under the CToA that states,(3) No corporation,
business, enterprise, partnership, associationgewtity, shall be granted charitable or non-profit
status in the Marshall Islands where there are meeble grounds to believe that any funds solicited,
collected, held, used, or owned by such corporatimsiness, enterprise, partnership, association, o
entity, may be diverted to a terrorist or a tergrorganization.”

Review of Adequacy of Laws & Regulations of NPO¥I{t 1):

722. In 2006, the RMI conducted and submitted a sectenaew of its NPO sector to the APG.
As part of this review process, two NPO Bills tohance NPO regulation and supervision were
submitted to the Nitijela for approval. Howevereyhwere not passed due to opposition from NGO
groups. The two Bills were based on NGO laws iotla@r jurisdiction — which among other
requirements, included a requirement of a minimdr&tomembers. However, it is not clear whether
the draft NPO laws incorporated the requiremenSRiVIII.

723. There is a plan to introduce an NGO law in theurfeit The recent National conference of
NGOs discussed the need to enhance the legal aedngmce framework for NPOs.

Outreach to the NPO Sector to Protect it from Testd~inancing Abuse (c. VIIIL.2):

724. No competent authority has conducted outreach omi$ks to the NPO sector. The Law
Society of the Marshall Islands has conducted dthrcaawareness raising of current legal
requirements in relation to registration and repgrtin order to encourage community groups to
register formally. MIGNOS has conducted other amnass raising events but none were on FT risks
in the NPO sector.

Supervision or Monitoring of NPOs that Account ignificant Share of the Sector's Resources or
International Activities (c. VIII.3):

725. There is no separate or additional monitoring ofOdPbeyond the ongoing registration
requirements with the Registrar of Incorporatiomsgoing requirements pertain only to exception
reporting e.g. filing any changes on article ofocagstions. The only annual requirement is the
payment of annual registration fees. There is rgiesy in place to monitor non-compliance with
annual fee payments or with exception reporting.
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726. Domestic NPOs with funding from international dan@re subject to donor funding and
reporting requirements. These sometimes includéexlideports, but in general audited reports of
NPOs are not common given their size.

Information maintained by NPOs and availabilitythe public thereof (c. VIII.3.1):

727. The Registrar has discretionary powers in ternmdisgfemination of information. Registration
documents and any variations submitted, while matlable electronically, are available to the pabli
on a request basis, as long as valid reasons av@ed e.g. verifying the authenticity of an NPO.
The extent of information provided depends on teire and reasons behind the request.

728. Reqgistration information includes the purpose & RPO and the name and address of each
incorporator but not necessarily information on Hward of directors, senior management or the
“mind and control” of the NPO.

729. NPOs are not required to make publicly availableuahreports or audited statements.
Measures in place to sanction violations of ovédrsigles by NPOs (c. VIII.3.2):

730. There is only one sanction available under @arporations Act The High Court and
Registrar can dissolve an association undeCimorations ActDissolution is available when there
are internal problems or when the association failappoint a register agent, or pay its annuasdue
or carry out unlawful business, including providingurance, trust or banking services :

§103 the holders of one-half of all outstandingrekaof a corporation entitled to vote in an
election of directors may adopt at the meetingsohation and institute a special proceeding
in the High Court of the Republic for dissolutiom @ne or more of the following grounds:

X X X
§104. Dissolution on failure to pay annual regisioa fee or appoint or
maintain registered agent.
(1) Procedure for dissolution. On failure of a corption to pay the annual registration fee
or to maintain a registered agent for a period akd1) year, the appropriate Registrar of
Corporations shall cause a notification to be senthe corporation through its last recorded
registered agent that its articles of incorporatiwill be revoked unless within ninety (90)
days of the date of the notice, payment of the @megistration fee has been received or a
registered agent has been appointed, as the cagdoed-urthermore, if any corporation
abuses or misuses its corporate powers, privilegdsanchises, including, but not limited to,
participating in activities in violation of sectid(5) of this Act, the registered agent in its
sole discretion shall have the power to resigneagistered agent of such corporation. In
either case, the Registrar of Corporations shalis a proclamation declaring that the
articles of incorporation have been revoked andabsporation dissolved as of the date
stated in the proclamation....

731. The provisions of thAssociation Lawsire applicable to NPOs registered undeMNR®© Act
and theCooperatives ActTheNPO Actincludes under section 104)issolution of unincorporated
associations by the High Court because of frauidsimanagemerit

732. The Registrar advised there has been no NPO debalvthe last five years either by the
High Court or Registrar.

Licensing or registration of NPOs and availabilif/this information (c. VIII.3.3):
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733. The process of registering an incorporated NPO thiéhRegistrar of Corporations is similar
to profit making entities. There are some variaioRor unincorporated associations, they are not
required to submit Articles of Incorporation and-Bys, but they are required to execute and fige th
association’s certificate (i.e. information on #ssociation) and submit an application to the Regis
for approval. There is an additional requirement for an unincoafer organization to make its
application known publicly with a notice in a nevager or through some other public forum.

734. There is no background check required undeMNR® Actor in theAssociations Law The
registration documents are not passed, automaticallthe Revenue and Taxation Division (co-
located in the same building); however, paymenthef required fee to the Revenue and Taxation
Division with receipt attached is required befdre tegistration process can be completed.

735. In 2008, the Office of the Registrar of Corporatioeceived 43 non-profit corporation
registered and only 18 new for-profit corporatiobnsing registered, making it a total of 61
corporations registered. The Office has seen a@esun incorporation, especially non-profit
organizations in 2009 and 2010, although no detatatistics are available. This might be due & th
taxation benefit of registration and the awaremaissng program undertaken by MIGNOS.

736. The authorities have acknowledged that there amee99POs operating based only on local
government permits.

737. The actual registration documents and amendmeifdsblyethe Registrar are available upon
request to other competent authorities, includilg tDomestic Financial Intelligence Unit;
Department of Public Safety; and Division of CustpiRevenue, Taxation and Treasury.

Maintenance of records by NPOs, and availabilitappropriate authorities (c. VIII. 3.4):

738. Under section 80 of th€orporations Act corporations are required to maintained any
“records maintained by a corporation in the regutaurse of its business, including its stock ledger,
books of account, and minute booksjncluding further indicated that the actual regastion papers
are made available to other government agenciemnugguests, including the Bureau of Public
Safety and Revenue and Taxatiorhe Corporations Act is silent on the minimunripd that such
records are required to be kept.

739. There is no specific mention of record keeping esments in théNon-Profit Corporations
Act and Unincorporated Associations Act

740. There are further powers available to competertiaaiiies under section 84 to petition the
High Court to direct the corporation to provide thiermation requested, if the corporation refuses
provide such records.

Measures to ensure effective investigation andegaty of information (c. VIII.4):

741. There is no special mechanism in place for thestigation of the NPO sector. The process
as described in section 2 of the reports appli¢sarevent of an investigation.

742. There is also no separate coordination mechanisR® matters. If needed, the Attorney

General, as the Registrar of NPOs and a membéreoAML/CFT Committee, can raise policy and
operational concerns with other members of the ABRY Committee.
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743. The authorities noted that there has never bednvastigation of NPO in recent years, or
any record of fraud or breaches of the law in #t five years.

Responding to international requests regarding NROgoints of contacts and procedures (c.
VIIL.5):

744. The Registrar of Corporation is the contact padmtifiternational information exchange.

5.3.2. Recommendations and Comments

745. The NPO sector in the RMI is relatively small, andde up of mostly domestic NPOs, with
some receiving donor funding from bilateral and tifateral donors, including the European Union
and Australia. The following measures are propage@&nhance the supervisory and governance
framework of the NPO sector in the RMI:

e The competent authorities should review the curdeaft NGO law and other laws
governing the NPO sector, and incorporate, as sacgsthe requirements of the
FATF SR.VIII in either the proposed NGO law or aixig laws, in consultation with
the NPO Sector.

« The Registrar of Incorporation should maintain gasate database of NPOs
registered to enhance transparency, improve sigi@nvand facilitate information
dissemination of the sector.

« The competent authorities should develop and imeigna program to further
enhance the transparency and accountability oNfR© sector, including assessing
FT risk, and raising awareness of potential vulbiitees in the sector, both FT and
other criminal activities.

5.3.3. Compliance with Special Recommendation VIII

Rating Summary of factors underlying rating

Sr.VII | NC » Review of NPO sector not complete.

* No outreach undertaken on FT risks.

» Lack of oversight and monitoring of NPOs.

* Lack of NPO transparency requirements.

» Lack of available sanctions.

* Registration requirements lack fit and proper test.
» Lack of record keeping requirements.
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6. NATIONAL AND INTERNATIONAL CO-OPERATION

6.1. National Co-Operation and Coordination (R.3}L
6.1.1 Description and Analysis
Legal Framework:
Mechanisms for Domestic Cooperation and CoordimaticAML/CFT (c. 31.1):

746. The Banking Commissioner/DFIU Head is the lead agefor AML/CFT implementation
and chairs the AML/CFT Committee which comprises Bi1U Head, the Police Commissioner, the
Assistant Secretary for Customs and a represeatatithe Attorney General. This Committee serves
two functions: to discuss AML/CFT policy issues dagerve as the FIU Committee.

747. AML/CFT meetings are held quarterly; however onasign meetings are held in between
the quarterly meetings to address urgent workiagters that arise during the course of any of the
committee member’s responsibilities. There are aisetings held to discuss operational issues but
these are called as needed. No formal minuteseguteaikd follow-up is via email.

748. There was a recent focus on the mutual evaluatisexpected in the months preceding the
on-site. An awareness raising workshop was condunt@anuary 2010 with industry stakeholders on
the scheduled ME and stakeholders’ role. Findtyg Committee’s work has included the four

AML/CFT related Bills submitted to the Nitijela @ctober 2010.

749. There is a Counter Terrorism Working Group consgstf the Attorney General, Banking
Commissioner, TCMI and Immigration. The Group hasmet for the last two years.

Additional Element - Mechanisms for Consultationvgen Competent Authorities and Regulated
Institutions (c. 31.2):

750. There are no formal mechanism for consultation betwcompetent authorities and regulated
institutions. There is neither a bankers associatior a financial sector industry association.
Moreover, it is the practice for industry to be solted after a new act has been passed by the
Nitijela. This seems to be the case in regardfi¢caimendments to thganking Actto include STR
reporting on FT and also the revis&MIL/CFT Regulations

Statistics (applying R.32):
751. No detailed statistics or records are kept of maticoordination meetings.
6.1.2. Recommendations and Comments
752. The RMI is a relatively small jurisdiction and miegs are easily arranged and information
shared. There should, however, be more formal dingrof actions arising from both policy and
operational meetings.

753. The Committee should oversee the conduct of a matidML/CFT risk assessment and
develop a strategy to implement the recommendationtained in this mutual evaluation report.
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6.1.3. Compliance with Recommendation 31

Rating Summary of factors underlying rating

R.31 PC » There is a lack of structured approach to AML/Cebrdination.

» Policy level coordination mechanisms are not beinged to
effectively achieve key AML/CFT outcomes.

6.2. The Conventions and UN Special Resolutions @ & SR.I)

6.2.1. Description and Analysis
Ratification of UN Instruments

754. RMI acceded to the UN Convention for the Suppresseitthe Financing of Terrorism (1999)
on 27 January 2003, and to the Vienna ConventidnPattermo Conventions on 10 November 2010,
within the 8 week period after the on-site.

Implementation of UN Instruments

755. Most of the Palermo’s provisions are found in thé ptovisions of theBanking Actand
Proceeds of Crime Acglong with the noted deficiencies identified ung@ragraph 2.1.2 of this
report.

756. To implement the FT Convention, RMI enacted @munter Terrorism Acbf 2002, which
criminalized FT (with some deficiencies noted un@e of this report) and the following punishable
acts under the above-mentioned instruments andquist

* Weapons of Mass Destruction Offenses (s125)

* Internationally Protected Persons Offenses (s126)

» Hostage Taking (s127)

» Terrorist Bombing (s128)

» Plastic Explosives (s129)

» Safety of Civil Aviation Offenses(s130)

» Maritime Offenses (Safety of Maritime Navigatiordafixed Platform) (s135)
* Nuclear Material Offenses (s136).

Implementation of UN SCRs relating to terroristficing

757. As noted in the discussions 2.4.1, the CTA hasfgignt deficiencies regarding the freeze of
terrorist funds within the context of UNSCRs 126id1 4 373.

6.2.2. Recommendations and Comments

758. Deficiencies in the existing law based on the Catieas should be addressed.
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759. The noted deficiencies in the implementation of WRS1267 and 1373 should be addressed
particularly the freezing and designation mechagism

6.2.3 Compliance with Recommendation 35 and Special Reconendation |

Rating | Summary of factors underlying rating
R.35 LC » Deficiencies irBanking Acbn the ML offence.

SR.I PC » Effective measures to fully implement UNSCR 126@ 4873 have not
been put into place.

» There are no procedures for the designation aristidel of persons or
entities within the context of UNSCR 1373.

6.3. Mutual Legal Assistance (R.36-38, SR.V)

6.3.1. Description and Analysis
Legal Framework:

760. Mutual Legal Assistance in RMI is primarily govechby theMutual Legal Assistance in
Criminal Matters Act (“MACMA")and theProceeds of Crime Act (POCA)

Widest Possible Range of Mutual Assistance (c)36.1

761. All requests for international assistance are ntadand through the Attorney General who
may grant, refuse or postpone any action on theestqunder the conditions provided in section 410
(MACMA). Requests for assistance may include retpués: i) evidence gathering orders or search
warrant (section 411); ii) transfers of detainedspas (sections 412 & 413); iii) restraining orders
(section 415); iv) enforcement of foreign confisgator restraining orders (section 416); and v)
locating proceeds of crime (section 417). Thesédudwe; therefore, the widest possible range of
mutual assistance for serious offence. However, dibficiencies highlighted in the ML and FT
offence would limit the scope, depending on theireabf any MLA request.

762. Under section 411 of the MACMA, RMI may provide ia&ance to a foreign request by
obtaining evidence by way of an application forearsh warrant or evidence gathering order. An
evidence-gathering order under section 411 of tA&MA,

(a) shall provide for the manner in which the evice is to be obtained in order to give
proper effect to the foreign request, unless suahmar is prohibited under the law of the
RMI, and in particular, may require any person nahtieerein to:

(i) make a record from data or make a copy of ardc

(ii) attend court to give evidence on oath or othise until excused;

(iii) produce to the High Court or to any persorsimated by the Court,

anything, including any document, or copy thereof,
(b) may include such terms and conditions, as thighHCourt considers desirable,
including those relating to the interests of thespa named therein or of third parties.
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763. “Proceeds of crime” whether under the MACMA (seatid05 (n)) or under the POCA
(section 205 (k)) meansfruits of a crime, or any property derived or réaéd directly or indirectly
from a serious offense and includes, on a propodidbasis, property into which any property
derived or realized directly from the offense watel successively converted, transformed or
intermingled, as well as income, capital or oth@omomic gains derived or realized from such
property at any time since the offens&he definition includes “tainted property” or perty used in,

or in connection with, the commission of a serioffence (section 205 (p), POCA).

764. Pursuant to section 257 of the POCA,

“Where a foreign country requests assistance wiik tocation or seizure of property
suspected to be tainted property in respect offeanee within its jurisdiction, the provisions
of section 252 (Search warrants in relation to tathproperty), 253 (Application for search
warrants by telephone or other means of communingtand 254 (Searches in emergencies)
apply, with the necessary changes in points ofilklgtavided that the Attorney General has,
under section 408 of the Mutual Assistance In GrahMatters Act, 2002, authorized the
giving of assistance to the foreign country.”

765. Further, under section 261 of the POCA,

“where a foreign country requests assistance taiewr seize property suspected of being
tainted property in respect of an offense ... thevigions of section 258 (production orders)
shall apply to the request, with the necessary gharin points of detail.”

766. Whenever the foreign request pertains to the lonair seizure of suspected tainted property,
an application for production order is made pursuarsection 258 of the POCA. An authorized
officer may applyex partein writing to the judge for a production order agdia person whom the
officer has probable cause to believe is in possessr control of (a) a document relevant to
identifying, locating or quantifying property ofé¢tiefendant, or to identifying or locating a docame
necessary for the transfer of property of the dddet; or (b) a document relevant to identifying,
locating or quantifying tainted property in relatidco the offence, or to identifying or locating a
document necessary for the transfer of taintedeptgpn relation to the offence.

767. Foreign requests for RMI restraining orders as asllenforcement of foreign confiscation
orders are allowed under sections 415 and 416e0fMACMA. Moreover, the Attorney General is
authorized to assist a foreign country in locafimgperty believed to be proceeds of a serious crime
committed in the requesting country. The Attornegn€ral may authorize the making of any
application to the High Court, for the purpose ofj@ring the information sought by the foreign
country (section 417, MACMA).

768. “Tainted property” means (i) property used in, orcionnection with, the commission of a
serious offence; or (ii) proceeds of crime (sec2065 (p)), POCA. It does not cover instrumentaditie
intended to be laundered or assets of corresponding.

769. The lack of criminalization of a number of categsriof predicate offences would impede
MLA under the MACMA in relation to those predicatiences.

Provision of Assistance in Timely, Constructive &ifféctive Manner (c. 36.1.1):

770. While the MACMA does not provide for clear timeframin which MACMA requests have
to be handled, the authorities stated that in m&chutual legal assistance requests are being deal
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with within about a week. No statistics or caselfts were provided to the assessors to demonstrate
that MLA is provided in a timely and effective mann

No Unreasonable or Unduly Restrictive ConditiondMurtual Assistance (c. 36.2):

771. Section 404 provides that the MACMA applies to Rl and to any foreign State that has
an agreement with or enters into a reciprocal agee¢ on assistance in criminal matters with the
RMI. One such agreement is RMI-USgreement on Extradition, Mutual Assistance in Law
Enforcement Matters and Penal Sanctiooncluded in April 2003 pursuant to section 175Tbe
Amended Compact of Free Associatidihe other agreement is the tri-lateral extraditicgaty of
RMI, Palau and the Federated States of Micron&3é.has no other formal arrangements with other
jurisdictions on mutual legal assistance.

Section 410 of the MACMA provides the conditions the grant or denial of an MLA request:

The Attorney-General may, in respect of any reqtresh a foreign State for international
assistance in any investigation commenced or paingenstituted in that State relating to a
serious offense:

(a) grant the request, in whole or in part, on sielms and conditions as
the Attorney-General thinks fit;

(b) refuse the request, in whole or in part, ongheund that, in the opinion

of the Attorney-General, to grant the request wduddlikely to prejudice

the sovereignty, security or other essential orliuinterest of the RMI or

would result in manifest unfairness or a denialhoiman rights, or it is

otherwise appropriate in all circumstances of tlase;, that the assistance
requested should not be granted, in whole or irt;p&ar

(c) after consulting with the competent authoritfy the foreign State,

postpone the request, in whole or in part, on theugd that granting the

request immediately would be likely to prejudicee tbonduct of an

investigation or proceeding in the RMI.

772. Section 410 (b) above was taken from Article 21 ¢bYthe Palermo Convention. It was
modified to include other grounds for refusal t@rgr requests for assistance namely: i) manifest
unfairness; ii) denial of human rights; and, iiigtdenial is appropriate under the circumstances. T
fact that an offence may also involve fiscal mattisr not a ground for the denial of a request for
assistance under the MACMA.

773. The form and contents of a foreign request for mlutagal assistance is provided under
section 409 (1) (MACMA). Non-compliance with sectid09 is not a ground for denying a request
for assistance. A request may nonetheless be grahthe same is found to be necessary after
consultation (section 409 (2) MACMA.

Efficiency of Processes (c. 36.3):
774. There are no clear and efficient processes in placdhe execution of mutual legal assistance
requests in a timely way and without undue deldye @uthorities stated that requests received would

be dealt with immediately upon receipt and thaksponse would be sent back to the requesting
country within a week. However, due to the fact thaly one request has ever been received, albeit
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not AML/CFT related, no documentation could be fued to show that in practice, mutual legal
assistance requests are being dealt with effigiemttl without undue delay.

Provision of Assistance Regardless of PossiblelVewnaent of Fiscal Matters (c. 36.4):

775. MLA requests involving fiscal matters is not one tbE grounds under section 410 (b),
MACMA, where the Attorney General is allowed to giehe request.

Provision of Assistance Regardless of Existen&eofecy and Confidentiality Laws (c. 36.5):

776. The RMI has not addressed this issue. Note, howévar secrecy and confidentiality are not
among the explicit grounds for refusing a requesttsistance.

Availability of Powers of Competent Authorities §fing R.28, c. 36.6):

777. This is covered by sections 257 (in relation totises 252 to 254) and 261 (in relation to
section 258) of the POCA and under section 41hefMACMA where competent authorities may
apply for a search warrant, evidence gatheringravdproduction order.

778. Section 252 authorizes the conduct of a searcheosops or premises or to seize property
found in the conduct of such search. Section 288the other hand, authorizes the production of
relevant documents material to identifying, locgtor transferring tainted property.

Avoiding Conflicts of Jurisdiction (c. 36.7):

779. The RMI has not addressed this issue. However, ruseletion 104 (4) of the CTA, it is
provided thatwhere a person is suspected to have engaged iorism and the alleged offender is
present in the Marshall Islands, in a case where Marshall Islands has jurisdiction, and the
alleged offender is not extradited to a foreign moy that has established jurisdiction over the
offense or the alleged offender, the Attorney-Galngrall whether or not the offense was committed
in the Marshall Islands, have authority to prosecthie person in accordance with any law that is for
the time being in force in the Marshall Islands.”

SRV
International Cooperation under SR V (applying 6.1336.6 in R. 36, c. V.1):

780. Section 115 (2) of the CTA provides that any MLAyided under the CTA shall be carried
out pursuant to and in accordance with the MACMA.

781. Requests for assistance under the MACMA may inchadgiests for: i) evidence gathering
orders or search warrant (section 411); ii) transstéf detained persons (sections 412 & 413); iii)
restraining orders (section 415); iv) enforcemdrfbreign confiscation or restraining orders (seati
416); and v) locating proceeds of crime (sectioR)41

782. Aside from the MACMA, it would appear that the pigions of the POCA, specifically
sections 257 and 261 would similarly be applicaldesidering that FT and other violations under the
CTA would constitute “serious offenses” under th®@@A. This would mean, therefore, that the
remedies and provisions for search warrants, ecglg@athering orders and production orders would
similarly be available to authorities in order toyide assistance involving terrorist and FT-ralate
international request for legal assistance.
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783. The MLA discussions under 6.3.1 are equally apple#o SR V. The same is true, however,
with regard to the deficiencies noted above: iYfaroclear timeframes in which MACMA requests
have to be handled; and ii) no clear and efficmgotesses in place for the execution of mutualllega
assistance requests in a timely way and withoutiemttlay.

Additional Element under SR V (applying c. 36.76883n R.36, c. V.6):

784. Regarding the issue of determining the best veougifosecution, section 104 (4) of the
CTA provides‘where a person is suspected to have engaged iorism and the alleged offender is
present in the Marshall Islands, in a case where Marshall Islands has jurisdiction, and the
alleged offender is not extradited to a foreign moy that has established jurisdiction over the
offense or the alleged offender, the Attorney-Galngrall whether or not the offense was committed
in the Marshall Islands, have authority to prosexcthie person in accordance with any law that is for
the time being in force in the Marshall Islands”

Recommendation 37
Dual Criminality and Mutual Assistance (c. 37.1 &.3):

785. Dual Criminality is observed in the grant of mutwasistance under the MACMA. The
provisions of the MACMA limits MLA to ‘serious offese’, which, under section 405 (q) of the
MACMA is defined as follows:

(q) “serious offense” means an offense against@ision of:

(i) any law of the RMI, which is a criminal offerfaenishable by
imprisonment for a term of more than one year;

(i) a law of a foreign country, in relation to acbr omissions, which had
they occurred in the RMI, would have constitutedrianinal offense punishable by
imprisonment for a term of more than one year;

786. Section 405 (q)(ii) is comprehensive enough thatildi@llow RMI authorities to provide
assistance using the “same conduct” approach to MEAr example, under Atrticle Ill of the RMI
and US Agreement on Extradition, Mutual Assistance in LBwforcement Matters and Penal
Sanctiony’, it states that this condition shall not be interpreted sotasrequire that the offense
described in the laws of both Governments be idahith those matters which do not affect the nature
of the crimé.

International Cooperation under SR V (applying €.1337.2 in R. 37, ¢c. V.2):
787. Dual criminality is similarly observed in MLA regsis under the CTA considering that the
MACMA is made applicable pursuant to section 11pqPthe CTA. Consequently, the restrictive
application of the MACMA also applies to terrorisnd FT related MLA requests made under the
CTA. (Please see discussion under Rec. 37).

Recommendation 38

Timeliness to Requests for Provisional Measurdsidticg Confiscation (c. 38.1):
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788. Giving effect to foreign requests for RMI restraigiorders as well as enforcement of foreign
confiscation orders are allowed under sectionsatitb416 of the MACMA. Moreover, the Attorney
General is authorized to assist a foreign countrjotating property believed to be proceeds of a
serious crime committed in the requesting courthe Attorney General may authorize the making
of any application to the High Court, for the pwpoof acquiring the information sought by the
foreign country (section 417, MACMA).

789. “Proceeds of crime” under section 405 (n) of the GMA means'‘fruits of a crime, or any
property derived or realized directly or indirectfifom a serious offense and includes, on a
proportional basis, property into which any propederived or realized directly from the offense was
later successively converted, transformed or integhed, as well as income, capital or other
economic gains derived or realized from such propat any time since the offenseThe definition
does not cover instrumentalities intended for nsté commission of ML and FT nor of property of
corresponding value.

790. There are no clear and efficient processes thatpnalvide for a timely response to MLA
requests.

Property of Corresponding Value (c. 38.2):

791. The definition of “tainted property” under the POGId ‘proceeds of crime” under the
MACMA does not include property of correspondinduea Therefore there is no scope for the RMI
to respond to such request.

Coordination of Seizure and Confiscation Actions3g.3):

792. This is governed by sections 415-417 of the MACMA.stated earlier, the provisions of the
MACMA would only apply in respect to a foreign Stdahat has an arrangement with or enters into a
reciprocal agreement on assistance on criminalemsattith the RMI (section 404, MACMA).

International Cooperation under SR V (applying 8.1338.3 in R. 38, c. V.3):

793. FT-related requests for legal assistance made uhéeCTA are carried out utilizing the
provisions of the MACMA, specifically sections 4487 thereof. Under the latter provisions, RMI
can provide assistance with regard to a) requestsRMI restraining orders (section 415); b)
enforcement of foreign confiscation or restrainimgers (sec. 416) and c) assists in locating ptgper
believed to be proceeds of a serious crime. Howeher definition of “proceeds of crime” under
section 405 (n) of the MACMA does not cover instamalities intended for FT nor of property of
corresponding value.

Asset Forfeiture Fund (c. 38.4):

794. The RMI authorities indicated that they intend stablish such a fund. However, there is
neither plan nor concrete action at this stage tdsvthis stated intent.

Sharing of Confiscated Assets (c. 38.5):
795. Under section 418 of the MACMA tHe Attorney- General may enter into an arrangement

with the competent authorities of a foreign countnyrespect of money laundering and proceeds of
crime, for the reciprocal sharing with that countsf/such part of any property realized:
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(a) in the foreign country, as a result of actiaken by the Attorney-General
pursuant to section 407(4); or

(b) in the RMI, as a result of action taken in BRIl pursuant to section 416 (1),
as the Attorney-General thinks fit.”

Additional Element under SR V (applying c. 38.438.R. 38, ¢ V.7):

796. As described above, section 418 of the MACMA appeabe sufficiently comprehensive as
to allow asset sharing arrangements that involvediated funds.

Statistics (applying R.32):

797. There are no available AML/CFT-related statistisgheere has been no request made to RMI
as of the time of the onsite. There has been oné kiquest on a health related matter but not
AML/CFT related. This request was submitted throdgdlomatic channels and was referred to the
Ministry of Health for action.

6.3.2. Recommendations and Comments

798. RMI should enhance the offence of ML to ensure M&A can be provided in relation to
proceeds from the widest range of predicate offence

799. While there are available provisions and remedies allow RMI to respond to an MLA
request, there are noted deficiencies that wouhdldri RMI's ability to provide assistance. These
include the absence of clear timeframes and presdbst would allow timely and speedy responses,
the definition and coverage of the property thay ipa the subject of the request, and the limitation
on the MACMA's application.

800. RMI should consider reviewing and updating the miowns of the MACMA and its partner
legislations, e.g. the POCA, and provide reguletithat:

Recommendation 36
e Comprehensively criminalise all categories of deatgd offences to ensure MLA

provisions under MACMA can be applied to the widestge of proceeds of crime.

» Indicate reasonable time periods within which exjs for legal assistance can be acted
upon.

e Amend the MACMA so the application of MLA is nobrmditional upon formal and
bilateral agreements or arrangements with a forSigie being made.

» Develop clear and efficient procedures for the atien of MLA requests.

» Develop procedures to provide mechanisms to pro¥atethe best venue for ML
prosecutions.

Recommendation 37

» Amend the MACMA to allow for the delivery of mutukdgal assistance on less intrusive
and non compulsory measures.
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Recommendation 38
* Include a provision in the MACMA for equivalent ual seizure and confiscation of assets.

e Establish a mechanism for feedbacks and follow-ups.
SRV

* Indicate reasonable time periods within which resisidor legal assistance can be acted
upon.

6.3.3. Compliance with Recommendations 36 to 38 and SpetRecommendation V

Rating | Summary of factors relevant to s.6.3 underlying owall rating
R.36 PC e Scope of coverage of the ML offence in the RMI undaes
effectiveness of the MLA framework.

e The MACMA is restrictive in the sense that it ordpplies to cases
where formal and bilateral agreements or arrangesmaith a foreign
State have been made.

» The MACMA does not provide for clear timeframeshirit which MLA
requests are to be handled.

» There are no clear and efficient processes in flaicéhe execution of
MLA requests without undue delay.

* No mechanism to determine the best venue for Misquotions.
» Effectiveness cannot be established.

R.37 LC e Dual criminality limits the ability to render assiace.
R.38 LC * There are no clear and efficient processes to geoxitimely response {o
requests.

* No clear provision for property of correspondinduea

SRV | PC * No clear timeframes and guidance for the expedimtessing of MLA.

e The MACMA is restrictive in the sense that it ordpplies to cases
where formal and bilateral agreements or arrangesmaith a foreign
State have been made.

» Ability to render assistance is limited by duahainality.
» Effectiveness cannot be established.
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6.4. Extradition (R.37, 39, SR.V)

6.4.1. Description and Analysis
Extradition

801. The Criminal Extradition Act(CEA) sets out the procedures for extradition. Undetice
203, the Cabinet has the authority to have arresteldelivered up to the executive authority of
another government any person charged withason, felony or other crime, who has fled from
justice and is found in the RepubBlic

802. TheCEA provides rules for the extradition of persons fratioreign country to RMI (section
206) and surrender of persons to a foreign state upquest of the latter (sections 207 and 208,
CEA).

Money Laundering and terrorist financing as Exttatliie Offences (c. 39.1):

803. The CTA specifically provides that terrorism offescare extraditable offences (section 114).
No similar provision exists for ML under tfiganking Act Given the broad wording of tHeEA only
requiring that the person to be extradited has lobanged with a crime, ML is deemed extraditable
under theCEA

Extradition of Nationals (c. 39.2):

804. According to the authorities, RMI does not extradiis own nationals. ThEEA makes
reference to “any person” as the subject of exti@ui However, it is not specified in the Act,
whether the reference to “any person” includesois, nationals, and neither is there a provision
whereby a foreign jurisdiction seeking extraditiohan RMI national can submit its case to the
competent RMI authorities for the purpose of praseo.

However, in the RMI and the USgreement on Extradition, Mutual Assistance in LEwforcement
Matters and Penal Sanctio®MI nationals can be extradited to the U.S. Thigiievided under
Article I Obligation to Extradite, which statesz6vernment of the United States shall extradite to
the Republic of the Marshall Islands, and the Gowsgnt of the Republic of the Marshall Islands
shall extradite to the United States, subject te fgrovisions and conditions described in this
Agreement, any person found in their respectivasglictions against whom the requesting
Government is proceeding for an offense or whaeisted by that Government for the enforcement of
a sentencé

Cooperation for Prosecution of Nationals (applymd9.2(b), c. 39.3):

805. There is no provision under tiBEAthat would authorize the domestic prosecutioriMarof

an RMI national as an alternative to extraditionréspect of FT however, section 4(4) of the CTA
provides that where a person is suspected to hayeged in terrorism and is present in the RMI, in a
case where the RMI has jurisdiction, and the atlegffender is not extradited to the foreign country
that has established jurisdiction over the offenicalleged offender, the AG shall, whether or het t
offence was committed in the RMI, have authorityptosecute the person in accordance with the
laws of the RMI. This provision may be interpretedalso include reference to an RMI national
given that the definition of “person” is wide enduim be interpreted in this manner.
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Dual Criminality and Mutual Assistance (c. 37.1 &.3):

While not specifically provided under ti@&EA, authorities maintain that the extradition prowis
of the CEA apply the dual criminality principle.

Efficiency of Extradition Process (c. 39.4):
806. There are no procedures that provide clear timefsafor processing extradition requests.

Additional Element (R.39)—EXxistence of SimplifieocBdures relating to Extradition (c. 39.5):
807. The RMI has not as yet adopted a simplified pracess

SRV (V.4)
808. Terrorism offences are extraditable offences usdetion 114 of the CTA. Authorities stated
that RMI does not extradite its own nationals.

809. Under section 4(4) of the CTA, however, it is paad that'where a person is suspected to
have engaged in terrorism and is present in the ,RiMh case where the RMI has jurisdiction, and
the alleged offender is not extradited to the fgmetountry that has established jurisdiction ovee t
offense or alleged offender, the AG shall, whethrerot the offense was committed in the RMI, have
authority to prosecute the person in accordancé wie laws of the RMI".It is unclear whether the
term “any person” includes an RMI national consinigrthat statement by Authorities against
extradition of RMI nationals.

810. There are no procedures that provide clear timefsafor processing extradition requests.
Additional Element under SR V (applying c. 39.Rir89, c V.8):
811. The RMI has not as yet adopted extradition procesiur

Statistics (applying R.32):
812. No statistics on extradition were available attthee of the on-site.

6.4.2. Recommendations and Comments

813. RMI should enhance the offence of ML to ensure thdtadition is available in relation to
laundering from the widest range of predicate aféen

814. RMI should consider revising and updating its editran law to include provisions for clear
timeframes and processes that would enable a tiresjyonse to any extradition request, and make
clear whether RMI nationals may be extradited, iindt, provide for domestic prosecution in lieu of
extradition.

6.4.3. Compliance with Recommendations 37 & 39, drSpecial Recommendation V

Rating | Summary of factors relevant to s.6.4 underlying ovall rating

R.39 PC * Doubts exist as to whether RMI nationals can beadited.

* There is no provision authorizing the domestic pootion of an RMI
national who has not been extradited.

» No procedures that provide clear timeframes forcgssing extradition
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requests.

R.37 PC » Dual criminality limits the ability to render astiace with regard to
extradition.

SRV | PC * No clear timeframes and guidelines for the expedgocessing o

extradition requests.
* Doubts exist as to whether nationals can be exéehdi
+ Effectiveness cannot be established.

6.5. Other Forms of International Co-Operation (R40 & SR.V)

6.5.1. Description and Analysis

Widest Range of International Cooperation

815. Relevant legislations such as tiganking Actand CTA provide the legal basis for
information exchange outside of the MLA processctida 167 (j) explicitly provide the Banking
Commissioner with, “.the authority and ability to exchange informatioetleen international
administrative authorities and in section 167 (k), “to facilitate and assist international
administrative authorities in conducting proceedi€r@me, money laundering, and or the financing of
terrorism investigations

816. The CTA in section 116 also explicitly allows famteélligence sharing by the Attorney
General and other law enforcement authorities dfitecs designated by the former tdo‘share and
disclose intelligence information relating to terigm, terrorist organizations, transnational crime,
illicit drugs, money laundering, illegal arms-tradking...and provide early warnings of such matters
to the competent law enforcement authoriti€ection 116 goes on to outline the various catieg

of “any foreign countrlyy These include specifically any foreign Statettisea member of the Pacific
Islands Forum; (c) the US, in accordance with théed and responsibilities of the RMI under the
Compact of Free Association with the US; and (d) ather foreign State that is a member of the
United Nations. As stated, section 116 capturead®otransnational crime matters, including ML
and crime in general.

817. Further, section 175 of the Revised Compact of Br&sociation provides for a broad range
of law enforcement measures between the RMI, theakk$ other compact states. This is further
articulated in theAgreement on Extradition, Mutual Assistance in LEmforcement Matters and
Penal Sanctionwhich covers also non MLA cooperation.

Provision of Assistance in Timely, Constructive Effgictive Manner

818. There is regular cooperation between the PoliceSjDmcluding the CID, with foreign law
enforcement agencies, particularly the Australiaddfal Police as outlined under Recommendations
27 and 28. There were no detailed statistics pealih information exchanged.

819. The DPS also has access to traditional law enfoeoematabases and obtains investigative
assistance through the South Pacific Islands Calrimtelligence Network (SPICIN), INTERPOL,
and the US National Crime Information Center (NCHZjwever, as highlighted earlier, DPS cannot
access INTERPOL information as its fees are overdue
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820. The RMI is a member of the Oceania Customs Orgtaizg OCO). In addition, RMI
Customs works together with other Customs in thefiéaand Oceania region, including the World
Customs Organization.

821. The DFIU may have access to information from Fldsfareign jurisdictions through its
membership of the Egmont Group of FIUs. Statistinsinformation exchange is provided under
Recommendation 26. In practice, the DFIU has beerera recipient of information requests, rather
than proactively requesting or disseminating infation.

822. The Banking Commission has exchanged supervisdoynration on one occasion— in 2009
with a European country. This involved the Banki@gmmission confirming the identification
information of a company registered in the RMI.

823. TCMI has responded to foreign requests for vettiiitaof company registration and other
information, including on company formation intemiimies. As noted, however, in
Recommendation 33, there are significant gaps imdeof information held on beneficial owners
and/or the controlling mind (s) behind a corpoeattty.

Clear and Effective Gateways for Exchange of Infdiom

824. The Transnational Crime Unit (TCU) within the DP&ats with all international requests for
information, including with Interpol. It has onedicated Interpol liaison officer.

825. The Banking Commissioner, as head of both the Bgnkiommission and DFIU, is the
gateway for the exchange of financial intelligence.

826. The OAG is also a designated gateway for infornmaggchange on terrorism related and
other transnational crime matters. The RegistraCofporations in the OAG is responsible for
information exchange on corporations operatinghim RMI. But the gateway for the exchange of
information for the Registrar (TCMI) of non-residecorporations seems to be through multiple
avenues, and not always directly by the TCMI.

827. On FT threats specifically, section 118 (2)(a) bie tCTA deals with establishing
communication channels to allow for rapid exchamgeinformation concerning all aspects of
terrorism and terrorist organizations. This inckidgchanging information on cross border entry and
exit information.

Spontaneous Exchange of Information

828. As indicated in section 2.5 of this report, thealggowers of information exchange contained
in section 167 of théanking Actand section 116 of the CTA do not preclude the wpmwous
exchange of information. In fact, under sectioB bl the CTA, the RMI is tasked to, “cooperate

in the prevention of terrorism by exchanging infatibn to provide early warning of possible
terrorism.”

Making Inquiries on Behalf of Foreign Counterparts

829. Section 167(k) of th8anking Actprovides the Banking Commissioner with the autlyaitd
ability to facilitate and assist international adisirative authorities in conducting proceeds aher,
ML and/or financing of terrorism investigations.s Aoted under Recommendation 26, the Banking
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Commissioner, in its dual role also as DFIU head, éxercised these powers in response to financial
intelligence requests.

830. Section 118 (2) (C) of the CTA provides for condugtinquiries with respect to terrorists
and members of terrorist organizations, including-a.

Conducting of Investigations on Behalf of Foreigmu@terparts

831. The CTA in section 116 authorizes the Attorney Gaht® conduct investigations on behalf
of foreign counterparts. Other competent autharitee authorized to conduct investigations on
behalf of foreign counterparts, subject to apprard where permitted by domestic law. As noted,
the provisions of section 116 include ML and amysmational crime.

No Unreasonable or Unduly Restrictive ConditionsExehange of Information

832. The Banking Actand CTA provisions for exchange of information dot rcontain
disproportionate or unduly restrictive conditions.

Provision of Assistance Regardless of Possiblelvewaent of Fiscal Matters

833. There is no explicit requirement providing or extihg the provision of assistance because of
possible involvement of fiscal matters.

834. The RMI is a member of the OECD’s Global Forum omnrBparency and Exchange of
Information. It was originally listed as uncoopératand was removed in 2007 after committing to a
program to improve transparency.

835. The RMI has signed Tax Information Exchange AgresmgTIEAS) with the USA,
Australia and Kingdom of the Netherlands. A furthego TIEAs (with New Zealand and Ireland) are
close to being signed. Negotiations are currenilyemway with other countries to secure a minimum
of twelve TIEAs, in order to comply with the OECBquirements.

836. RMI is also a member of the All Islands Tax Admirasions Association (AITAA) and the
Pacific Islands Tax Administrations AssociationTRA).

Provision of Assistance Regardless of Existen@&eofecy and Confidentiality Laws

837. There is nothing in the CTA d@anking Act that would limit the intelligence or information
available under relevant sections of both Actsrreteto previously.

Safeguards in Use of Exchanged Information (c.)40.9

838. Pursuant to th8anking ActPart XIll — Money Laundering Section 167(1) (m) dPakt XI —
General Section 154 (2), the Banking Commissionerevery officer and employee working under
the Commissioner adheres to the secrecy of allibgnkformation.

839. Section 550 of th@ublic Safety Acprovides for confidentiality provisions for officeof the
DPS, including police officers. Section 555 (a)ypdes for discharge or suspension, if.an officer
divulges any confidential information to anyonehwiit prior approval of the Director, unless such
disclosure is absolutely necessary under the cistanté. Criminal sanctions for unauthorized
disclosure are provided in section s557 of the sAote

Additional Element—Exchange of Information with Niwunterparts
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840. The wording of the relative sections in tBanking Actand CTA are sufficiently broad to
allow for information exchange with non-counterpart

Additional Element—Provision of Information to Fiy Other Competent Authorities pursuant to
request from Foreign FIU (c. 40.11)

841. The RMI authorities advised that the DFIU has nreegi requests for non-financial
intelligence specific information, principally ilation to companies registered by the TCMI and has
responded to these requests by obtaining suchiafioon in the first instance from TCMI.

Statistics (applying R.32):
842. The actual number of information exchanged is kahit It is difficult to assess the
effectiveness and efficiency of other forms of intgional cooperation, suffice to note that thara i
legal framework for such information exchange.
6.5.2. Recommendations and Comments
843. The RMI has the legal framework for the exchangenédrmation outside of the MLA
process. Given the size of the jurisdiction, theas been limited scope for information exchange.
The efficacy of the process for such exchangesiddn to assess, although they seem to function
well enough given the limited demand placed upenciirrent arrangements.

844. The RMI should explore options to enhance its fraor& for the exchange of information
on non-resident corporations.

6.5.3. Compliance with Recommendation 40 and Special Recongndation V

Rating | Summary of factors relative to s.6.5 underlying ov&ll rating

R.40 |LC » The effectiveness and efficiency of the currentleand administrative
framework is difficult to determine due to the laok statistical data
across all relevant competent authorities.

SRV | PC e This is a composite rating
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7. OTHER ISSUES

7.1. Resources and Statistics

845. There is an overall lack of resources to effecyivehplement the requirements of the
AML/CFT regime, particularly the additional requinents under the newly amend@diL/CFT
Regulations2010 and th&ross-Border Declaration Act 201@Vhile it is understandable in a small
jurisdiction for government officials to assume mdhan one post, the nature of certain work
functions is better separated, at least at theatipeal levels, if not at the management level.

846. Additional staffing resources at the operationaélewould for example, enable some staff in
the Banking Commission and DFIU to specialize io Rinctions and/or AML supervision functions,
and other staff to focus on prudential and/or AMEAICsupervisory functions.

847. There also needs to be additional resources devotktl laundering investigation as noted
previously in this report.

Rating | Summary of factors underlying rating

R.30 PC » Lack of DFIU dedicated resources and specializednitial intelligence
expertise.

e Lack of expertise and dedicated resources to umkkertfinancial
investigation/s of ML/FT and proceeds of crime.

» Lack of staff resources in Banking Commission/DREtlUconduct timely
onsite and offsite AML supervision and monitor ardorce compliancg
of subject entities with detailed requirements afvised AML
regulations.

e Lack of training, awareness and expertise in AMLTCF

D

R.32 PC » There is no structured approach to collecting aathtaining AML/CFT
related statistics.

7.2. Other relevant AML/CFT Measures or Issues

848. The assessment team observed the RMI has usedadtiberal technical assistance and
training in an effective manner. The RMI has impéeried amendments to laws, regulations and
procedures based on international technical advice.

849. The assessment team also observed, in some instanaesome officials are not fully aware
of the details contained in their laws and/or ragahs. This situation is due to numerous factoos,
unique to this jurisdiction. One of the reasonshhlge that local officials, because of various oeas
have not been involved in the minute details oftarg legal instruments and other documents, given
that external international advisers have undentake drafting.

7.2.1 Recommended Action

850. International technical advice would be more effecif line agencies are actively involved
in the drafting of laws, regulations, other enfatge means or guidelines.
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Table 1. Ratings of Compliance with FATF Recommend&ns

and provisiona
measures

Forty Rating | Summary of factors underlying rating®

Recommendations

Legal systems

1. ML offence PC The definition of ML is not fully in accord with éhVienna anc

Palermo Conventions.

The definition of “serious offense” does not coubhe entire
FATF designated list of offences.

Offences such as piracy of products, human traffgckand
migrant smuggling, market manipulation and insitiading,
smuggling and certain environmental crimes arénmutided.
Doubts exists as to whether self-laundering mvedid.

Lack of effective implementation.

2. ML offence—|LC The scope of criminal liability for legal persors limited to
mental element bodies corporate and does not include the full eaofylegal
and  corporate persons as defined in the methodology.
liability . .

Lack of effective implementation.

3. Confiscation LC

The term “tainted property” does not cover instrataéties
intended for use in the commission of any ML, FTobher
predicate offences, and property of correspondaiger

Lack of effective implementation.

Preventive measures

4.Secrecy laws
consistent with the
Recommendations

The recommendation is fully observed.

PC

CDD obligations under the revised AML/CFT regulagohave
not yet been implemented by a number of entitiesting the
definition of financial institution or cash dealer.

Effectiveness of arrangements to comply with thiitkl CDD
obligations of the revisedML/CFT Regulationshas not yet
been verified by the Banking Commission through plimmce
monitoring.

Financial institutions and cash dealers do not hastequate
policies and procedures to determine the naturedops who
ultimately control customers who are legal persons.

5. Customer due
diligence
6. Politically

exposed person

172}

LC

Effectiveness of arrangements to comply with obigyes under
the revisedAML/CFT Regulationshas not yet been verifig
through compliance monitoring.

® These factors are only required to be set out vitiemating is less than Compliant.
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FT

1"Z]

AN

7. Correspondent | PC No requirement for senior management authorizatioin
banking correspondent bank accounts.
No requirement for both parties to correspondenikivg
relationships to document their respective AML/C
responsibilities.

8.New technologies | LC Effectiveness of arrangements to comply with obiages under

& non face-to-face the revisedAML/CFT Regulationshas not yet been verifig
business through compliance monitoring.

9.Third parties and | C The recommendation is fully observed.

introducers

10. Record-keeping| LC Lack of recent compliance monitoring limits ability asses
effectiveness.

11. Unusual LC Detailed obligations under revised AML Regulatiamst fully

transactions implemented by some non-banks and cash dealers.

12. DNFBP-R.5, 6, NC No AML/CFT requirements are in place for lawyersda

8-11 accountants who conduct financial transactions ehalh of
customers, or TCSPs.

13. Stuspiciogs PC STR reporting does not cover all predicate offences

ransaction N

reportinglg STR filing on tax matters or on suspected procesfdsther
crimes defined under RMI laws are not specificallgvided for
in theBanking Actor AML/CFT Regulations
The lack of STR reporting from non-banking entitiadicates
weakness in effectiveness of implementation.

14. Protection &no | LC No explicit provision in section 170 (4) of ttBanking Actto

tipping-oft prohibit tipping off in the period after a suspigidas beer
formed and before a STR has been prepared or gebmit

15. Internal LC Some NBFIs and cash dealers have not fully impléetethe

controls, _ requirements of the reviséML/CFT Regulations
compliance & audit

16. Dg’L\'ZFlBP_R-l?’_lS NC No STR reporting obligations for DNFBP.

17. Sanctions PC Penalties for compliance breaches by non-bank Giah
institutions and cash dealers are not sufficieptbportionate ot
dissuasive.

No effective use of formal sanctions powers by Biagh
Commission to date.
18. Shell banks c The recommendation is fully observed.
19. Other forms of | C The recommendation is fully observed.
reporting
20. Other DNFBP & | PC No measures have been taken to encourage the usedstn
secure and secure techniques for conducting financialstations.
transaction
techniques
21. Special attention NC

for higher risk

There are no regulations in place to require spatiantion to
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countries

business relations and transactionshigi risk countries.

There are no regulations in place to require firgnnostitutions
to examine and document the background of tramsesctivhich
have no apparent economic or visible lawful purpose

There is no specific statute or regulation thaived for issuance

or implementation of countermeasures.

D

22.Foreign branches
& subsidiaries

The recommendation is fully observed.

23.Regulation, PC « A number of entities operating as a non-deposiintakender,
supervision and money remittance service provider, or insurancerinediary
monitoring appear to be covered by the AML/CFT legislativeuisgments|

but are not currently supervised for AML/CFT purges

» Effectiveness is undermined by the lack of onsit®LA
examinations since 2007, and inadequate informationarry
out regular offsite AML compliance monitoring, gactarly for
non-bank financial institutions and cash dealers.

» The Banking Commission has not yet conducted mongoor
site examinations with respect to compliance with tecently
introduced requirements of the revigeldL/CFT Regulations

* No legislation exists to prevent criminals or tressociates fron
holding or being beneficial owners of a controllingerest in, or
being a senior manager or director of a non-banlaniial
institution or cash dealer.

» No registration or licensing requirement is in gldor money of
value transfer service providers, or other non-b&nkncial
institutions and cash dealers.

24. DNFBP— NC « There is no supervision and regulation of DNFBP.
regulation,
supervision and
monitoring
25.Guidelines & NC « There are no formalized processes and procedurgsotade
Feedback

adequate and appropriate feedback to financiaitutisns and
cash dealers on STRs filed.

Guidelines issued are outdated.
Feedback is not provided on a regular basis tortiegeentities.

Lack of comprehensive guidance to assist subjetitieento
comply with new AML/CFT regulatory requirements.

Previously issued guidance material has not beefatad to
ensure it is consistent with the revigeldlL/CFT Regulations

No guidance provided on AML/CFT for DNFBP.

Institutional and other measures

26. The FIU

PC

Deficiencies in the STR analysis, screening andridation
process.

No clear legal authority to obtain information fronEAs to
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assist in the analysis of the STRs.

Lack of sector specific STR guidance.

No publicly available FIU annual report, includistatistics.
No back up of data is performed.

27. Law PC Predicate offence investigations are pursued ateipense o

enforcement ML investigations.

authorities . . . . N

Lack of implementation of available ML investigatipowers.

28. Power? . of PC Certain powers not explicitly provided in legistati
competen ) . . .
authFc))rities Effectiveness of police powers has not been testedlation to

ML and FT.

29. Supervisors LC Lack of effectiveness of powers due to inadequatendn

resources in the Banking Commission.

30. Resources, PC Lack of DFIU dedicated resources and specializedniial

|tnt_egr|ty, and intelligence expertise

rainin N o o
g Implementation is impeded by the lack of finanaislestigative
expertise.
Lack of expertise and dedicated resources to uakieftnancial
investigation/s of ML/FT and proceeds of crime.
Lack of training, awareness and expertise in AMLYCF

31. National  co-| PC There is a lack of structured approach to AML/C
operation coordination.

Policy level coordination mechanisms are not beirsgd to
effectively achieve key AML/CFT outcomes.

32. Statistics PC There is no structured approach to collecting armintaining

AML/CFT related statistics.

33. Legal personst+NC Except under the FIBL Act, there are no measures
beneficial mechanisms to verify, inquire and determine beraf
owners ownership.

There are no measures in place to ensure thatrbetzaees are
not misused.

34. Legal NC There are no measures in place to prevent unlavgelof legal

arrangements — arrangements.

beneficial owners

Lack of timely access to accurate information omdfigial
ownership.
No provision allowing access to information on WHearial
ownership.

International Cooperation

35. Conventions | LC Deficiencies irBanking Acon the ML offence.

36. Mutual legal| PC Scope of coverage of the ML offence in the RMI undaes
assistance effectiveness of the MLA framework.
(MLA)

The MACMA is restrictive in the sense that it ordpplies to

cases where formal and bilateral agreements ongeraents

- 154 -

FT

or



Mutual Evaluation Repdepublic of the Marshall Islands

with a foreign State have been made.

The MACMA does not provide for clear timeframes hiit
which MLA requests are to be handled.

There are no clear and efficient processes in pFkacethe
execution of MLA requests without undue delay.

No mechanism to determine the best venue for Misgqarotions.
Effectiveness cannot be established.

37. Dual criminality | LC « Dual criminality limits the ability to render askisce.
38. M'—A_ _oon LC » There are no clear and efficient processes to geod timely,
frg;le?ﬁgtlon and response to requests.
» No clear provision for property of correspondinduea
39. Extradition PC - Doubts exist as to whether RMI nationals can beaelited.

There is no provision authorizing the domestic ponion of an
RMI national who has not been extradited.

No procedures that provide clear timeframes forcessing
extradition requests.

40. Other forms of
co-operation

LC

The effectiveness and efficiency of the currentalegnd
administrative framework is difficult to determirduiie to the
lack of statistical data across all relevant corpeauthorities.

Nine Special Recommendations

SR.I Implement | PC . Effective measures to fully implement UNSCR 1261 d1373
UN instruments have not been put into place.
 There are no procedures for the designation anitidgl of
persons or entities within the context of UNSCR3.37
SRl t Crlnjlrt'mallze LC  The definition of “attempts” is not fully consistewith the FT.
erroris . , . .
financing * While offences meet all the essential criteria BfI§ there is as

yet no basis to evaluate the effectiveness ofrtipdedmentation.

SR.III Freeze andPC

confiscate
terrorist asse
ts

The absence of specific procedure and timeframes
demonstrate freezing “without delay” in relation tie
requirements of UNSCR 1267.

Total period permissible for freezing funds detilender CTA
is 2 years.

There are no procedures for the designation anidtidgl of
persons or entities within the context of UNSCR3.37

No effective communication systems or guidelinesstiject
persons.

No publicly known procedures for delisting and eefring.

SR.IV Suspicious | LC « Unable to confirm effectiveness due to recent im@letation of
transaction mandatory reporting requirements.
reporting
SR.V  Internationall pc « No clear timeframes and guidance for the expedientessing
cooperation of MLA.
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The MACMA is restrictive in the sense that it ordpplies to
cases where formal and bilateral agreements ongeraents
with a foreign State have been made.

Ability to render assistance is limited by duaharality.
Effectiveness cannot be established.

SR.VI AML/CFT
requirements
for money/value

transfer services

D

PC

Lack of effective implementation of the CTA
requirements for MVT.

Informal MVT providers are not covered under exigt
AML/CFT obligations.

licengi

SR.VII Wire LC The Banking Commissioner’'s powers to authorize -sdemis
transfer rules threshold of US$3,000 are not consistent with SRVII
Effectiveness of arrangements to comply with wiransfer
obligations under the reviséddML/CFT Regulationfias not yet
been verified through compliance monitoring.
SRV I:!onprofit NC NPO Sector Review not completed.
organizations .
ganizatl No outreach undertaken on FT risks.
Lack of oversight and monitoring of NPOs.
Lack of NPO transparency requirements.
Lack of available sanctions.
Registration requirements lack fit and proper test.
Lack of record keeping requirements.
« SR.X Cash| NC CDA does not define natural and legal persons.
Border CDA does not clearly cover legal persons.
Declaration & Inwards RMI Customs declaration does include andtig of
Disclosure nwards ustoms declaration does include anitedn o

‘currency’ to include bearer negotiable instrumeamd precious
metals and stones; and warning for failure to decland/or
false declaration.

No outwards currency declaration form availableegpuiired in
the CDA.

Not clear if the RMI Customs has access to the URIBIB7 list.

CDA does not provide for data to be retained foe uxy
authorities.

No legal basis to forward information to the DFIUfor DFIU
to access the information.

No legal basis for the DFIU to receive or accasss bordel
information.

No broad nor proportionate sanctions available.

No adequate procedures to safeguard information.
Lack of formalized information sharing arrangements
No clear implementation of the declaration system.
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Table 2. Recommended Action Plan to Improve the AMICFT System

FATF
Recommendations

40+9

Recommended Action (in order of priority within eac section)

2. Legal System and Related Institutional Measures

Criminalization of Money
Laundering (R.1, 2, & 32)

Recommendation 2

Amend theBanking Actto (a) remove the reference to “reng
assistance” in Section 1 (b); and (b) specificaltyver “self-
laundering”.

Include comprehensive offences against

category of predicate offences, including by:

0 enacting legislation that would criminalize piracyf
products, human trafficking, migrant smuggling, ides
trading and market manipulation with penalties twauld
qualify them to be predicate offences to ML; and

each dasi

amending the existing customs and environmental bgv
providing for penalties that would qualify thembe serious
offences and thus be predicate offences to ML.

The authorities should develop a strategy to beiddertise ang
undertake ML investigation and prosecution, withirdtial focus
on simpler cases of potential ML, proceeds of crand taxation
related violations (see related recommendation URAEY).

Amend the definition of legal persons to include full range as
defined in the methodology.

Criminalization of Terrorist
Financing (SR.Il & R.32)

It is recommended that the RMI conduct a FT aiskessment &
part of a national AML/CFT assessment, and amengl
definition of “attempts” to be consistent with th& Convention.

Confiscation, freezing, an
seizing of proceeds of crim
(R.3&32)

d.

Amend both the POCA, arBanking Actto ensure that “tainte
property” covers instrumentalities intended for use the
commission of any ML, FT or other predicate offenaad is the
same in both Acts.

Ensure that provisional measures and confiscatigplies to
property of corresponding value.

ler

=

1S
th

Freezing of funds used fq
terrorist financing (SR.III &
R.32)

Dle

Adopt specific procedure , timeframes and ensunetsms for
non-compliance, through the promulgation of redoket
pursuant to the CTA, to enable freezing “withoutlagié in
relation to the requirements of UNSCR 1267.

Adopt specific procedures for the designation aeftisting of
persons or entities within the context of UNSCR3.37

Implement an effective mechanism or communicatisieIns or
guidelines to subject persons.

Provide for publicly known procedures for delistingnd
unfreezing.

Develop and implement procedures to monitor compkaby the
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RMI government.

The Financial Intelligence.

Unit and its functions (R.26
30 & 32)

Ratify as soon as possible tBanking Act Amendment 20Bill,

including the new section 167, which will addressrrent
deficiencies and further improve the operationthefDFIU. The
Bill should include a clear provision for the DFid access
information from other competent authorities, aimkwersa.

Review the STR analysis SOP to ensure all releivdatmation
(including UNSCR 1267 and other lists) is considene the
screening, prioritization and analysis process.

Develop and implement sector specific STR guidamace
feedback for financial institutions and cash desaler

Publish a DFIU annual report to include statisttgpplogies and
trends. A sanitized version of the annual repdrbud be
publicly available.

Develop SOP to ensure all FIU data is backed-umm argular
basis and stored in an off-site secure location

Provide a separate budget for the DFIU, and deszlicae full
time staff member to DFIU and AML/CFT functions €g
recommendation also for FATF Recommendation 233d

Develop or enhance SOPs to ensure all informatomested of
received between the DFIU and competent authof(itiesCID),
or reporting entities, are officially recorded bl eompetent
authorities, whether receiving or requesting, fardia and
statistical purposes.

Law enforcement
prosecution and othe
competent authorities (R.2
28,30& 32)

Provide additional training to develop sufficiexpertise in ML,
proceeds of crime and financial investigations fioe DFIU,
DPS, judicial and prosecutorial agencies.

Develop a plan to build expertise in investigatiomgh an initial
focus on simpler cases of potential ML, proceedsrofie and
taxation related violations.

Ensure there are sufficient funds from the natiobadiget to
guarantee ongoing access to the Interpol systettheAtime of
the mutual evaluation the fee had not been paid thede
remained one outstanding request for information.

Cross Border Declaration (
disclosure (SR IX)

Dle

Amend the CDA to include the declaration of curseand bearer
negotiable instrument for the postal system ancdtaioerized
cargo.

Amend the CDA to explicitly include both natural dategal
persons.

Revise the current inward declaration form to ideluthe
definition of currency, and sanctions for failure teclare
currency and for false declaration.

Implement a departure declaration system to congmiinthe
inwards declaration system in line with the CDA.

Implement as a system which retains the informatan
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identification data in instances where currencyated in exces
of US$10,000.

Provide the legal basis for customs to share inftion with the
DFIU, and formalise processes and procedures rsttaring
and transferring of information among Customs, DEIU,
Immigration and other relevant agencies in the fofra MOU.

Provide for a range of proportionate and dissuas&ections
including for false declaration.

Implement procedures for the proper use and safdinga of
information reported or recorded.

Upgrade the current manual system to a computedatabase.

3. Preventive Measures—Financial Institutions

Customer due diligence

including enhanced
reduced measures
(R.5-8)

(0

r

1°2]

Recommendation 5 The RMI authorities should take further

steps to ensure all entities meeting the definimdmon-bank
financial institution or cash dealer are aware lo¢irt CDD
compliance obligations. The authorities should utzde
outreach regarding the new obligations, issue celmgnsive
guidance on risk based CDD and the detailed oliigatunder
the Regulations, and subsequently obtain off-sdenmiance
monitoring information or conduct on-site reviews d¢onfirm
that the full range of the new obligations areyfuthplemented.

The authorities should ensure that financial ingtohs and cash

dealers have a proper understanding of the needakle
reasonable measures to determine the ownershipcantiol
structure, and the ultimate natural person(s) wrantrol
customers that are legal persons, and have imptechexlequats
policies and procedures in accordance with secdGnof the
revisedAML/CFT Regulations

The definition of “beneficial owner” in the revisedML/CFT

D

Regulationsshould be amended to be consistent with FATF

Recommendations, i.e. “the natural person who aligly owns
or controls the customer and/or the person on wiedalf a
transaction is being conducted”.

Recommendation 6 consider signing, ratifying and full
implementing the UN Convention on Corruption, irtihg the
obligation to apply FATF Recommendation 6 to domeceREPS.

Recommendation 7 The revisedAML/CFT Regulationgsection.
3N) should be amended to require senior manageapgaroval
before establishing new correspondent relationstdps to

require both correspondent and respondent ingtitstio agree

and record their respective AML/CFT responsibiitie
Recommendation 8 With respect to the requirements to prev

misuse of new technological developments, the Banki

Commission should provide guidance on, and revide
implementation of arrangements established for hadianking
facilities and other new technology innovationsetasure the
associated AML/CFT risks are mitigated effectively.
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Third parties and introduce
business (R.9)

d

The recommendation is fully observed.

Financial institution secrec
or confidentiality (R.4)

y

The recommendation is fully observed.

Record keeping and win
transfer rules (R.10 §
SR.VII)

The RMI authorities should amend section 3M.9 & thvised

AML/CFT Regulationso be consistent with SRVII, reducing the

available exemption to US$1,000, and permittingpiapply to
the cross border originator information requirerseoft section
3M.3 and the verification of originator informatisaquirementg
of section 3M.1 only. Until the Regulations are aaed
accordingly, the Banking Commission should not appra de-
minimis wire transfer threshold that does not complith
SRVII. Current financial institution practice is tisfactory
without any exemption which suggests that no surkshold
exemption is necessary.

Monitoring of transaction
and relationships (R.11 & 21

~— V7

14

Recommendation 11 the Banking Commission should address

the minor scope and implementation issues assdcisith the
Commission’s incomplete coverage of all non baniaricial
institution and cash dealers as defined undeB#r&king Act

« Recommendation 21 The Banking Commissioner should seek
to amend théanking Actor AML/CFT Regulationso meet thg
requirements of this Recommendation.

Suspicious transaction report&ecommendation 13
and other reporting (R.13, 14, The remaining FATF predicate offences, once incaeul into
19, 25, & SR.IV) an amendedanking Act,should be reflected in the revised

AML/CFT Regulationsand in further guidance to financial

institutions and cash dealers.

Tax matters and other suspicious transactionsegtlad any
criminal act should be clarified in the revisedML/CFT
Regulationsto remove any doubt or confusion caused by
current wording.

Undertake measures to enhance compliance with pBrting
requirements with non bank financial institutioneadacash
dealers.

Recommendation 14

Amend section 170 (4) of tHganking Actto prohibit tipping off
in the period after a suspicion has been formedbafore a STR
has been prepared or submitted.

Recommendation 25

The Banking Commission/DFIU should establish indé
guidelines and procedures to provide consisteneglyi, and

appropriate feedback to financial institutions @agh dealers on

STR reporting to enhance the effectiveness of tgornting
regime.

the

TheBanking Aciand/or regulations should be amended to include

specific provisions that protect the identity or imain the
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confidentiality of person(s) reporting STRs to elU.

Internal controls, compliancg
audit and foreign branche
(R.15 & 22)

S

The Banking Commission should provide sector spme
guidance on AML/CFT internal procedures for nonib
financial institutions (see Recommendation 25) amhduct
regular examinations to assess compliance (seeni®eendation
23).

Shell banks (R.18)

The recommendation is fully observed

The supervisory an
oversight system—-compete
authorities and SROs

Role, functions, duties an

powers (including sanctions

(R.23, 30, 29, 17, 25, & 32)

Cif
an

Recommendation 29 Conduct onsite examinations and obtgain

necessary information to carry out AML/CFT supeiornis

Recommendation 17 Establish a wider range of sanctio
particularly for the non-bank entities, and considereasing the
maximum level of civil money penalties, having nefdor
relativity with the maximum penalties provided faimilar
offences and the breaches of sections 169 andwli¥ibh are
set out in s.169 (5) of the Act.

The Banking Commission should, after identifying/&/CFT
compliance breaches, set out in writing to the ruffeg
institution reasonable but firm deadlines for récdition of
compliance breaches, and obtain written responsesthe
entities detailing actions taken, rather than gadgsdelaying
follow-up of rectification until subsequent onsiieaminations.

Non-compliance with required corrective action dtothen be
followed up by formal sanctions as provided for eindhe
Banking Actand Regulations.

Recommendation 23 The RMI authorities should provide

legislation for powers to prevent criminals or thessociates

from holding or being beneficial owners of a coliing interest
in or being a senior manager or director of a nankbfinancial
institution or cash dealer.

The RMI should consider introducing fit and propegrson
requirements for all such persons.

To reduce the risk of negative international seatimbeing
focused on the potential for offshore banking in IRMbe used
for ML and FT, the authorities should consider rgmg all
references to offshore banks from tBanking Act If there is
sound justification to permit offshore banking ame future
time, the authorities should then establish a rolseparate
offshore banking legislative framework consistentithw
international standards.

The Banking Commission should as soon as possidie out
targeted onsite compliance monitoring regarding
effectiveness of arrangements established by subjdties to
implement the new detailed obligations set outha tevised
AML/CFT Regulations

The Banking Commission should consider implementigular
collection and off-site monitoring of AML/CFT comahce
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information, for example through annual reportselagh subject

entity, and requiring copies of annual internalegternal audit
reports on AML/CFT compliance and procedures froom-n

banks. These reports should supplement the congglian

information derived from onsite examinations to bam

effectiveness of arrangements for compliance witbw h

requirements. The status of the 2005 advisory Ab
AML/CFT external audit requirements is unclear @sgect of
non-bank financial institutions and cash dealersy Ancertainty
regarding the Banking Commissioner's powers to iabsch
compliance information and audit reports from nambentities
should be removed by amendment to B&nking Act and
regulations as necessary.

Advisory A-05 on AML audit requirements should hedated to
confirm its application to banks only, under sectit34(11) of
the Banking Act and Advisory A-10(c) which provides

temporary grace period (exemption) for all finahamestitutions
and cash dealers from compliance with the new atitigs of the|

revised AML/CFT Regulationsuntil 22 October 2010 should

specifically refer to being issued under the retévexemption
and exception powers (contained in section 8 oRbgulations).

The RMI authorities should consider establishingouigh
legislation a register of financial service provi&léo ensure th
Banking Commission has sufficient information teeritify all
parties that fall within the definition of finan¢imstitutions and
cash dealers in RMI. At a minimum, all MVT and mgr
exchange business should be subject to a mandagistration
requirement as provided for in section 121(1) & @TA. The
registration framework should provide effective akies for any
entities carrying on such business that are nostergd, and
provide grounds for deregistration including foilllful failure to
comply with AML requirements or upon conviction foertain
offences including crimes relating to fraud, disesty or ML
and FT.

The Banking Commission should also consider estaibi
working arrangements with the Registrar of Corporet and the
local atoll governments that issue business licenoeassist thg
Banking Commission to identify all businesses in IRNat are
chartered or licensed as businesses to provide tgpy of
financial service that would be subject to Banking Actand
Regulations.

The Banking Commission should correct identifieddaquacies

in scope of entities covered and immediately exertiie powers
to monitor compliance with and enforce AML/CFT re@gments
under theBanking Actfor certain non-deposit taking lende
(including MIDB), remittance dealers and life inance
intermediaries that are not currently supervised AML/CFT
purposes.

The Banking Commission should consider whether taidil
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legislative and supervisory arrangements will bguieed to

effectively monitor and supervise on a consolidabedis the

risks arising from the establishment of any foreggisidiaries
branches or offices of RMI financial institutions.

The Banking Commission should immediately revise &ML
examination procedures manual and all offsite sthgien
procedures and instructions for staff to incorpotae risk base

)|

approach to CDD and the broader range of compliance

requirements set out in the revisAML/CFT Regulationsand
recent amendment to theBanking Act. The Banking
Commissioner should also review banks’ conditiohiécence in
respect of AML/CFT matters to ensure the obligaticare
comprehensive and consistent with the revisMIL/CFT
Regulations

The RMI authorities should immediately pass the raingents tg

the Banking Actsections 166 and 167 as per the draft presgnted

to the evaluation team (see also related recomntiendander
R.26).

The RMI authorities should prepare a national AMEICrisk
assessment using the APG national risk assessraem\i/ork or
some other tool to identify the level and natureAML/CFT
risks and associated criminality in RMI, develogufie risk
indicators and contribute to the development obmmrehensive
national strategy to effectively combat ML and FT.

Recommendation 25 The Banking Commission should iss
detailed guidelines to assist financial institui@nd cash deale
to effectively comply with the new requirements aisk based
approach to CDD established under the revigddL/CFT
Regulations That should include criteria to be adopted
considering applications for the various approeald exemptior
powers that the Banking Commissioner can exerciskeiuthe
Regulations. Technical assistance from regionaheige may be
appropriate to implement these recommendationsoas fs
possible.

Recommendation 30 Integrity. The Banking Commissig
should consider establishing a code of conductsfaff of the
Banking Commission and FIU consistent with inteiorzl best
practice to enhance transparency regarding thectagmns on
staff regarding honesty, integrity and professiismal

Recommendation 30 Resources. At least one additiof
technical staff position should be establishedcas sas possibls
in the Banking Commission to provide sufficient geses to
effectively conduct on and offsite AML supervisifor all cash
dealers and financial institutions and ensure c@npé with the
more detailed requirements of revis@ML/CFT Regulations
The Banking Commissioner should draw up a work @ogto
schedule AML/CFT onsite compliance examinationsl ensure
all entities are examined at least once every {duyears with

nal

117

more frequent examinations scheduled accordingpearisk the
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entity poses, particularly for banks. At least t{®) onsite
AML/CFT examinations should be carried out evenary¢o
maintain supervisors’ skills and experience andeagr the
workload evenly.

Money value transfer services

(SR.VI)

Implement the Register for MVT service providers.

Identify informal MVT providers and subject them #xisting
AML/CFT obligations.

4 Preventive Measures—Nonfinancial Businesses andofessions

Customer due diligence an
record-keeping (R.12)

d The authorites should introduce legislative oMiigas on

DNFBP to comply with the requirements of Recommd¢indal 2
but implementation should be risk based.

Suspicious transaction. The authorities should introduce legislative oltiigas on

reporting (R.16) DNFBP to comply with the requirements of Recomm¢indal 6
but implementation should be risk based.

Regl_JIat_ion, supervis_ior,. The RMI should introduce an appropriate legal amgesvisory

monitoring, and sanctions  framework for DNFBP with a prioritsed and phas

(R.17, 24, & 25)

implementation based on a risk assessment, witbcasfon
enhancing supervision of company formation seryiceviders
based offshore, to monitor compliance with CDD, S€Rorting
and other AML/CFT measures recommended under Rt
R.16.

Other designated
financial businesses
professions (R.20)

nof
ar

M-
d

The RMI should encourage the introduction of moderd secure

technigues for conducting transactions.

5. Legal Persons and Arrangements & Non Profit Qganizations

Legal Persons—Access
beneficial ownership
control information (R.33)

an

d

tQ

It is recommended that the OAG be provided with itamithl
human resources and appropriate training to perfoneir
functions.

Make disclosure of beneficial ownership a manda
requirement for both resident and non-residentaaons.

Prevent the misuse of bearer shares and includeoggte
sanctions in case of none compliance.

Ensure accurate and timely information on bendfioianership
is available to law enforcement authorities.

Legal Arrangements—Acces
to beneficial ownership an
control information (R.34)

o

5S

RMI may consider repealing the TCA or amend it Bnedbrporate
the deficiencies under c. 34.1 and 34.2.

Nonprofit
(SR.VII)

organizations

D

The competent authorities should review the curdeatt NGO

law and other laws governing the NPO sector, andrporate, as

necessary, the requirements of the FATF SR.Vllkither the
proposed NGO law or existing laws, in consultatigith the
NPO Sector.

The Reqgistrar of Incorporation should maintain gasate
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database of NPOs registered to enhance transparemgsove
supervision and facilitate information disseminataf the sector

» The competent authorities should develop and imelgma
program to further enhance the transparency anduatability
of the NPO sector, including assessing FT risk, amding
awareness of potential vulnerabilities in the sedtoth FT and
other criminal activities.

6. National and International Cooperation

National ~cooperation and. There should, however, be more formal recordingacfions
coordination (R.31 & 32) arising from both policy and operational meetings.

e The Committee should oversee the conduct of a melt|o
AML/CFT risk assessment and develop a strategyngldment
the recommendations contained in this mutual evialuaeport.

The Conventions and UN. peficiencies in the existing law based on the Cativas should
Special Resolutions (R.35 &  pe addressed.

SR.1) * The noted deficiencies in the implementation of URS1267

and 1373 should be addressed particularly the ifrgeand
designation mechanism.

Mutual Legal AssistanceRMI should consider reviewing and updating the miowns of the
(R.36, 37, 38, SR.V & 32) MACMA and its partner legislations, e.g. the POCAnd provide,
regulations that:

Recommendation 36

» Comprehensively criminalise all categories of deatgd
offences to ensure MLA provisions under MACMA cag |b
applied to the widest range of proceeds of crime.

» Indicate reasonable time periods within which esgsi for lega
assistance can be acted upon.

« Amend the MACMA so the application of MLA is npt
conditional upon formal and bilateral agreements | or
arrangements with a foreign State have been made.

» Develop clear and efficient procedures for the aiien of MLA
requests.

» Develop procedures to provide mechanisms to profadethe
best venue for ML prosecutions.

Recommendation 37

* Amend the MACMA to allow for the delivery of mutuégal
assistance on less intrusive and non compulsorgunes.

Recommendation 38

* Include a provision in the MACMA for equivalent ual seizure
and confiscation of assets.

» Establish a mechanism for feedbacks and follow-ups.
SRV
» Indicate reasonable time periods within which resgsidor legal
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assistance can be acted upon.

Extradition (R. 39, 37, SR.V.
& R.32)

RMI should enhance the offence of ML to ensure éxatadition
is available in relation to laundering from the &étl range o
predicate offences.

RMI should consider revising and updating its editian law to
include provisions for clear timeframes and proesgkat would
enable a timely response to any extradition requasl make
clear whether RMI nationals may be extradited, anadot,
provide for domestic prosecution lieu of extraditio

Other Forms of Cooperatign.
(R. 40, SR.V & R.32)

The RMI should explore options to enhance its fraor& for the
exchange of information on non-resident corporation

7. Other Issues

Other relevant AML/CFT] .
measures or issues

International technical advice would be more effectif line
agencies are actively involved in the drafting aws,
regulations, other enforceable means or guidelines.
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Annex 1. Authorities’ Response to the Assessment

Republic of the Marshall Islands

Banking Commission
P.O. Box 1408 ~ Majuro ~ Marshall Islands ~ 96960
Phone No. (692) 625-6310 ~ Fax No. (692) 625-63@nail Address: bankcomm@ntamar.net

Response by the Republic of the Marshall Islands
14" Annual APG Meeting
Kochi, India

Delivered by Ann Marie S. Muller, Banking Commigsio

INTRODUCTION

Co-Chairs, APG Secretariat, Distinguished Delegaddeies & gentlemen....Yokwe

At the outset, let me first of all take this oppmity to offer the Republic of the Marshall Islahds
deepest appreciation and ‘kommol tata’ to the Gavent of India for the warm hospitality and
assistance for this conference. | also wish terdfie RMI's gratitude to the APG Secretariat fibr a
their hard work in the arrangements for this megtin

Secondly, | wish to thank the APG Evaluation Team —

e Mr. Lindsay Chan of the APG Secretariat

* Mr. Anold Frane of the Anti-Money Laundering Courgecretariat of the Philippines

» Mr. Peter Dench of the Reserve Bank of New Zealand

* Guangand Semdiu Decherong of the Republic of Félencial Institution Commission
» Gai Lambourne of Australian Transaction Reports galysis Centre

for visiting our humble shores and for the compreiinee report on the Evaluation of the Marshall
Islands that has just been presented to us tleisafin.

Allow me to introduce the other members of the Malislslands Delegation:
e Mr. Laurence Edwards — Assistant Attorney General
* Mr. James Myazoe & Ms. Meredith Kirby, Deputy Rexgiss

The draft Mutual Evaluation Report (MER) that iddye the Plenary has been extensively discussed
between the Evaluation Team and the Republic ofMaeshall Islands, and the RMI looks forward to
addressing the recommendations proposed by thau&li@a Team as a basis for formulating an
Action Plan towards compliance with 40 + 9 FATF Bmmendations.
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GENERAL COMMENTS

The Republic of the Marshall Islands became a membthe APG in June 2002 and undertook the
commitments as a member of the Asia Pacific Graupas a member of the international community
in the global effort to eradicate money laundedng the financing of terrorism. The RMI is mindful
of its international obligations and continues torkvtowards enhancing its AML/CFT framework
towards compliance to the international standards.

Despite being a Small Island Developing State, twaimed with limited resources, both in capacity

and capability, as noted in the draft MER, the Rids committed substantial resources towards its
AML/CFT framework. In addition, we will be meetingth the Donors and Providers in the margins

of this annual conference for technical assistaodarther strengthen and implement our AML/CFT

system. Despite our constraints, the RepublichefNlarshall Islands remains fully committed and

will continue to support the work of the APG in thbal fight against money laundering and the

financing of terrorism.

On this note, | wish to update the Plenary on smeuent developments which are not incorporated in
the draft MER.

On March 18, 2011, the Marshall Islands NitijelarfRment) enacted P.L.2011-51 - Proceeds of
Crime (Amendment) Act, 2011. The Proceeds of CikoeAmendment addresses the shortcomings
cited by the Evaluation Team. Additionally, thenstzall Islands Cabinet has approved two other key
legislative amendments — namely the Banking AmemdrBél and the Mutual Legal Assistance Bill,
which are currently pending before the Nitijela.

The Attorney General's office is currently pursuindraud investigations as part of a wider probe
into suspected malfeasance by private and governraetors. In response to this ongoing
investigation, the Auditor General’s office hasabéished a hotline for the public to report suspéct
incidents of misconduct.

And lastly, on April 21, 2011, the Marshall Islan@abinet thru C.M. 046(2011) approved for the
accession of the RMI to the UN Convention AgainstrrGption (UNCAC), which is also now
pending before the Nitijela.

CONCLUSION

In conclusion, RMI once again reaffirms its comngtthas a member of the Asia Pacific Group on
Money Laundering. | take this opportunity to thahk& donors who are present at this meeting for the
assistance provided over the years and look forieacdir meaningful discussion this week.

The RMI plans on working closely with the APG Searat in the upcoming months in the
development of a post-MER Implementation ActionnRlincluding attendance at the upcoming
workshop in Sydney, Australia, and looks forwarddporting back to the Plenary over the next two
years.

Kommol tata.
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ANNEX 2

2. Details of All Bodies Met During the On-Se Visit

Public Sector:

CoNokrwNE

Attorney General

Banking Commissioner/Head of Domestic Financiatlligence Unit (DFIU)
Chief of Police

Secretary of Foreign Affairs

Deputy Registrars — non-resident entities

Banking Commission

Division of Customs, Revenue, Taxation, & Treasury

Domestic Financial Intelligence Unit

Department of Public Safety

. Ministry of Foreign Affairs

. Office of the Attorney General

. Registrar of Corporations- Office of the Attornegreral (Resident Registrar)
. Registrar of Corporations (Non-Resident Registrar)

Private Sector/Non-Government

14.
15.
16.
17.
18.
19.
20.
21.

Two commercial banks
Non-bank financial institutions
International remittance company
Insurance company

Accountants and lawyers
MICNGOS

Jewellery and handicraft stores
Land ownership expert
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Annex 3. List of All Laws, Regulations, and Other Material Received
Key legislation provided:

Administration Procedures Act
Banking Act

Business Corporations Act

Compact of Free Associations
Counter Terrorism Act

Criminal Code

Criminal Procedures Act

Ethics in Government Act

Evidence Act

10. Exchange of Information Act

11. Extradition Act

12. Foreign Evidence Act

13. Foreign Investment Business License Act
14. Gaming & Recreation Prohibition Act
15. Import Duties and Licenses Act

16. Legal Profession Act

17. Licensing Act

18. Limited Liability Companies Act

19. Limited Partnerships Act

20. Maritime Administration Act

21. Non-Profit Corporations Act

22. Notaries Public Act

23. Other Forms of Associations Acts
24. Parole Board Act

25. PL 2009-20 - Banking Amendment Act
26. PL 2009-29 - Currency Declaration Act
27. Proceeds of Crimes Act

28. Prostitution Act

29. Public Safety Act

30. Revised Partnership Act

31. Tax Information System Act

32. Treason and Sedition Act

33. Trust Act

34. Trust Companies Act

©CoNoTrLWNE

Key regulations provided:

Revised Anti-Money Laundering Regulations 2002isased in May 2010

Advisory A-05 — Notification of requirement for amed audit for AML/CFT compliance
Advisory A-10 (a) — Notification of the requiremdnt STRs in relation to FT

Advisory A-10 (c) issued by the Banking Commissam23 September 2010, on the revised
AML/CFT Regulationghat were passed in May 2010.

PwnpPE
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14

15
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19

20

21

22

23

24

NITIJELA OF THE REPUBLIC OF THE MARSHALL ISLANDS

30th CONSTITUTIONAL REGULAR SESSION, 2009 BILL NO.: 38

P.L. 2004 - 20

AN ACT
to amend Section 167 of the Banking Act, in order to enable the Banking Commissioner to report to
the relevant authorities, transactions that may involve “financing of terrorism”, (in addition to
transactions involving proceeds of crimes) and for related matters; to amend Section 170 of the
Banking Act to require financial institutions to report suspicious transactions related to terrorist
financing.
ENACTED BY THE NITIJELA OF THE REPUBLIC OF THE MARSHALL ISLANDS:
Section 1. Short Title.
This Act may be cited as the Banking (Amendment) Act, 2009.
Section 2. Amendments.
(1) Section 167 of the Banking Act is hereby amended to read as follows:
§167. Commissioner’s authority in prohibiting money laundering activity
(1) The Commissioner:
(a) shall receive, analyze, and disseminate reports of transactions issued by financial
institutions or cash dealers pursuant to Section 170 and Section 170A of this Act;
(b) shall send any such report to the appropriate law enforcement authorities, if there
are reasonable grounds to suspect that the transaction is suspicious;
(c) may enter the premises of any financial institution or cash dealer during ordinary

business hours to inspect any record and ask any question relating to such record,

make notes and take copies of the whole or any part of the record;
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10

11

12

15

16

17

18

19

20

BILL NO.:38

R-L. 2004 -20

(d) shall send to the appropriate law enforcement authorities, any information derived
from an inspection carried out pursuant to Subsection (1) (c) of this Section, if it
gives the Commissioner reasonable grounds to suspect that a transaction involves
money laundering, proceeds of a crime, and or the financing of terrorism;

(e) may instruct any financial institution or cash dealer to take such steps as may be
appropriate to facilitate any investigation anticipated by the Commissioner;

(f) may compile statistics and records, disseminate information within the Republic
of the Marshall Islands or elsewhere, make recommendations arising out of any
information received; issue guidelines to financial institutions and advise the
appropriate officials;

(g) shall create training requirements and provide such training for any financial
institution with respect to transaction record-keeping and reporting obligations
provided for in this Act;

(h) may consult with any relevant person, institution or organization for the purpose
of exercising its powers or duties under Subsections (1) (), (f), (g) or (1) of this
Section;

(i) shall have the authority to request additional information from financial
institutions and cash dealers where the Commissioner has reasonable grounds to
believe that such information is essential in discovering money laundering activity,

proceeds of crime, and or the financing of terrorism;
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10

11

12

13

14

15

16

17

18

19

20

BILL NO.:38

P.L. 2000 - 20

(j) shall have the authority and ability to exchange information between international
administrative authorities;

(k) shall have the authority and ability to facilitate and assist international
administrative authorities in conducting proceeds of crime, money laundering, and or
the financing of terrorism investigations;

(1) shall have the authority and ability to apply for a warrant to enter any premises
belonging to or in the possession or control of a financial institution, cash dealer or
any officer or employee thereof, and to search the premises and remove any
documents, materials, or other things therein for the purposes of preventing money
laundering activity, the financing of terrorism, or tracing the proceeds of crime, as so
ordered by the High Court and specified in the warrant other than as authorized in
Subsection (c) and (i) above;

(m) shall have the authority and ability to obtain information under this Section
notwithstanding any secrecy or other restrictions on disclosure of information
imposed by this Act; and

(n) shall conduct, in association with law enforcement authorities, investigations
into the proceeds of crime, money laundering, and or the financing of terrorism,
only where the Commissioner has reasonable grounds to suspect the proceeds of

crime, money laundering activity, and or the financing of terrorism, is occurring.

(2) Section 170 of the Banking Act is hereby amended by inserting the following after Section 170(4)
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11

12

13

14

15

16

17

18

20

BILL NO.:38

P.L. 20pa- 20

§170A Reporting of suspicious transactions and activities related to terrorist financing

(1) Financial institutions and cash dealers must report any transaction, attempted transaction or
other activity where they suspect or have reasonable grounds to suspect that the transaction,
attempted transaction or other activity may be related to terrorism, terrorist acts, a terrorist
organization, an individual terrorist, terrorist property or financing of terrorism.

(2) All suspicious transactions, attempted transactions and other activities that may be related to
terrorism, terrorist acts, a terrorist organization, an individual terrorist, terrorist property or
financing of terrorism must be reported regardless of the amount involved in the transaction,
attempted transaction or activity.

(3) Such suspicion must be reported in writing to the Commissioner as soon as reasonably
practicable and, in any event, within three days of the forming of such suspicion.

(4) A financial institution or cash dealer, its employees, officers or directors who willfully
violates the requirements of this section commits an offence punishable by a fine of not
more than $2,000,000 or imprisonment for not more than twenty (20) years, or both.

(5) Where a person is employed by a financial institution or cash dealer and his or her employer
has an established procedure for the reporting of suspicious, transactions, attempted
transactions, or other activities, it is a defense for him to prove that he reported his suspicion
in accordance with that procedure.

(6) For the purposes of this section the “financing of terrorism” shall have the same meaning as

“financing of terrorism” in §120 Title 15 —Anti-Terrorism Laws 2002.
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BILL NO.:38

P-L- 2009-20

Section 3. Effective Date.
This Act shall take effect on the date of certification in accordance with the Constitution

of the Republic of the Marshall Islands and Rules of Procedures of the Nitijela.

CERTIFICATE

I hereby certify:

[€)) That Nitijela Bill No: 38 was passed by the Nitijela of the Republic of the Marshall

Islands on the \%™ day of W\M?F 2009; and
) That I am satisfied that Nitijela Bill No.: 38 was passed in accordance with the relevant
provisions of the Constitution of the Republic of the Marshall Islands and the Rules

of Procedures of the Nitijela.

I hereby place my signature before the Clerk this 5 day of %‘W‘/\l , 2009.
Attest:
Prriomg Zuflaiq Ve 2. /C/’
7 k \
Hon. Jurelang Zedkaia Joe E. Riklon
Speaker Clerk
Nitijela of the Marshall Islands Nitijela of the Marshall Islands
5
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THE BANKING ACT

(note: the following contains part xiii —Money Landering - of the Banking Act. Other parts of the
Banking Act have not been included)

PART XIIl - MONEY LAUNDERING
8166.0ffenses and Penalties
§167.Authority of the Commissioner
8168.Verification of customer Id.
8169.Requirement to maintain Records
8170.Report Suspicious Transactions
8171 Seizure of suspicious currency
8172.Application for Confiscation Order
8173 Notice of Application
8174.Confiscation Order upon Conviction
8175.Effect of Order

§176 Payment instead of Confiscation
8177 Procedure for fines
§178.Suspicious transaction - Immunity
§179.Good faith - Immunity
8180.Currency Transaction Reports
§181.Assessment of Civil penalties
§182.Effective Date

PART XIIl — ANTI — MONEY LAUNDERING OFFENSES
§166. Money laundering offenses and penalties.

PART XIIl - ANTI — MONEY LAUNDERING OFFENSES

8166. Money laundering offenses and penalties.

(1) A person commits the offense of money laundgifithe person:

(a) acquires, possesses or uses property, knowingving reason to believe that the property is the
proceeds of crime;

(b) knowing or having reason to believe that suaiperty is the proceeds of crime, renders Assigtdmc
another person for:

(i) the conversion or transfer of property, witle tim of concealing or disguising the illicit omgdf that
property, or of aiding any person involved in tloenenission of the offense to evade the legal
consequences thereof; and

(i) concealing or disguising the true nature, origocation, disposition, movement or ownershighef
property.

(2) Where a person is convicted of any of the aféanspecified in Subsection (1), in the case aitaral
person, such person shall be liable to imprisonrfard term of imprisonment not exceeding twen®) (2
years or a fine not exceeding $2,000,000, or kantl,in the case of a body corporate five (5) tisweh a
fine or double the amount of money involved in diffense scheme, which ever is greater.

8167. Commissioner’s authority in prohibiting moneylaundering activity.

(1) The Commissioner:

(a) shall receive reports of transactions issuefinaycial institutions or cash dealers pursuargeation
170 of this Act;

(b)shall send any such report to the appropriatectaforcement authorities, if there are reasonable
grounds to suspect that the transaction is susfrio

(c) may enter the premises of any financial insttuor cash dealer during ordinary business htaurs
inspect any record and ask any question relatirsgith record, make notes and take copies of théewho
or any part of the record;
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(d) shall send to the appropriate law enforcematiiaities, any information derived from an inspect
carried out pursuant to Subsection (1) (c) of 8estion, if it gives the

Commissioner reasonable grounds to suspect thanhseiction involves proceeds of a crime;

(e) may instruct any financial institution or catdaler to take such steps as may be appropriate to
facilitate any investigation anticipated by the Quissioner;

(f) may compile statistics and records, dissemiirdtegmation within the Republic of the Marshalldsds
or elsewhere, make recommendations arising outyfrdormation received; issue guidelines to finahc
institutions and advise the appropriate officials;

(g) shall create training requirements and prosidgeh training for any financial institution withsyeect to
transaction record-keeping and reporting obligatiprovided for in this Act;

(h) may consult with any relevant person, institntor organization for the purpose of exercisisg it
powers or duties under Subsections (1) (e), ()ofd1) of this Section;

() shall have the authority to request additianédrmation from financial institutions and castatis
where the Commissioner has reasonable grounditevbehat such information is essential in disconger
money laundering activity;

(j) shall have the authority and ability to exchamgformation between international administrative
authorities;

(k) shall have the authority and ability to faeitid and assist international administrative aitikerin
conducting money laundering investigations;

() shall have the authority and ability to apply & warrant to enter any premises belonging ia the
possession or control of a financial institutioasie dealer or any officer or employee thereof,tand
search the premises and remove any documents,iagter other things therein for the purposes of
preventing money laundering activity, as so ordéngthe High Court and specified in the warranieoth
than as authorized in Subsection (c) and (i) above;

(m)shall have the authority and ability to obtaiformation under this Section not withstanding any
secrecy or other restrictions on disclosure ofrimiation imposed by this Act; and

(n) shall conduct, in association with law enforesauthorities, investigations into money lauraigri
only where the Commissioner has reasonable graonsisspect money laundering activity is occurring.

8168. Financial institutions and cash dealers to vi€y customers identity.

(1) A financial institution or cash dealer shallimiain accounts in the name of the account holtieey
shall not open or keep anonymous accounts or atewadrich are in fictitious or incorrect names.

(2) A financial institution or cash dealer shattoed and verify the identity, representative cafyaci
domicile, legal capacity, occupation or businesppse of persons, as well as other identifying
information on those persons, whether they be démealsor usual clients, through the use of docusien
providing convincing evidence of their legal exigte and the powers of their legal representativang
other official or private documents, especially wiopening new accounts or passbooks, entering into
fiduciary transactions, renting of safe depositdspor performing cash transactions over an amount
pursuant to the requirement outlined in paragragitSéction 170 (1) of the Act.

(3) If it appears to a financial institution or badealer that an applicant requesting it to emt&r any
transaction, whether or not in the course of ainaitg business relationship, is acting on behflf o
another person, the institution or cash dealell ke reasonable measure to establish the truditigef
any person on whose behalf or for whose ultimatefiethe applicant may be acting in the proposed
transaction, whether as trustee, nominee, agestherwise.

(4) Nothing in this Section shall require the praiifon of any evidence of identity where:

(a) the applicant is itself a financial institutiona cash dealer to which this Act applies; or

(b) there is a transaction or a series of transastiaking place in which the applicant has already
produced satisfactory evidence of identity. (sutiseq2) and paragraph (4) (b)amended by P.L. Ze@)2-

8169. Financial institutions and cash dealers tastablish and maintain customer records.

(1) Every financial institution or cash dealer $hefain records for all transactions. These resatthll be
kept in a readily recoverable form.
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(2) Financial institutions and cash dealers shalhtain records on customer identification, accdiles
and business correspondence for six (6) yearsthiéeaccount has been closed, and all records swges
to reconstruct financial transactions for six (6ass after the conclusion of the transactions.

(3) Records regarding financial transactions stwitain particulars sufficient to identify the fmiing:
(a) name, address and occupation (or where apptegrusiness or principal activity)

of each person:

(i) conducting the transaction; or

(ii) if known, on whose behalf the transaction &y conducted as well as the method used by the
financial institution or cash dealer to verify tldentity of each such person;

(b) nature and date of the transaction;

(c) type and amount of currency involved;

(d) the type and identifying number of any accawith the financial institution or cash dealer inved in
the transaction;

(e) if the transaction involves a negotiable instemt other than currency, the name of the draw#renf
instrument, the name of the institution on whictvits drawn, the name of the payee (if any), theusino
and date of the instrument, the number (if anythefinstrument and details of any endorsements
appearing on the instrument;

(f) the name and address of the financial insttutir cash dealer, and of the officer, employeagent of
the financial institution or cash dealer who preglathe report;

(g) multiple transaction which, altogether, excemdthousand dollars, shall be treated as single
transaction if they are undertaken by or on betdfadiny one person during any twenty-four hour pérla
such a case, when a financial institution or casdlad, its employees, officers or agents have kedgd
of these transactions, they shall record thessddions.

(4) Record required under Subsection (1) shalldg ky the financial institution for a period ofl@ast
six (6) years from the date the relevant businessansaction was completed.

(5) A financial institution or cash dealer, its doyees, officers or directors, wilfully violatinge
requirement of Section 169 or 170 commits an ofgmmishable by a fine of not more than $2,000,000
or imprisonment for not more than twenty (20) yearsdoth. (P.L. 2002-59)

8170. Financial institutions and cash dealers to port suspicious transactions.

(1) Financial institutions and cash dealers skathin 3 days of the transaction, report to the
Commissioner all suspicious transactions, includingno limited to those which are ten thousandlad
($10,000) or more or multiple transactions whidtogether, exceed ten thousand dollars($10,000ey
are undertaken by or on behalf of any one persanglany twenty-four hour period or, complex or
unusual transactions, whether completed or notadnthusual patterns of transactions, and otherwis
significant but periodic transactions, which haeeapparent economic or lawful purpose. The
Commissioner may provide additional informatiorcaoteria to be used in identifying suspicious
transactions under this subsection.

(2) A financial institution or cash dealer whichshaported a suspicious transaction in accordaitbe w
this Section shall, if requested to do so by then@dssioner or Attorney-General, give such further
information as it has in relation to the transattio

(3) The Commissioner, Attorney-General, finanamtitutions and cash dealers shall maintain reports
required by this Section for a period of fiftee®) years.

(4) Financial institutions and cash dealers, itpleyees, officers or directors, shall not notifyyqrerson
or entity other than the Commissioner or Attornesn€ral, a court of competent jurisdiction upon pssc
issued, or other person as may be authorized bydfile information, record, or report that hasrbe
prepared, or otherwise referred or furnished taGbmmissioner, Attorney-General or court of compgte
jurisdiction, or other lawfully authorized pers@my person or financial institution or cash dealéio
improperly discloses such information commits demge, punishable by a fine of not more than
$2,000,000.00 or imprisonment for not more that2ary, or both.

8171. Seizure and detention of suspicious imports exports of currency.
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(1) The Commissioner or Attorney-General may sarm, in accordance with this Section detain, any
currency which is being imported into or exportezhi the Republic of the Marshall Islands, if:

(a) he or she has reasonable grounds for suspeletng is:

(i) property derived from a serious offense; or

(ii) intended by any person for use in the commoissif a serious offense.

(2) Currency detained under Subsection (1) of$ieistion shall not be detained for more than twémiy-
(24) hours after seizure, unless a judge orderoitinued detention for a period not exceedinget(B)
months from the date of seizure, upon being satidfiat:

(a) there are reasonable grounds for the suspieferred to in Subsection (1) (a) of this Sectiamg (b)
its continued detention is justified while:

(i) its origin or derivation is further investigakeor

(ii) consideration is given to the institution imet Republic of the Marshall Islands or elsewhereriofinal
proceedings against any person for an offensewliibh the currency is connected.

(3) A judge may subsequently order continued deterdf the currency if satisfied of the matters
mentioned in Subsection (2) of this Section, batttital period of detention shall not exceed twoyEars
from the date of the order made under that Sulusecti

(4) Subject to Subsection (5) of this Section, ency detained under this Section may be released in
whole or in part to the person on whose behalfis wnported or exported:

(a) by order of a judge that its continued detemisono longer justified, upon application by orlmhalf
of that person and after considering any view$efAttorney- General to the contrary; or (b) by the
Commissioner and Attorney-General, if satisfied ttgeacontinued detention is no longer justified.

(5) No currency detained under this Section stalidieased where:

(a) an application is made under Section 172 sfAluit for the purpose of:

(i) the confiscation of the whole or any part of turrency; or

(ii) its restraint pending determination of itshibity to confiscation; or

(b) proceedings are instituted in the Republichef Marshall Islands or elsewhere against any pdmson
an offense with which the currency is connectetesmand until the proceedings relating to theveeie
application or the proceedings for the offense Haen concluded.

8172. Application for confiscation order.

(1)Where a person is convicted of a serious offaifieeCommissioner or Attorney-General may, narlat
than six (6) months after the conviction, applytte High Court for the following order:

(a) a confiscation order against property thaaistéd property in respect of the offense.

(2) An application under Subsection (1) may be madespect of one or more than one offense.

(3) Where an application under this Section islfindetermined, no further application for a conéifon
order may be made in respect of the offense fockvtiie person was convicted without the leave @f th
High Court. The High Court shall not give such leawless it is satisfied that:

(a) the property to which the new application retatvas identified after the previous applicatiors wa
determined,;

(b) necessary evidence became available afteréwops application was determined; or

(c) itis in the interest of justice that the neppkcation be made.

8173. Notice of application.

(1) Where the Commissioner or Attorney-General iggdbr a confiscation order against property in
respect of the person’s conviction of a seriousrse:

(a) the Commissioner or Attorney-General must giodess than fourteen (14) days written noticenef t
application to the person and to any other perdomtive Commissioner or Attorney-General has reason
to believe may have an interest in the property;

(b) the person and any other person who claimatanest in the property may appear and adduce
evidence at the hearing of the application; and

(c) the High Court may, at any time before thelfatetermination of the application, direct the
Commissioner or Attorney-General to:
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(i) give notice of the application to any personowim the opinion of the High Court, appears toeham
interest in the property;
(i) publish in a newspaper published and circalgin the Marshall Islands, a notice of the appidca

174. Confiscation order on conviction.

(1) Where upon application by the Commissioner ttoraey-General, the High Court is satisfied that
property is tainted property in respect of a sexioffiense of which a person has been convicted, or
person charged who dies or absconds, the High @maytorder that specified property be confiscated.
(2) In determining whether property is tainted pndp the High Court may infer, in the absence of
evidence to the contrary:

(a) that the property was used in or in conneatrith the commission of the offense if it was in the
person’s possession at the time of, or immediatigr the commission of the offense for which the
person was convicted; and

(b) that the property was derived, obtained orizedlas a result of the commission of the offehgenas
acquired by the person before, during or withieaspnable time after the period of the commissidheo
offense of which the person was convicted, andHilge Court is satisfied that the income of thatsper
from sources unrelated to criminal activity of tharson cannot reasonably account for the acaqunsit
that property.

(3) Where the High Court orders that property, othan money, be confiscated, the High Court shall
specify in the order the amount that it considerke the value of the property at the time wherotier
is made.

(4) In considering whether a confiscation ordensthdoe made under Subsection (1) of this Secthun, t
High Court shall have regard to:

(a) the rights and interests, if any, of third panvners of the property, provided the third pasyablishes
no unlawful involvement or benefit from the trartsae in which the person convicted was involved;
(b) the gravity of the offense concerned;

(c) any hardship that may reasonably be expectbd tmused to any victim or third party by the afien
of the order, provided the victim or third partyadgishes no unlawful involvement or benefit frome t
transaction in which the person convicted was wedj and

(d) the use that is ordinarily made of the propestythe use to which the property was intenddaktput.
(5) Where the High Court makes a confiscation gridter High Court may give such directions as are
necessary or convenient for giving effect to thaeor

§175. Effect of confiscation order.

(1) Subject to Subsection (2) of this Section, rgteeCourt makes a confiscation order against any
property, the property vests absolutely in the Répwf the Marshall Islands by virtue of the order

(2) Where property ordered to be confiscated issteged property:

(a) the property vests in the Republic of the Malidislands in equity, but does not vest in the titdis of
the Marshall Islands at law until the applicablgiseration requirements have been complied with;

(b) the Republic of the Marshall Islands is enditte be registered as owner of the property;

(c) the Commissioner or Attorney-General has poebehalf of the Republic of the Marshall Islanals t
do or authorize the doing of anything necessamgoarenient to obtain the registration of the Rejoutf
the Marshall Islands as owner, including the exeautf any instrument to be executed by a person
transferring an interest in property of that kind.

(3) Where the High Court makes a confiscation oedginst property:

(a) the property shall not, except with the leaf/the High Court and in accordance with any diiatsi of
the High Court, be disposed of, or otherwise detl, by or on behalf of the Republic of the Marsha
Islands before the relevant appeal date; and

(b) if, after the relevant appeal date, the ordey ot been discharged, the property may be didpiise
and the proceeds applied or otherwise dealt witicoordance with the direction of the Commissiaret
Attorney-General.

8176. Payment instead of a confiscation order.

- 180 -



ANNEX 4

(1) Where the High Court is satisfied that a cardtgon order should be made in respect of the prppé
a person convicted of a serious offense, but tieaptoperty or any part thereof or interest thecaimnot
be made subject to such an order and, in particular

(a) cannot, on the exercise of due diligence batémk;

(b) has been transferred to a third party in cirstamces which do not give rise to a reasonablesnée
that the title or interest was transferred for phiepose of avoiding the confiscation of the progert

(c) is located outside of the Marshall Islands;

(d) has been substantially diminished in valuesadered worthless; or

(e) has been commingled with other property thahoabe divided without difficulty the High Court
may, instead of ordering the property or part thkeoe interest therein to be confiscated, ordemtieson
to pay to the Marshall Islands an amount equai¢ovalue of the property, part or interest.

§177. Application of procedure for enforcing fines.

(1) Where the High Court orders a person to pagraount under Section 176, that amount shall be
treated as if it were a fine imposed upon him ariheespect of a conviction for a serious offerag] the
High Court shall;

(a) Where a person is convicted of any of the affsrspecified in Subsection (1), in the case aftaral
person, such person shall be liable to imprisonrfard term of imprisonment not exceeding twen®) (2
years or a fine not exceeding $2,000,000, or kaott,in the case of a body corporate five (5) tismeh a
fine or double the amount of money involved in diffense scheme, which ever is greater.

(b) direct that the term of imprisonment imposetspant to Subsection (a) be served consecutiveiypyo
other form of imprisonment imposed on that persworihat the person is then serving.

8178. Immunity where suspicious transaction reporte.

No action, suit or other proceedings shall lie aglaany financial institution or cash dealer, oy afficer,
employee or other representative of the instituioting in the ordinary course of the person’s
employment or representation, in relation to anipadaken in good faith by that institution or pen
pursuant to this Act.

8179. Immunity where official powers or functions gercised in good faith.

No suit, prosecution or other legal proceedingdl $baagainst the Government, or any officer dneat
person in respect of anything done by or on bejfaliat person, with due diligence and in goodhfaiit
the exercise of any power or the performance offangtion under this Act or any rule of order made
thereunder. (P.L. 2000-20)

8180. Currency Transaction Reports

The Commissioner of Banking may prescribe a remrdhat requires a financial institution or cash
dealer involved in a transaction for the paymeateipt or transfer of currency to file a reporttba
transaction with the Commissioner’s office and ectiland maintain supporting documentation pertginin
to such transaction. The requirements for a whamrncy transaction report must be filed may idelu
but are not limited to, a currency transaction thateeds $10,0000r involves multiple transactitaien

by or on behalf of a single person within a 24 hpeniod and, when aggregated, exceeds $10,000. The
Commissioner of Banking may also prescribe underdgulation the right to exempt certain transastjo
including a class of transactions, from the filneguirement by the use and maintenance of an ei@mpt
registry by financial institutions and cash dealétee Commissioner has the authority to revoke any
exemption granted under the regulation. (P.L. 209p-

§181. Assessment of Civil Money Penalties

(1) In addition to any criminal penalties or fireagthorized by Part Xlll of the Banking Act, 1983ach
financial institution and cash dealer, and anyngartdirector, officer, employee, or person pagpating in
the conduct of the affairs of the financial indiibn or cash dealer who violates any provision aft KXIlI,
or any regulation promulgated by the Banking Consinizer implementing any provision of Part XIll
shall be liable for a civil money penalty of not mahan$10,000 per violation.
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(2) Collection: The Banking Commissioner shall reft violations under subsection (1) above to the
office of the Attorney-General for enforcement @edings in the High Court of the Republic of the
Marshall Islands; and (a) all monies collected urtde authority of this paragraph shall be depdsitéo
the Treasury of the Republic.

(3) The resignation, termination of employmentesntination of participation in the affairs of angrmer,
director, officer, employee, or person participgtin the conduct of the affairs of a financial ington or
cash dealer shall not affect the jurisdiction & tourt to issue judgement against such persontity e
within six years of their resignation, terminatioinremployment or termination of participation ireth
affairs of the financial institution or cash dealer

(4) The Banking Commissioner may prescribe reguhatiestablishing criteria and procedures not
inconsistent with these provisions as may be nacg$s carry out the provisions of this Part XIII.
(P.L. 2002-59)(sections 66 to 82 re-numbered tdaranwith style and format of the Code. Subsection
(4) herein was incorrectly numbered as (5) in R002-59)

§182. Effective Date

This Act shall take effect in accordance with Adi¥/|, Section 21 of the Constitution. (Section® 1683
re-numbered to accommodate new provisions andrtiooo to new Code format P.L. 2002-59(Rev2003)
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Anti-Money Laundering Regulations, 2002

BANKING ACT

The Banking Commissioner pursuant to Section 18heBanking Act, 17 MIRC, Chapter 1, as
amended, hereby makes Regulations in respect tensatlated to Anti-Money Laundering and
Countering the Financing of Terrorism. .

Section 1. Persons associated with or who contrfshancial institutions and cash dealers.

(a) Each financial institution and cash dealerlstahtify, obtain the requisite information, retai

records and file with the Banking Commissioner repregarding persons affiliated with or who
own or control the financial institution and castakér to the extent and in the manner required by
this Section 1.

(b) Definitions. For the purposes of these Retria:

(1) Act - means the Banking Act, 17 MIRC, Chagiter
(2) Acting in concert — means knowing participatiora joint activity or parallel action towards a
common goal of acquiring control of a financialtingion or cash dealer, whether or not
pursuant to an express agreement;
(3)Attorney-General - means the Attorney-Genergbapted pursuant to the Constitution of the
Republic of the Marshall Islands;
(4) Banking Commissioner - means the Banking Corsimiiger appointed under the Act;
(5) Batch transfers — means a transfer comprisednoimber of individual wire transfers that are
being sent to the same financial institutions,hay/may not be ultimately intended for different
persons;
(6) Beneficial owners — means the beneficiary dimee in the Trust Act, 50 MIRC, Chapter 1,
(7) Control — means:
(i) the power, directly or indirectly, to directehmanagement or policies of a financial
institution or cash dealer; or
(ii) to vote 10% or more of any class of voting @aof a financial institution or cash
dealer;

(8) Cross-border transfer - means any wire trangfare the originator and beneficiary
institutions are located in different jurisdiction$his also refers to any chain of wire transfers
that has at least one cross-border element;
(9) Domestic transfers - means any transfer wheretiginator and beneficiary institutions are
located in the same jurisdiction. This refersrg ahain of wire transfers that takes place entirel
within the borders of a single jurisdiction, evaonugh the system used to effect the wire transfer
may be located in another jurisdiction;
(10)“Financial institution and cash dealer” medresfinancial institution and cash dealer as
defined in the Act;
(11) Identify — means to ascertain the full nantglrass, nationality occupation/business or

principal activity;
(12) Institution affiliated party — means any dic officer, employee or person who:

() owns or controls a financial institution cash dealer, or

(i) participates in the conduct of the affairsadfinancial institution or cash dealer;

(13) Intermediary - means a person relied on bgantial institution or cash dealer to perform
some of the elements of the CDD process or todoire business to the financial institution or
cash dealer;

(14) Legal arrangement - refers to express tustgher similar arrangements, i.e. fiducie,
treuhand and fideicomiso;
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(15) Legal persons - refers to bodies corporatgmdations, anstalt, partnerships, or associations,
or any similar bodies that can establish a permanestomer relationship with a financial
institution or otherwise own property;

(16) Politically exposed person - means any pevgaomis or has been entrusted with a prominent
public function in a foreign country, including,ttnot limited to Heads of State or of
government, senior politicians, senior governmjgmdiicial or military officials, senior executives
of state-owned companies, and important politieatypofficials. Family members and close
associates who have business relationships withpaisons are also included herein;

(17) Settlors - means the settlor as definedenmtust Act, 50 MIRC, Chapter 1;

(18) Shell Bank — means a bank that has no phygieaknce in the country in which it is
incorporated and licensed, and which is unaffitlatéth a regulated financial services group that
is subject to effective consolidated supervision;

(19) Trustee - means a person performing functimer Part 1l of the Trusts Act, 50 MIRC,
Chapter 1;

(20) Wire transfers - means any transaction caoigdn behalf of an originator person (both
natural and legal) through a financial institutljnelectronic means with a view to making an
amount of money available to a beneficiary perdanather financial institution. The originator
and beneficiary may be the same person.

(c) Recordkeeping. Each financial institution @agh dealer shall

(1) adopt a methodology by which it will identifif persons who, acting alone or in concert with
one or more persons, owned or controlled the filgntstitution or cash dealer at any time
during the immediately preceding calendar year;

(2) adopt a methodology by which it will ascertaihether any institution affiliated party has
been convicted of any offense involving dishonelstgach of trust or money laundering; and

(3) record the information gathered pursuant te sibsection (c) (1) and (2) in a report no later
than thirty (30) days following the end of the year

(d) The compliance officer, as designated by eantial institution or cash dealer pursuant to
Section 2 (Internal Policies, Procedures, Poli@desl, Training), shall certify that the information
collected and retained by the financial institutmrcash dealer pursuant to subsection (c)(3) is
true and accurate.

(e) Reporting — ownership/control reports.

(1) Information regarding ownership and controfin&ncial institutions and cash dealers shall be
reported by completing an Ownership/Control Refmrn (OCR) pursuant to the OCR'’s instructions,
and collecting and maintaining supporting documi@riaas required by paragraph (c) of this Section
1.
(2) The OCR shall be filed with the Banking Comruser, as indicated in the instructions to the
OCR.

(3) The OCR shall be filed annually, no later thgrFebruary 1.

() Retention of Reports. Each financial institatior cash dealer shall retain a copy of all reports
together with any supporting documentation requingthis Section 1 for a period of six (6)
years from the date the report is filed with theaEBag Commissioner.

Section 2. Internal Policies, Procedures, Contrsland Training

Section 2A: Internal Policies, Procedures, Contrartsl Training

2A.1 Financial institutions and cash dealers mdepaand implement internal policies, procedures,
and controls to ensure compliance with these Régoka
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2A.2  Financial institutions and cash dealers rdesignate a compliance officer at the management
level. The compliance officer and other appropritaff should have timely access to customer
identification data and customer due diligence (GDibrmation, transaction records, and any other
relevant information. The compliance officer shibbiave the authority to act independently and ponte
to senior management above the compliance officexss reporting level or the board of directors or
equivalent body.

2A.3  Financial institutions and cash dealers shaualgliaint themselves with relevant information on
the prevention of money laundering and terrorisaiiicing.

2A.4  Financial institutions and cash dealers musnhiain an adequately resourced and internal or
independent audit function to test compliance (idtlg sample testing) with these policies, proceslur
and controls.

2A.5 Financial institutions and cash dealers matgt#ish ongoing employee training to ensure that
employees are kept informed of new developmentidmg information on current money laundering
and terrorist financing techniques, methods anttiseand that there is a clear explanation ofsglkats
of money laundering and terrorist financing lawd abligations, and in particular, requirements
concerning CDD and suspicious activity reporting.

2A.6  Financial institutions and cash dealers mstgt#ish screening procedures to ensure appropriate
standards when hiring employees.

2A7 Financial institutions and cash dealers rhast a centralized system for maintaining recofds o
the information on the identity of customers, pifiat beneficiaries, authorized agents, beneficiaters,
suspicious transactions and transactions exce&d®@00 or its equivalent in a foreign currency.

Section 3. Risk-Based Customer Due Diligence (Cp
Section 3A: Definition of Risk-based Customer Mikgence

3A.1 CDD includes:

identification of customers, including beneficiavrers of the formal customer;
gathering of information on customers to creatasiamer profile;

application of acceptance policies to new customers

maintenance of customer information on an ongoasish

monitoring of customer transactions; and

rules on wire transfers and correspondent banking.

~eooooTp

3A.2 CDD must be applied on a risk basis, wimakst include enhanced CDD for higher risk customers
and “politically exposed persons” and may incluitepdified CDD for lower risk customers.

3A.3 CDD must be applied to existing customershe basis of materiality and risk, and CDD musst b
conducted on such existing relationships at mattmes.

3A.4 CDD must be applied to any existing custantieat have anonymous accounts or accounts in
fictitious names.

Section 3B: Identification of Customers

3B.1 Financial institutions and cash dealers maykaep anonymous accounts or accounts in obviously
fictitious names.

- 185 -



ANNEX 4

3B.2 Financial institutions and cash dealers maostiee that they know the true identity of their
customers. Customers include persons who arel{orseek to be):
a. in abusiness relationship (“business relationghip”
b. engaged in one or more occasional transactions thiectotal value of the transactions exceeds
$10,000 (“threshold occasional transaction”);
c. carrying out wire transfers as provided in SecB8oh(“wire transfer”); and
d. engaged in any business or transaction in anyriostevhere there is a suspicion that the
person is involved in money laundering or terrdiirsancing (“suspicious activity”) with the
financial institution and cash dealer.

3B.3 In order to ensure proper customer identificatthe financial institution and cash dealer must
identify and verify the identity of the customeraaty time that:

a. the person applies for a business relationship;

b. the person seeks to engage in a threshold occhsiansaction;

C. the person seeks to carry out a wire transfer;

d the person engages in a suspicious activity; and

e where doubts have arisen as to the veracity oruadsygpf previously obtained identification

data on the person.

3B.4 For customers who are physical persons, ttamfiial institution and cash dealer must verify
identity required using reliable, independent sewtecuments, data, or informatias provided for in
Schedule 1 of these Regulations

3B.5 For customers who are legal persons or legahgements, the financial institution and casHettea
must obtain and verify:
a. the customer’'s name and legal form, including btaimliing proof of incorporation or similar
evidence of establishment or existence (such asaihstrument);
b. the names and addresses of members of the cussoroatiolling body (such as directors or
trustees);
c. legal provisions that set out the power to bindahstomer;
d. legal provisions that authorize persons to actedrali of the customer; and
e. the identity of the physical person purporting ¢ @n behalf of the customer, using source
documents as provided in Section 3B.4.

3B.6 Legible file copies must be made and retaofatie relevant identification data, account filasd
business correspondence for at least six yeamfioly the termination of an account or business
relationship (or longer if requested by the Banki@mmissioner).

3B.7 Financial institutions and cash dealers mostiee that all customer and transaction records are
available on a timely basis to the Banking Comroissi upon request.

Section 3C: Determination of Beneficial Ownerlod Customer

3C.1 The financial institution and cash dealer maist reasonable measures to determine if a custome
is acting on behalf of one or more beneficial owndrf so, the financial institution and cash dealeould
take reasonable steps to verify the identity ofttbeeficial owner by using relevant informatiordata
obtained from a reliable source such that the firmmnstitution and cash dealer is satisfied thehows

the identity of the beneficial owner.

Financial institutions and cash dealers must obtdiormation on the intended purpose and intended
nature of the business relationship.

3C.2 For life and other investment-linked insurarhe beneficiary under the policy must be ideedifi
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and verified.

3C.3 For public companies (or other legal pessamiegal arrangements) quoted on an exchange
regulated by the Banking Commission, and certaimnesident public companies subject to adequate
regulatory disclosure requirements and quoted foneign exchange approved for this purpose by the
Banking Commission that is subject to adequatersigien in a jurisdiction that is implementing
effectively the FATF 40 and FATF 9 Special Recomdagions, no further identification is necessany. |
determining if there has been effective implemémiain the jurisdiction, financial institutions adsh
dealers should take into account the informaticalalle on whether these countries adequately apply
FATF 40 and FATF 9 Special Recommendations, indigity examining the reports and reviews
prepared by the Financial Action Task Force, Iriéaomal Monetary Fund, and World Bank publications.

3C.4 For other customers that are legal persotegal arrangements, the financial institution aashc
dealer must take reasonable measures to undetb&pdnership and control structure of the customer
including the ultimate natural person(s) who ownsantrols a legal person, including natural pesson
with a controlling interest as described in thistim.

3C.5 With respect to companies, limited partnestdapsimilar arrangements, identification should be
made of each natural person that
a. owns directly or indirectly 10 percent or moretloé vote or value of an equity interest in; and
b. exercises management of

the company, limited partnership or similar arrangat.

3C.6 With respect to a trust or similar arrangem@adentification should be made of the settlor(s),
trustee(s), and beneficiaries whose vested intexd€t percent or more of the value of the truspas.

3C.7 In determining indirect ownership of equiitterests,

a. an equity interest held by a company, limited parthip, or similar arrangement and by a trust
should be considered as being owned proportionbielis shareholders, partners, or vested
beneficiaries; and

b. an equity interest held by a family member shodabnsidered as also being owned, in its
entirety, by each family member (family memberdude brothers, sisters, whether by the
whole or half blood, spouse, ancestors, and lidestendants).

3C.8 Legible file copies must be made and rethif the relevant identification data, accourgsfiand
business correspondence for at least six yeamfinly the termination of an account or business
relationship (or longer if requested by the Bank@mmissioner ).

3C.9 Financial institutions and cash dealerstransure that all customer and transaction recmels
available on a timely basis to the CommissionéBanfiking upon request.

Section 3D: Delayed Verification

3D.1 Financial institutions and cash dealers mapyaw the Banking Commission for authorization to
delay completion of the customer identificationgass in Section 3B.3 a. and 3B.3 b. And Section 3C.
Permission will be granted by the Banking Commissoly if the financial institution and cash dealer
presents a procedure that complies with this Sectio

3D.2  Financial institutions and cash dealers medsiydverification only if: verification occurs asan

afterwards as reasonably practical, the delayssra&l to not interrupt the normal course of bess) and
the money laundering and terrorist financing riakes effectively managed.
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Examples of situations where it may be essentiioimterrupt the course of the normal conduct of
business can be found in Appendix 1 Part A of tiiesgulations.

3D.3 Procedures to manage risk concerning delaystwmer identification should include a set of
measures such as a limitation of the number, tgpdfr amount of transactions that can be performed
and enhanced monitoring of large and complex tidimses being carried out outside of the expected
norms for that type of relationship.

Section 3E: Establishment of Customer Profile

3E.1  Afinancial institution and cash dealer mustte a profile for each customer of sufficienadet
to enable it to implement the CDD requirementsheke Regulations. The customer profile should be
based upon sufficient knowledge of the custometuiing the customer’s proposed business with the
financial institution and cash dealer, and whemessary, the source of customer funds.

Section 3F: Reliance on Intermediaries

3F.1 Financial institutions and cash deateay apply to the Banking Commission for authororat
to rely on intermediaries such as trust and comganyice providers to perform the duties in Sec8Bn
and 3C of this Regulation. Permission will be gedrby the Banking Commission only if the financial
institution and cash dealer presents a plan ofriatgolicies and practices that comply with théctgon.

3F.2 Financial institution and cash dealers miyupon intermediaries that are also financial
institutions and cash dealers (other entitiesdmasubject to supervision by the Banking Commissio
under this Regulation).

3F.3  Financial institution and cash dealers mayupbn non-resident intermediaries if the financial
institution and cash dealer is satisfied that bl tparty is adequately regulated and superviselchas
measures in place to comply with the CDD requirehénthis Regulation.

Financial institutions and cash dealers must hsfidt that a non-resident intermediary is subject
money laundering and terrorist financing policiemparable with the FATF 40 and FATF 9 Special
Recommendations. They must be satisfied that ther@gident intermediary is subject to licensing and
supervision to enforce those policies, and haveeh subject to any material disciplinary actiaat ttalls
into question its execution of those policies. dricial institutions and cash dealers must ensatentin-
resident intermediaries are located in a jurisditthat is implementing effectively the FATF 40 and
FATF 9 Special Recommendations. In making thismheination, financial institutions and cash dealers
should take into account the information availaieapplication and adequacy of implementation ef th
FATF 40 and FATF 9 Special Recommendations toieatih individual countries.

3F.4 In each instance of reliance on intermediatiesfinancial institution and cash dealer must
immediately obtain from the third party the infortina required in Section 3B and 3C.

While it is not necessary to obtain copies of tlEDClocumentation from the intermediary, financial
institutions and cash dealers must take adequepe &b satisfy themselves that copies of identibca
data and other relevant documentation relatingeartformation obtained under Section 3F.3 will be
made available without delay, if requested.

3F.5 Financial institutions and cash dealers may ngtupbn intermediaries identified by the Banking
Commission as non-complying with the FATF 40 and’'FA Special Recommendations, or
intermediaries for whom the financial institutiomdacash dealer have independent credible reason to
believe are not complying with the FATF 40 and FAABpecial Recommendations.
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3F.6  The ultimate responsibility for implementatiofithe customer due diligence requirements of
these Regulations remains with the financial ingtih and cash dealer.

3F.7 The requirements of this Section do notyafgpoutsourcing or agency relationships, i.e. rehtbhe
agent is acting under a contractual arrangemehttivi financial institution or cash dealer to cany its
CDD functions.

3F.8 The requirements of this Section do notyafgpbusiness relationships, accounts, or trafmast
between financial institutions and cash dealersHeir clients.

Section 3G: Acceptance of New Customers

3G.1 Financial institutions and cash dealers shoatdiccept as customers those persons whose
identity and beneficial owner as required in 3B, @ad 3D cannot be assured or for whom sufficient
information to form a customer profile cannot béhgaed. In such cases, financial institutions ecaxsh
dealers should determine if they should file a misps activity report.

3G.2 Itis important that the policy on acceptaotaew customers is not so restrictive that it itssn
a denial of access by the general public to firsrsgrvices, especially for people who are findhca
socially disadvantaged.

Section 3H: The Maintenance of Customer Informmatin an Ongoing Basis

3H.1  Financial institutions and cash dealers ma#tay and maintain customer information on an
ongoing basis. Documents, data, or informatiotect#d under the CDD process should be kept up to
date and relevant by taking reviews of existingrds at appropriate times, particularly for highiek
categories of customers or business relationships.

Section 3I: Ongoing Monitoring of Customer Trargats

3.1 Financial institutions and cash dealers mustitor ongoing customer transactions. Monitoring
must include the scrutiny of customer transactiorensure that they are being conducted accorditiget
financial institution and cash dealer’s knowled§éhe customer and the customer profile, and where
necessary, the source of funds, and may includieEamined limits on amount of transactions ane typ
of transactions.

3.2 Financial institutions and cash dealers rmpagtspecial attention to all complex, unusual large
transactions, or unusual pattern of transactioatshtve no visible economic or lawful purpose. aRitial
institutions and cash dealers must examine asfpossible the background and purpose of such
transactions and set forth their findings in watinFinancial institutions and cash dealers musplaich
findings available for examination by the Bankingn@nission, auditors, and any other competent
authorities, for a minimum of six years. In sudse&s, financial institutions and cash dealers shoul
determine if they should file a suspicious activiport.

Section 3J: Termination of Customer Relationship

3J.1 If the financial institution and cash dealas hlready commenced a business relationship and is
unable to comply with the CDD required for a custonit should terminate the customer relationshigh a
determine if it should file a suspicious activigport.

Section 3K: Enhanced CDD for Higher Risk Custonaerd Politically Exposed Persons
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3K.1 Financial institutions and cash dealers mpptyaenhanced CDD for customers that are likely to
pose a higher risk of money laundering or terrdigtncing (“enhanced CDD”). Enhanced CDD should
include reasonable measures to establish the sofiveealth and source of funds of customers and
beneficial owners identified as higher risk custesrand politically exposed persons.

Enhanced CDD should be applied to customers anefibit owners identified as higher risk customers
and politically exposed persons at each stageeo€iDD process.

Examples of higher risk customers and politicakp@sed persons can be found in Appendix 1 Part B of
these Regulations. The definition of politicallypesed person is in Section 9 of these Regulations.

3K.2  No customers and beneficial owners identifisdhigher risk customers and politically exposed
persons should be accepted as a customer unlesfoamember of the financial institution and cash
dealer's management has approved.

3K.3 Where a customer or beneficial owner has laeeepted and the customer or beneficial owner is
subsequently found to be, or subsequently becorhaghar risk customer or politically exposed person

financial institutions and cash dealers must olgaimor management approval to continue the busines
relationship.

3K.4 Where financial institutions and cash desade in a business relationship with a higher risk
customer or a politically exposed person, they mastluct enhanced ongoing monitoring of that
relationship.

3K.5 Financial institutions and cash dealers rmpusin place appropriate risk management systems t
determine whether a potential customer or the li@akbwner is a high risk customer or a politigall
exposed person.

Section 3L: Simplified CDD for Lower Risk Custorser

3L.1 Financial institution and cash dealers mpply to the Banking Commission for authorization t
apply reduced or simplified customer due diligepecedure. Permission will be granted by the Bagpki
Commission only if the financial institution andsbadealer presents a procedure that complies igh t
Section.

3L.2 In general, customers must be subjectddut range of CDD measures as provided in this
Regulation, including the requirement to identtig tbeneficial owner. Where the risk of money
laundering and terrorist financing is lower and vehiaformation on the identity of the customer &mel
beneficial owner of the customer is publicly avidiéa or where adequate checks and controls exist in
national systems, in such circumstances it woultebsonable for financial institutions and casHatea
to apply simplified or reduced CDD measures whemtidying and verifying the identity of the custome
or beneficial owner.

3L.3 Simplified or reduced CDD measures wherliagpo customers that are residents in another
country is limited to countries that are in comptia with and have effectively implemented the FAMDF
and FATF Special 9 Recommendations.

3L.4 Simplified or reduced CDD measures areaggkptable whenever there is a suspicion of money
laundering, terrorist financing, or specific highisk scenarios.

Examples of lower risk customers are to be foun8ippendix 1 Part C of this Regulation.

Section 3M: Policies and Procedures on Wire Temssf
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3M.1  Financial institutions and cash dealers mosuee that all persons ordering wire transfersinbta
and maintain full originator information, and verthat the information is accurate and meaningful.

3M.2  Full originator information includes:

a. the name of the originator;

b. the originator’s account number (or a unique refeeenumber if there is no account number);
C. the originator’s address; and

d. the originator’s identification card number.

3M.3  For cross-border wire transfers (includingcbatansfers and transactions using a credit ot deb
card to effect a funds transfer), the orderingrfial institution and cash dealer should be regiioe
include full originator information in the messagepayment form accompanying the wire transfergpkc
in the circumstances provided below for batch fienss

3M.4  For domestic wire transfers (including trarigars using a credit or debit card as a payment
system to effect a money transfer), the orderingrftial institution and cash dealer must inclutleesi

a. full originator information in the messagepayment form accompanying the wire
transfer, or
b. only the originator’'s account number or, véheo account number exists, a unique

identifier, within the message or payment form.

3M.5 Section 3M.4 b may be used only if full origiar information can be made available to the
beneficiary financial institution and cash dealed she Banking Commission within three working days
of receiving a request.

3M.6 If a cross-border wire transfer is containéthin a batch transfer and is sent by a financial
institution and cash dealer, it may be treated danaestic wire transfer provided the requiremeots f
domestic wire transfers are met.

3M.7  The financial institution and cash dealeridti@nsure that non-routine transactions are not
batched where this would increase the risk of mdaedering or terrorist financing.

3M.8 Each intermediary in the payment chain showddntain all the required originator information
with the accompanying wire transfer.

3M.9 Financial institutions and cash dealers maply to the Banking Commission for authorization t
exempt wire transfers below $ 3,000 from the rezmagnts of Section 3M.3 and 3M.4. Permission véll b
granted by the Banking Commission only if the ficiahinstitution or cash dealer presents a proaadur
that complies with this Section.

3M.10 Beneficiary financial institutions and cashatérs must identify and handle wire transfers dnat
not accompanied by complete originator informatarthe basis of perceived risk of money laundering
and terrorist financing. Procedures to addressettases should include the financial institugiod cash
dealer first requesting the missing originator infation from the financial institution and cash ldeghat
sent the wire transfer. If the missing informatismot forthcoming, the financial institution acash
dealer should consider whether, in all the circameats, the absence of complete originator infoonati
creates or contributes to suspicion about the tramesfer or a related transaction. If the wirasfar is
deemed to be suspicious, then it should send acsusp activity report to the Banking Commissidn.
addition, the financial institution and cash deahaty decide not to accept the wire transfer. In
appropriate circumstances, beneficiary financigifutions and cash dealers should consider résgior
terminating business relationships with finanamstitutions and cash dealers that do not complly thiis
Section.
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Section 3N: Policies and Procedures on Cross B&@daespondent Banking and Similar Relationships

3N.1  Correspondent banking is defined as the pi@mvigy one bank (the correspondent) to another
bank (the respondent) of credit, deposit, collegtaearing or payment services.

3N.2  Banks must develop and implement policies@ndedures concerning correspondent banking.
In order to provide correspondent banking serviadsgmnk must first assess the respondent’s controls
against money laundering and terrorist financing éetermine that they are adequate and effective.

do so, banks must gather sufficient informationudlvespondent banks to understand their businaks an
determine from publicly available information theputation of the institution, quality of supervisjand
whether it has been subject to a money launderingrmrism financing investigation or regulatory
action. A bank should, in general, establish attiome a correspondent relationship with a fordagnk
only if it is satisfied that the bank is effectiyedupervised by the relevant authority. In pattgua bank
should not establish or continue a correspondamkibg relationship with a bank incorporated in a
jurisdiction in which the bank has no presencewhith is unaffiliated with a regulated financiabgp

(i.e. a shell bank).

3N.3  The information to be collected may includgt, ils not limited to, details about the respondent
bank’'s management, major business activities, wihésdocated, its money laundering and terrorist
financing prevention efforts, the system of bargutation and supervision in the respondent bank’s
country and the purpose of the account.

3N.4 A bank should pay particular attention whernmagning a correspondent banking relationship
with banks incorporated in jurisdictions that da meeet international standards for the preventfon o
money laundering and terrorist financing. Enhardheg diligence will generally be required in such
cases, including obtaining details of the benédfimenership of such banks and more extensive
information about their policies and procedureprivent money laundering and terrorist financing.

3N.5 A bank must develop and implement policies pmotedures concerning the ongoing monitoring
of activities conducted through such correspondenbunts.

3N.6  Particular care should also be exercised wiherbank’s respondent allows direct use of the
correspondent account by third parties to transasiness on their own behalf (i.e. payable—through
accounts). A bank must be satisfied that the mesgat bank has performed the customer due diligence
required in these Regulations for those custoniatshiave direct access to the accounts of the
correspondent, and that the respondent is abletide relevant customer identification informatiom
request of the correspondent.

Non face-to-face transactions and new technologies

3N.7  Financial institutions and cash dealers egeiired to have policies in place and take such
measures as are needed to prevent the misuseéhnbtegical developments in money laundering or
terrorist financing schemes.

3N.8 Financial institutions and cash dealers agaired to have policies and procedures in place to
address specific risks associated with non fadaeee business relationships or transactions. These
policies should apply when establishing customiatimnships and when conducting ongoing due
diligence. This should include specific and effeetCDD procedures that apply to non face-to-face
customers.

Shell Banks

3N.9 Itis not permissible to establish or acchptdperation of a shell bank in the Marshall Iskand
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3N.10 Financial institutions and cash dealers masenter into correspondent banking relationships
with shell banks.

3N.11 Financial institutions and cash dealers matisfy themselves that respondent financial usins
and cash dealers in a foreign country do not pahmit accounts to be used by shell banks.

Section 4. Transactions, Recordkeeping.

(a) Every financial institution and cash dealerlistegain records regarding all transactions to the
extent and in the manner required by this Section 4

(b) For the purposes of this Section 4, a transads:

a purchase, sale, loan, pledge, gift, transfeiyeksi, or other disposition, of assets, and inctude
deposit, credit, withdrawal, debit, transfer betwaecounts, exchange of currency, loan, extendion o
credit, purchase or sale of any stock, bond, eeaté of deposit, or other monetary instrument or
investment security, purchase or redemption ofteayeler’'s check or money order, payment or order
for any money remittance or transfer, or any offsmment, transfer, or delivery by, through, or to a
financial institution or cash dealer, by whateverams effected

(c) Recordkeeping — All financial institutions acash dealers shall retain records necessary to
reconstruct all transactions and sufficient to tdgn
(1) the name, address and occupation/businessnoigal activity of each person conducting or
involved in a transaction or on whose behalf agaation is conducted;
(2) the identity of all financial institutions amdsh dealers involved;
(3) the nature and date of the transaction, togetith all advices, requests, or instructions gieen
received;
(4) the type and identification numbers of all agus involved;
(5) the type and amount of currency involved, if;an
(6) if a negotiable instrument other than curreimeplved
(i) the name of the drawer
(i) the name of institution on which it is drawn
(i) the name of the payee, if any;
(iv) amount and date of the instrument
(v) the number of the instrument, if any; and
(vi) details regarding all endorsements appearmthe instrument; and
(7) name(s) of officers, employees and agent(s)naetthod(s) used to verify the information required
by this subsection (c).

(d) Each financial institution or cash dealer shalladdition to the records in Subsection (chiret
the following:

(1) Each check, clean draft, or money order drawthe bank or issued and payable by it, exceptthos
drawn for $100 or less or those drawn on accouhtswcan be expected to have drawn on them an
average of at least 100 checks per month overalemdar year or on each occasion on which such
checks are issued, and which are:

(i) dividend checks,

(ii) payroll checks,

(iii) employee benefit checks,

(iv) insurance claim checks,

(v) medical benefit checks,

(vi) checks drawn on government agency accounts,

(vii) checks drawn by brokers or dealers in semsjt

(viii) checks drawn on fiduciary accounts,
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(iX) checks drawn on other financial institutions,
(X) pension or annuity checks.

(2) Each item in excess of $100 (other than bamkggs or periodic charges made pursuant to
agreement with the customer), comprising a delat ¢castomer's deposit or share account, not redjuire
to be kept, and not specifically exempted, undeagraph (d)(1) of this section;

(e) Retention of records.
(1) A financial institution or cash dealer shall maintaither the original or a microfilm,
electronic or other copy or reproduction of alloets, documents, advice requests and
instructions regarding any transaction subjecteictiBn 4 recordkeeping requirements for a
period of six (6) years from the date of the coripteof the transaction; and
(2) all records shall be filed or stored in a igagkcoverable manner as to be accessible within a
reasonable time.

() Exemption. Nothing in this regulation shadl bonstrued as requiring the production of any
evidence of identity where there is a transactioa series of transactions taking place in the
course of a business relationship, in respect alme applicant has already produced
satisfactory evidence of identity.

Section 5. Reports of suspicious transactions.
(a) General.

(1) Every financial institution and cash dealerlistiie with the Banking Commissioner, to the exten
and in the manner required by this Section 5, @iSizis Activity Report (SAR) of any suspicious
transaction. A financial institution or cash deatey also file a SAR regarding any suspicious
transaction that it believes is relevant to thespiads violation of any law or regulation but whose
reporting is not required by this section.
(A) Where a financial institution or casher deaespects that any transaction or any other
activity could constitute or be related to terrbfisancing, terrorist acts, a terrorist organiaafi
an individual terrorist or to terrorist propertyetfinancial institution must report such suspidion
the Banking Commissioner within three working daf/$orming of such suspicion.
(2) For the purposes of reporting under this Sadhoa suspicious transaction is:
(a) atransaction which includes a purchase, kma, pledge, gift, transfer, delivery, or other
disposition, of assets, and includes a depositjtcrgithdrawal, debit, transfer between accounts,
exchange of currency, loan, extension of creditclpase or sale of any stock, bond, certificate of
deposit, or other monetary instrument or investnsentrity, purchase or redemption of any
traveler's check or money order, payment or ordeafly money remittance or transfer, or any
other payment, transfer, or delivery by, througttooa financial institution or cash dealer, by
whatever means effected; and
(b) which is conducted or attempted to be conduatedfinancial institution or cash dealer; and
(c) one which the financial institution or cash lde&nows, suspects or has reason to suspect that:
(i) involves funds or other assets derived fromgdl activity; or
(ii) was conducted or attempted to be conducted
(A) in order to hide or disguise funds or assetsvdd from illegal activities
(including, without limitation, the ownership, nedy source, location, or control
of such funds or assets); or
(B) as part of a plan to violate or evade any Maltdklands law or regulation or to
avoid any transaction reporting requirement undardiall Islands law or
regulation; or
(iii) involves a transaction or transactions which:
(A) is/are complex or unusual; or
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(B) present an unusual pattern; or

(C) has/have no apparent economic or lawful purparse

(D) is/are not the sort of transaction in which geyson or entity involved would
normally be expected to engage.

(b) Filing procedures

(1) A suspicious transaction shall be reporteddipgleting a SAR form pursuant to the SAR’s

instructions, and collecting and maintaining supipgrdocumentation as required by paragraph (c) of

this Section 5.

(2) The SAR shall be filed with the Banking Comriaser, as indicated in the instructions to the SAR.

(3) The SAR shall be filed no later than threew@yking days after the date of initial detection

by the financial institution or cash dealer of fatttat may constitute a basis for filing a SAR.
If no suspect was identified on the date of thect&n of the incident requiring the filing, a
financial institution or cash dealer may delaynfilia SAR for an additional thirty (30)
calendar days in order to identify a suspect. drase shall reporting be delayed more than
thirty three (33) calendar days after the dateniifal detection of a reportable transaction. In
situations involving violations that require immaidi attention, such as, for example, ongoing
money laundering schemes, the financial institutionash dealer shall immediately notify
the Banking Commissioner, or his designee, in amdib a later timely filing of the SAR.

(c) Retention of records. A financial institutionaash dealer shall maintain a copy of any SARifile
and the original or business record equivalenngfsupporting documentation for a period of
fifteen (15) years from the date of filing the SARupporting documentation shall be identified,
and maintained by the financial institution or cdslaler as such, and shall be deemed to have
been filed with the SAR. A financial institution cash dealer shall make all supporting
documentation available to the Banking Commissiwhany appropriate law enforcement
agencies upon request.

(d) Confidentiality of reports. Financial institoihs and cash dealers, its employees, officers,
directors, and agents shall not notify any pergoentity other than those authorized by law, of
the information, record or that an SAR has beepamed, or otherwise referred or furnished to
the Banking Commissioner, Attorney General, cotidampetent jurisdiction, or other lawfully
recognized person.

Section 6. Currency Transaction Reporting.

(a) Every financial institution and cash dealeristiatain the requisite information and file withet
Banking Commissioner reports of transactions imenay to the extent and in the manner herein
required.

(b) For the purposes of obtaining, information aggorting under this Section 6, a transaction in

currency is:

(1) a deposit, withdrawal, exchange of currencygther payment or transfer;
(2) involving currency of any country of a valuegter than US$10,000:
(i) in a single transaction; or
(i) in multiple transactions taken by or on belwdlfa single person within a 24 hour period when
aggregated.

(c) Prior to concluding any transaction in curreatiyfinancial institutions and cash dealers sbhthin
and verify the following information:

(1) the name, address, citizenship/residency statusal security number or passport number and
occupation/business or principal activity of eaehspn conducting or involved in a transaction or on
whose behalf a transaction is conducted;

(2) the nature and date of the transaction;

(3) the type and identification numbers of all agus involved;
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(4) the type and amount of currency involved, and
(5) name(s) of officers, employees and agent(s)aetthod(s) used to verify the information required
by this subsection (c).
(d) Verification — records to be examined. Finahiistitutions and cash dealers satisfy their irequent
to verify information required by Section 6(c) red®s by obtaining from and examining:
(1) from individuals - original official unexpiregiocuments bearing a photograph or reasonable
alternative;
(2) articles of incorporation, charters, or thejuwalents, or any other official documentation
establishing that it has been lawfully registered & in existence at the time of identificatiordan
which delineates the powers of their legal repreges; and
(3) the appropriate documentation for all persarig, or appearing to act in a representative aapa
including all the beneficiary(ies).
(e) Reporting — transactions in currency. Filinggedures.
(1) Information regarding transactions in currenoy otherwise exempted pursuant to subsection (g)
and (h) of this Section 6 shall be reported by detimg a Currency Transaction Report form (CTR)
pursuant to the CTR’s instructions, and collecang maintaining supporting documentation as
required by paragraph (c) of this Section 6.
(2) The CTR shall be filed with the Banking Comrivser, as indicated in the instructions to the CTR.
(3) The CTR shall be filed no later than ten (1@yking days after the date of transaction in cuzyen
() Retention of records. A financial institution cash dealer shall maintain a copy of any CTRifdad
the original or a microfilm, electronic or otherpgoor reproduction, or business record equivalént o
any supporting documentation of a CTR for a peabslix (6) years from the date of filing the CTR.
Supporting documentation shall be identified, araintained by the financial institution or cash
dealer as such, and shall be deemed to have bednvfth the CTR. A financial institution or cash
dealer shall make all supporting documentationlalks to the Banking Commissioner and any
appropriate law enforcement agencies upon request.

(g) Transactions eligible for exemption from filingport.
(1) A transaction to which a financial institutioncash dealer is party is also eligible for exeompif:
(i) the other party to the transaction is a gowent agency of the Marshall Islands; and
(ii) the amount of currency involved in the trartsait does not exceed an amount that is reasonably
commensurate with the lawful business activitiethaf agency.
(2) A transaction is eligible for exemption if ttransaction is between a financial institution aadh
dealer and another financial institution and ceesdiet; or
(3) A transaction is also eligible for exemption if
(i) the transaction is between a financial ingiin and cash dealer and another person (in this
subsection called the “customer”);
(i) the customer has had, at the time when threstiction takes place, an account verified
pursuant to Section 3 with the financial institatend cash dealer for one year;
(i) the transaction consists of a deposit intoaavithdrawal from, an account maintained by
the customer with the financial institution andtcdsaler;
(iv) the transaction does not involve any partyrespnting anyone in a representative capacity;
(v) the customer carries on a commercial entegfogher than business that includes the
selling of vehicles, vessels, aircraft, real esbat&kerage, mobile home dealers,
accountants, lawyers, doctors, pawnbrokers, tigarance/closing companies, trade
unions, and auctioneers;
(vi) the account is maintained for the purposethaft business; and
(vii) the amount of currency involved in the tracisan does not exceed an amount that is
reasonably commensurate with the lawful businessgites of the customer.
(4) A transaction is also eligible for exemption if
(i) the transaction is between a financial iniin and cash dealer and another person (in this
subsection called the “customer”);
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(i) the customer has had, at the time when thestiction takes place, an account verified
pursuant to Section 3 with the financial institatend cash dealer for one year;

(iii) the transaction consists of a withdrawal fram account maintained by the customer with
the financial institution and cash dealer;

(iv) the withdrawal is made for payroll purposes;

(v) the customer regularly withdraws, from the@aat, currency of a value not less than
$10,000 to pay the customer’s staff and employaed;

(vi) the amount of currency involved in the trartigat does not exceed an amount that is
reasonably commensurate with the lawful businessgites of the customer.

(h) Exemption registry. A record of each exemptioanted under this section and the reason therefor
must be kept by a financial institution and cashlelein an exemption registry.
(1) For an exempted transaction between a finhimsttution or cash dealer and a government
agency of the Marshall Islands under subsectiofl)and (2), the exemption registry should include
the reason for the exemption and the names anésal of the financial institution or cash dealer
and/or government agencies involved in the trar@act
(2) For exempted transactions between a finanasitition and cash dealer and a customer, as
defined in (g) (3) and (4), the exemption registnyst include the following information:
() the reason for exemption;
(i) the customer’'s name, business or resideatldress, and his/her occupation, business or
principal activity;
(iii) a statement whether the exemption covers digpowithdrawals or both;
(iv) a signed statement by the customer that sthe®llowing:
(A) the party believes that the transaction igikle for exemption under Section 6(g),
and
(B) the information provided by the party to thetitution in relation to the transaction
is, to the best of his or knowledge and beliefe tand correct;
(v) the name and title of the person making thegilen to grant the exemption; and
(vi) any other information mandated by the BankBammission.
(3) Class transactions. An exemption can apply ¢tass of transactions between a financial
institution and cash dealer and eligible partiesigieted under Section 6(g). For class transagtion
the exemption registry must also include in, additio the requirements of Section 6(h) (1) and (2),
the following:
() the range of the amounts of currency involuethe class of transactions;
(ii) the range amount of the class of transactions
(iii) the period during which the class of tran$aes is to be exempt; and
(iv) any other information mandated by the BankBgmmission.
(4) Financial institution or cash dealer must mamihe exemptions they have granted on a continual
basis. A change in circumstances may warrant vahfiom the registry or require amending the
exemption record in the registry. In addition tomtoring, each financial institution or cash deale
must commission an annual review of its exemptegistry. A financial institution or cash dealer
must contact each customer who has an exemptidetésmine whether there is a change in the
customer’s situation since the last date of review.
(5) The Banking Commission has the right to revieevexemption registry at any time. The Bank
Commission may, by appropriate order, direct tHetim of any.

Section 7. Assessment of Civil Money Penalties.

(a) In addition to any criminal penalties authodiz®y the Banking Code, each financial institutionl a
cash dealer, and any partner, director, officeplegee, or person participating in the conducthef t
affairs of a financial institution or cash dealdrawiolates any provision of Part 13 of Title 17amy
of its implementing regulations shall forfeit aralypa civil money penalty to the extent and in the
manner hereafter specified by this Section.
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(b) For any willful violation of any recordkeepinggporting or verification requirement of Part X¥3Tdle
17 or any of its implementing regulations, the BagkCommissioner may recommend to the Office
of Attorney General that it assess upon any firenstitution and cash dealer, and upon any partne
director, officer, or employee thereof, or persantigipating in the conduct of the affairs of a
financial institution or cash dealer who willfulparticipates in the violation, a civil money pegaibt
to exceed $10,000 per violation.

(c) For any negligent violation of any requiremehPart 13 of Title 17 or any of its implementing
regulations, the Banking Commissioner may recomntenie Office of the Attorney it assess upon
any financial institution and cash dealer, and ugioy partner, director, officer, or employee théreo
or person participating in the conduct of the affaif a financial institution or cash dealer who
participates in the violation, a civil money pegalbt to exceed $500 per violation.

(d) Assessment

(1) The Banking Commissioner shall inform the Gdfaf the Attorney General of
a violation and provide a detailed recommendatiothe amount of the civil money penalty
that should be sought.

(2) Upon receipt of the recommendation, the Oftitéhe Attorney General must
determine whether there is sufficient evidetackave the assessment enforced
by the High Court.

(3) If the Office of Attorney General decides tdane the assessment, written
notice must be provided to the entity(ies) or pe¢spfrom whom payment is sought. The
notice must be sent out before the enforcemerdratifiled with the High Court.

(e) All civil money penalties collected under tRisction shall be paid over to the Treasury of tpuRlic
of the Marshall Islands.

(f) The resignation, termination of employmentemtination of participation in the affairs of angrfmer,
director, officer, employee, or person participgtin the conduct of the affairs of a financial
institution or cash dealer shall not affect thésyiction and authority of the Banking Commissioner
to issue any Notice of assessment against suchrperntity if such Notice is served within six
years of their resignation, termination of employinar termination of participation in the affairs o
the financial institution or cash dealer.

Section 8. Exceptions and exemptions.

Subject to the provisions of the Act and these Reiguns, the Banking Commissioner, in his/her sole
discretion, may by written order or authorizatioak®a exceptions to or grant exemptions from the
requirements of Sections 1 — 7. Such exceptioesemptions may be conditional or unconditional,
may apply to particular persons or classes of pstsand may apply to particular transactions or
classes of transactions. They shall, howeveappticable only as expressly stated in the order or
authorization. Any exception or exemption shaltéeocable in the sole discretion of the Banking
Commissioner.

Section 9. Application to branches and subsidias

Financial institutions and cash dealers must ertbatetheir foreign branches and subsidiaries oeser
AML/CFT measures consistent with the requirememttié Marshall Islands and the FATF
Recommendations.

Financial institutions and cash dealers must patyqodar attention to this principle with respeet t
branches and subsidiaries in countries that domioisufficiently apply the FATF Recommendations.
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Where the minimum AML/CFT requirements of the Matdskslands and the host country differ, branches
and subsidiaries in host countries must apply thledn standard to the extent that the host couatrg
and regulations permit.

Financial institutions and cash dealers must infdrenBanking Commissioner when a foreign branch or
subsidiary is unable to observe appropriate AML/@k8asures because this is prohibited by host cpuntr
laws, regulations or other measures.

Section 10 Guidelines

The Banking Commissioner may issue guidelines sastfnancial institutions and cash dealers to
implement and comply with their AML/CFT requiremgnt

Appendix 1
Part A: Delayed Verification

1. Examples of situations where it may be esdambiato interrupt the course of the normal condifct
business are:
a. non face-to-face business;
b. securities transactions; and
c. life insurance in relation to identification andifieation of the beneficiary under the policy,
which may take place after the business relatignafth the policyholder is established, but in all
such cases, identification and verification shaddur at or before the time of payout or the time
when the beneficiary intends to exercise vestdusignder the policy.

Part B: Enhanced CDD for Higher Risk Customers

1. Relevant factors in determining if a custonsdnigher risk include if the person is:
a. establishing customer relations other than “fadade”;
k. anon-resident, or if the nationality, current desicy, and previous residency of the person
suggests greater risk of ML or TF;
connected with jurisdictions that lack proper s&dd in the prevention of ML or TF;
a politically exposed person (“PEP”) or linked t&&EP;
a high net worth individual, especially if the patiel customer is a private banking customer or
the source of funds is unclear;
engaged in a business that is particularly suddepts money laundering or terrorism financing;
a legal person or arrangement that is a persosat helding vehicle;
a legal person or arrangement whose ownershiptstelis complex for no good reason;
a company with nominee shareholders or sharesarebéorm; and
higher risk for other reasons based on relevantimtion.

237
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2. Non-face to face transactions include but atdimited to:
a. business relationships concluded over the Intemby other means such as through the post;
b. services and transactions over the Internet ingtutfiading in securities by retail investors over
the Internet or other interactive computer seryices
use of ATM machines;
mobile telephone banking;
Transmission of instructions or applications viesfanile or similar means; and
making payments and receiving cash withdrawafsagisof electronic point of sale transaction
using prepaid or re-loadable or account-linked eaards.

=000
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3. Enhanced CDD procedures for non-face to fagesactions may include:

a.
b.

C.

certification of documents presented,;

requisition of additional documents to complentéotse that are required for face to face
customers;

development of independent contact with the custome

4. Procedures for determining who is a PEP maydec
a. seeking relevant information from the potentialtooser;

b.
c.

referring to publicly available information; and
making access to commercial electronic database&Bs.

5. In applying enhanced due diligence, finanicisiitutions and cash dealers must take care not to
engage in unlawful discrimination on the basisaufe, color, religion, or national origin.

Part C: Simplified CDD for Lower Risk Customers.

1. Examples of customers, transactions, or predubere the risk may be lower include:

J.

k.

g.

r.

other financial institutions and cash dealers (o#mtities that are subject to supervision by the
Banking Commission under this Regulation);

non-resident financial institutions that are subjeadequate regulation and supervision as
limited by Section 3L;

public companies (or other legal persons or legangements) quoted on an exchange regulated
by the Banking Commission, and certain public congmquoted on a foreign exchange
approved for this purpose by the Banking Commisthanis subject to adequate supervision and
providing the company is subject to adequate réguylaisclosure requirements, as limited by
3L;

domestic government administrations or enterprised,certain foreign government
administrations or enterprises as limited by 3L;

life insurance policies where the annual premiumoisnore than $1,000.00 or a single premium
of no more than $2,500.00;

insurance policies for pension schemes if thermisurrender clause and the policy cannot be
used as collateral;

pension, superannuation, or similar scheme thatigees retirement benefits to employees, where
contributions are made by way of deduction from @ggnd the scheme rules do not permit the
assignment of a member’s interest under the scheme;

beneficial owners of non-resident pooled accowprtsyided they are subject to adequate
regulation and supervision as limited by 3L;

small scale accounts and micro-credit accounts aitannual turnover of under $200.00.

2. Non-resident and foreign entities describeld, io, d, and h may only qualify for reduced CDEhigy

are located in a jurisdiction that is implementeffectively the FATF 40 and FATF Special 9. In rimak
this determination, financial institutions and cdstalers should take into account the information
available on whether these countries adequatelly dpp FATF 40 and FATF Special 9, including by
examining the approved list provided by the Bankimnmission and reports, assessments, and reviews
published by FATF, International Monetary Fund, &vadrld Bank publications.

3. Simplified CDD measures are not acceptable ebema customer has been identified by the Banking
Commission as non-complying with the FATF 40 andr'FASpecial 9, or for which the financial
institution and cash dealer have independent deed#ason to believe are not complying with the FAT
40 and FATF Special 9, or for any reason that tleeseispicion of money laundering or terrorist ficiag

or specific higher risk scenarios apply.
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Schedule 1

A. Procedure for verification of individuals

1. Where a financial institution and cash dealeeduired to verify the identity of a person, tbddwing
information is required:

(a) full and correct name of person and any othenas previously held;

(b) permanent address;

(c) telephone (not including mobile phone numbed tax number (if any);

(d) date and place of birth;

(e) nationalities and citizenships held currentig areviously by the applicant;

(f) occupation and name of employer (if self emplbythe nature of the self employment);

(g) copy of first two pages of passport or copyational identity card showing the following desail

i. number and country of issuance;

ii. issue and expiry date;

iii. signature of the person (applicable only tdiowal identity card);

(h) signature;

(i) purpose of the account and the potential actaativity;

(j) written authority to obtain independent verifion of any information provided,;

(k) source of income or wealth;

() written confirmation that all credits to thecacint are and will be beneficially owned by theaficial
institution and cash dealer holder;

(m) any documentary or other evidence reasonalpglia of establishing the identity of that person.

2. Paragraph 1 shall also apply to the verificabbidentity of the beneficial owners of all finaak
institutions and cash dealers.

B. Procedures for verification of corporate engitie

Where a financial institution and cash dealer éggired to verify the identity of a corporate entitpether
incorporated in the Marshall Islands or elsewh#re following information is required:

(a) certified copy of the certificate of incorpacet;

(b) certified copy of the Articles of Associatiohtbe entity;

(c) location of the registered office or registesggnt of the corporate entity;

(d) resolution of the Board of Directors authoriziine opening of the account and conferring autyon
the person who will operate the account;

(e) confirmation that the corporate entity hashresn struck off the register or is not in the pssoef
being wound up;

() names and addresses of all officers and direaibthe corporate entity;

(g) names and addresses of the beneficial owngheaforporate entity, except a publicly traded
company;

(h) description and nature of the business inclydin

i. date of commencement of business;

ii. products or services provided;

iii. location of principal business;

() purpose of the account and the potential patera®f the account

including:

i. size, in the case of investment and custody auso

ii. balance ranges, in the case of deposit accpunts

iii. the expected transaction volume of the accpunt

(j) written authority to obtain independent verifion of any information provided,;

(k) written confirmation that all credits to thecatint are and will be beneficially owned by theafinial
institution and cash dealer holder;

- 201 -



ANNEX 4

() any other official document and other infornoatireasonably capable of establishing the structura
information of the corporate entity.

C. Verification of identity of partnerships or unorporated businesses

Where a financial institution and cash dealer guired to verify the identity of partnerships ohet
unincorporated businesses, the following informratgrequired:

(a) verification of all partners or beneficial owsén accordance with the procedure for the vetifan of
individuals;

(b) copy of partnership agreement (if any) or odmgneement establishing the unincorporated business
(c) description and nature of the business inclydin

i. date of commencement of business;

ii. products or services provided;

iii. location of principal place of business

(d) purpose of the account and the potential patermef the account including:

i. size in the case of investment and client actxun

ii. balance ranges, in the case of deposit andtddiecounts;

iii. the expected transaction volume of the accpunt

(e) mandate from the partnership or beneficial avanghorizing the opening of the account and
conferring authority on those who will operate &toeount;

(f) written confirmation that all credits to thecatint are and will be beneficially owned by theafinial
institution and cash dealer holder;

(g) any documentary or other evidence reasonalpsgiia of establishing the identity of the partrars
beneficial owners.

D. Verification of facilities established by telepte or Internet

1. Where a request is made to a financial instituéind cash dealer, by telephone, Internet, otesrit
communication for a person, corporate entity, otrigaship to become a financial institution andhcas
dealer holder, the financial institution and cashldr shall verify the identity of that person, pamate
entity, or partnership as provided in the relewaarification procedures in items A to C as appraigri

2. Where the financial institution and cash dehes obtained in writing confirmation from a foreign
financial institution and cash dealer located soantry determined by the Banking Commissioner as
having acceptable due diligence procedures, andhbéather financial institution and cash deaks h
verified the identity of the person or of the calgie entity specified in paragraph 1, no furtheifieation
of identity is necessary.
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TITLE 151.
ANTI- TERRORISM LAWS

CHAPTER 1.
COUNTER-TERRORISM
ARRANGEMENT OF SECTIONS

Section

PART I- Preliminary
§101. Short Title.
§102. Commencement.
§103. Purpose.

§104. Application etc.
8105. Interpretations.

PART Il — PROHIBITION, PUNISHMENT.
8106. Prohibition of Terrorist Acts.

§107. Criminal Penalties, complicity ,limitation,
Detention.

§108. Criminal Forfeiture.

§109. Liability of Corporations etc.

8110. Civil Penalties.

8111. Private Causes of action for terrorism.
8112. Injunctions.

PART IIl - MEASURES TO COMBAT

TERRORISM

§113. Duty to take measures.
8114. Extradition.

8115. Mutual Legal Assistance.
§116. Intelligence sharing.
8117. No asylum.

8118. Prevention.

§119. Transfer of persons.

PART IV — OFFENSES AGAINST
INTERNATIONAL CONVENTIONS

Division 1-Suppression of financing of terrorism
§120. Financing of terrorism prohibited.

8121. Measures to suppress terrorism.

8122. Seizure & detention of suspicious funds.

Division 2- Cross-Border Movements of
Terrorists

8123. Terrorists inadmissible.

§124. Report of Cross-Border movement.

Section

Division 3-Weapons of Mass Destruction
8125. Weapons of Mass destruction; offenses.
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Division 4-Internationally Protected Persons
8126. Internationally protected persons offenses.

Division 5-Hostage Taking
8127. Hostage-taking; offenses.

Division 6- Terrorist Bombing
§128. Terrorist Bombing; offenses.

Division 7 - Plastic Explosives
§129. Prohibition on plastic explosives; offenses.

Division 8 - Safety of Civil Aviation

§130. Civil Aviation; offenses.

§131. Power to take reasonable measures.
§132. Power to disembark certain passengers.
8133. Power to deliver alleged offenders.
§134. No liability for action taken.

Division 9 -safety of Maritime Navigation and Fixed
Platform

§135. Maritime Offenses.

8136. Nuclear Material; offenses.

§137. Other rights obligations and responsibilities
affected; no liability for action taken in goodtfai
8138. Resolution of Disputes.

8139. Implementing Regulations.

1[Title formerly reserved, now assigned this subjeatter]
15 MIRC Ch. 1 CHAPTER 1 - COUNTER - TERRORISM

An Act for the prevention and combating of terroris the Republic of the Marshall

Islands, for international cooperation to combagals to international peace and security caused

by terrorist acts, and for related purposes. [Tliie was previously “Reserved” in the 98 Revisjon
assigned here to this Act. Section numbering stydelified to conform to new Code format (Rev.2003)]

Commencement: November 11, 2003
Source: P.L. 2002-65
PART | - PRELIMINARY

§101. Short Title.
This Act may be cited as the Counter-Terrorism 2602. [P.L. 2002-65, §1.]

8102. Commencement.
This Act shall come into effect on the date ofifiegtion in accordance with Article IV,
section 21 of the Constitution. [P.L. 2002-65, 8§2.]

§103. Purpose.

The purpose of this Act is to implement the Uniiattions Security Council Resolution
1373 and other international obligations of the tltdie of the Marshall Islands for the prevention,
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repression and elimination of terrorism, and fdatexl matters. [P.L. 2002-65, 8§3.]

8104. Application, jurisdiction and enforcement.

(1) The Attorney-General shall have primary enfareat authority for this Act.

(2) This Act shall apply in respect of any criméabtished by this Act when the offense is

committed:

(a) in the Marshall Islands;

(b) by a citizen of the Marshall Islands;

(c) on board an aircraft or ship:

(i) registered under the laws of the Marshall Id&at the time the offense was committed;

(ii) operating under or flying the Marshall Islarnitesg;

(i) which lands in the territory of the Marsh#dllands with the alleged offender on board;

(iv) leased or chartered without a crew to a lesgee has his principal place of business in thestiall
Islands, or who is a habitual resident of the Malldslands;

(d) against or on board a fixed platform whilesitacated on the Marshall Islands’ continental fshel

(3) This Act shall apply in respect of any criméabtished by this Act when the offense:

(a) was directed toward or resulted in the carrygingof a crime against a citizen of the Marshslkmds,
or during the commission of which a citizen of Marshall Islands was threatened, injured or killed;

(b) was directed towards or resulted in the cagyuat of a crime against the government of the klis
Islands or a facility, diplomatic or consular prees of the government of the Marshall Islands ahroa

(c) was directed towards or resulted in a crimerodibed in an attempt to compel the Marshall Islatwds
do or abstain from doing any act;

(d) was committed by a stateless person who hasr ier habitual residence in the Marshall Islands.

(4) Where a person is suspected to have engagerarism and the alleged offender is present @ th
Marshall Islands, in a case where the Marshalntidahas jurisdiction, and the alleged offenderat n
extradited to a foreign country that has estabtighdsdiction over the offense or the alleged offer, the
Attorney-General shall whether or not the offenses wommitted in the Marshall Islands, have authorit
to prosecute the person in accordance with anytlheat is for the time being in force in the Marshall
Islands.

(5) Application of any provisions of this Act, réleg to or implementing the provisions of any
international terrorism convention or protocol, Isl@nform to and meet the requirements of the
particular convention or protocol, and shall bejscibto the exclusions and jurisdictional requiesns
contained therein. [P.L. 2002-65, §4.]

8105. Interpretations.

In this Act, unless the contrary intention appears:

(1) "alleged offender" means a person as to wharetis sufficient evidence to determine primadaci
that such person has engaged in terrorism;

(2) “Attorney-General” means the Attorney-Generfltlte Marshall Islands, and includes the Deputy
Attorney-General or any Assistant Attorney-Gen&wavhom the Attorney -General delegates authooty t
carry out the duties and responsibilities of thtohtey-General established under this Act;

(3) "biological agent" means any micro-organisimys, infectious substance, or biological prodizit
may be engineered as a result of biotechnologgngmaturally occurring or bioengineered

component of any such micro-organism, virus, inéet substance, or biological product, capable of
causing:

(a) death, disease, or other biological malfunctiora human, an animal, a plant, or another living
organism; or

(b) deterioration of food, water, equipment, sugglior material of any kind; or

(c) deleterious alteration of the environment;

(4) "biological weapon" means the following, togatlor separately, a:

(a) biological agent; and/or

(b) toxin; and/or

(c) delivery system;
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that has been developed, produced, transferrediiradg retained, or possessed for use as a weapon;
provided, however, for purposes of this sectiomr tbrm "for use as a weapon" does not include the
development, production, transfer, acquisitionemdbn, or possession of any biological agent,naxi
delivery system for prophylactic, protective, onet peaceful purposes;

(5) "chemical weapon" means, together or sepgrate

(a) A toxic chemical and its precursors, exceptmlistended for a purpose not prohibited by laioag
as the type and quantity is consistent with supbrpose;

(b) A munition or device, specifically designeddause death or other harm through toxic propedies
those toxic chemicals specified in paragraph (&)clvwould be released as a result of the employmien
such munition or device;

(c) Any equipment specifically designed for useadily in connection with the employment of muniton
or devices specified in paragraph (b);

(6) "crime(s) established by this Act" means aruuides:

(a) any crime punishable under Part IV of this Axt;

(b) any act or activity punishable under subsection (3) of this Act;

(7) "delivery system" means, with respect todgatal weapons:

(a) any apparatus, equipment, device, or meanslivedy specifically designed to deliver or disseate
a biological agent, toxin, or vector; or

(b) any vector;

(8) "destructive device" means any explosivegimiary, poison gas, or projectile-expelling wegpon
capable of causing serious bodily injury or de#itht has been developed, produced, transferrediradg
retained, or possessed for use as a weapon, aroamyination of parts or pieces thereof which cdudd
used or converted for such purposes;

(9) "engage(s) in" with respect to terrorist ates;orism offenses and terrorism, means and ineluidean
individual capacity or as a member of an organzati

(a) to perpetrate, commit or carry out, or to ied¢d commit or carry out; or

(b) to threaten, attempt, solicit, or conspiredaargout or commit; or

(c) to prepare or plan; or

(d) to gather information on potential targets far;

(e) to solicit, collect or provide funds or othéings of value, with the knowledge or intentiontttize
funds or other things of value will be used:

(i) for terrorism; or

(i) by a terrorist organization;

(f) to salicit, recruit, or train any person;

(i) to engage in terrorism;

(ii) to engage in conduct otherwise described is $kection; or

(iii) for membership in a terrorist organization;

(g) to commit or carryout an act that the actonksoor reasonably should know, affords materiapsup
including a safe house, transportation, commuruoatifunds, transfer of funds or other materialdfign
false documentation or identification, weapons I(idmg, without limitation, chemical, biological,ro
radiological weapons), explosives, or training:

(i) for terrorism; or

(i) to any individual who the actor knows, or reaably should know, engages in terrorism; or

(iii) for a terrorist organization.

(10) "fixed platform" means an artificial islandhstallation or structure permanently attached eodba-
bed for the purpose of exploration or exploitatidmesources or for other economic purposes;

(11) “foreign country” means

(a) any country other than the Marshall Islands;

(b) every constituent part of such country, inahgdia territory, dependency, or protectorate which
administers its own laws;

(12) "foreign national" means a natural person wh@ citizen of a country other than the Marshall
Islands;
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(13)"funds" means property and assets of every,kimdether tangible or intangible, movable or
immovable, however acquired, and legal documentsisiruments in any form, including electronic or
digital, evidencing title to, or interest in, sugtoperty or assets, including, but not limiteddank credits,
travelers checks, bank checks, money orders, stegegrities, bonds, debt instruments, draftseretbf
credit, and currency;

(14) "in flight" means, with respect to aircraft,any time from the moment when all the externairdo
are closed following embarkation until the momenmtew any such door is opened for disembarkation;
provided, however, in the case of a forced landihg, flight shall be deemed to continue until the
competent authorities take over the responsibilitythe aircraft and for persons and property oartdip

(15) "in service" means and includes, with respectaircraft, from the beginning of the preflight
preparation of the aircraft by ground personndbythe crew for a specific flight until twenty-fotwours
after any landing; and, the period of service slialany event, extend for the entire period dumvigch
the aircraft is in flight;

(16) "international terrorism conventions" includbe conventions that are referred to in the Sdeeiiu
this Act, or any other convention that the Ministeay, after consultation with the Minister of Faei
Affairs, by public notice in writing declare a camtion for the purposes of this Act;

(17)"internationally protected person" means amntliges:

(a) a Head of State, or any member of a collegidlylperforming the functions of a Head of Stateaind
the constitution of the State concerned, a Hed@dafernment or a Minister of Foreign Affairs, wheaev
any such person is in a foreign State, as well @sibers of such person's family who accompany him or
her;

(b) any representative or official of the Marshalands or of a foreign country, or any official ather
agent of an international organization of an int@egnmental character who, at the time when arttién
place where a crime against such person, the persffitial premises, private accommodation or ngean
of transport is committed, is entitled pursuaninternational law to special protection from antaek on

his or her person, freedom or dignity, as well asmiers of such person's family forming part of the
person's household;

(18) "infrastructure facility" means any publicly privately owned facility providing or distributin
services for the benefit of the public, such asewatewage, energy, fuel or communications;

(19) "key component of a binary or multi-componelnémical system" means, with respect to precsirsor
and chemical weapons, the precursor that playmtst important role in determining the toxic prdjeer

of the final product and reacts rapidly with otbbeemicals in the binary or multi-component system;
(20)“Marshall Islands” means the Republic of thershall Islands, and the marine areas, the air space
above the territory of the Marshall Islands andudes the government of the Marshall Islands;

(21) “Minister” means the Minister of Justice oétMarshall Islands;

(22) “Nuclear material” has the same meaning ameéeéfin the Convention on Physical Protection of
Nuclear Material

(23) "person"” means and includes both naturallegal persons and any foreign government or nairon
any agency, instrumentality or political subdivisiof any such government or nation, whether oritnist
engaging in legal activities or is operating legalhd in a lawful manner;

(24) "place of public use" means those parts of laniding, land, street, waterway or other locatibat

are accessible or open to members of the publietiven continuously, periodically or occasionallgda
encompasses any commercial, business, culturtdyica, educational, religious,

governmental, entertainment, recreational or sinplace that is so accessible or open to the public

(25) "plastic explosive" means an explosive makénidlexible or elastic sheet form formulated withe

or more high explosives which in their pure forns lzavapor pressure less than 10-4 Pa at a temgeratu
of 25 degrees Celcius, is formulated with a bingeiterial, and is as a mixture malleable or flexiale
normal room temperature;

(26) "precursor" means, with respect to chemicahpoas, any chemical reactant that takes part at any
stage in the production by whatever method of a&tokemical, and includes any key component of a
binary or multi-component chemical system;
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(27) "proceeds" means any funds derived from omiobt, directly or indirectly, through or from
terrorism;

(28) "public transportation system" means all fée8, conveyances and instrumentalities, whether
publicly or privately owned, that are used in or fublicly available services for the transportatiof
persons or cargo;

(29) "purpose not prohibited by law" means, witbpect to chemical weapons:

(a) any peaceful purpose related to an industagicultural, research, medical, or pharmaceuticébity

or other activity;

(b) any purpose directly related to protection agatoxic chemicals and to protection against chami
weapons;

(c) any military purpose of the Marshall Islandattts not connected with the use of a chemical weayp
that is not dependent on the use of the toxic @gmwmus properties of the chemical weapon to cdaath

or other harm;

(d) any law enforcement purpose, including any dsifo&iot control purpose;

(30) "ship" means a vessel of any type whatsoewemprrmanently attached to the sea-bed, including
dynamically supported craft, submersibles, or ahgwofloating craft;

(31) "serious bodily injury" means physical pailiness or any impairment of physical condition that
creates a substantial risk of death or which cassdeus, permanent disfigurement, or protracted tw
impairment of the function of any bodily memberoogan;

(32) "serious offense" means any offense, for wiiehmaximum penalty is imprisonment for a periéd o
not less than one year;

(33) "state or government facility" means any pevem or temporary facility or conveyance that iedus
or occupied by representatives of a country, membggovernment, the legislature or the judiciarpy
officials or employees of a country or any otheblpuauthority or entity or by employees or offildaf

an intergovernmental organization in connectiorlieir official duties;

(34) "substantial property damage" means damaga amount exceeding $10,000;

(35) "terrorism" means and includes terrorism afBsnand terrorist acts;

(36) "terrorism offense" means:

(a) any crime established by this Act;

(b) any crime established by the laws of the Mdtdblands and declared to be a terrorism offenséhb
Nitijela;

(c) any crime established by an international t&no convention;

(d) any crime recognized under international hunaaiain law as a terrorism offense; and (e) any erim
established under the law of a foreign State, wisaigh crime, if committed in the Marshall Islands,
would constitute a terrorism offense under the lafuhe Marshall Islands ;

(37) "terrorist" means a person who engages ioriem;

(38) "terrorist act" means and includes any act thaintended, or by its nature or context can be
reasonably regarded as intended, to intimidateptitdic or any portion of the public, or to compel a
government or an international or regional orgaiorato do or refrain from doing any act, and:

(a) involves the seizing or detaining, and threagno Kill, injure, harm, or continue to detaimagher
person;

(b) endangers the life of any person;

(c)creates a risk to the health or the safety efpihblic, or to any portion of the public;

(d) endangers the national security or nationatmied of any country;

(e) involves substantial damage to property;

(f) involves the highjacking, seizure or sabotafjary conveyance (including an aircraft, vessabh,str
vehicle), or of any fixed platform attached to ttomtinental shelf;

(g) involves any act that is designed to disruptdestroy an electronic system, including, without
limitation:

(i) an information system;

(ii) a telecommunications system;

(iii) a financial system;

(iv) a system used for the delivery of essentialegpment services;
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(v) a system used for, or by, an essential pultility;

(vi) a system used for, or by, a transport system;

(h) involves any act that is designed to disrupt phovision of essential emergency services sudheas
police, civil defense and medical services;

(39) "terrorist organization" means a group composetwo or more persons, whether organized or not,
that engages in terrorism;

(40) "toxic chemical" means any chemical whidtotgh its chemical action on life processes carseau
death, temporary incapacitation or permanent harhuimans or animals, and includes all such chegical
regardless of their origin or of their method ofguction, and regardless of whether they are predlirc
facilities, in munitions or elsewhere;

(41) "toxin" means the toxic material of plarsimals, microorganisms, viruses, fungi, or infeas
substances, or a recombinant molecule, whateverigs or method of production, including:

(a) any poisonous substance or biological produat tnay be engineered as a result of biotechnology
produced by a living organism; or

(b) any poisonous isomer or biological product, btog, or derivative of such a substance;

(42) "vector" means, with respect to deliverytesys and biological weapons, a living organism, or
molecule, including a recombinant molecule, or dujital product that may be engineered as a refult o
biotechnology, capable of carrying a biological rige toxin to a host; (43) "weapon of mass deson”
means, any:

(a) destructive device;

(b) chemical weapon or any other weapon that isggded or intended to cause death or serious bodily
injury through the release, dissemination, or img@doxic or poisonous chemicals, or their preowss

(c) biological weapon, or any other weapon invalvindisease organism;

(d) nuclear material, weapon or device, and angrotteapon that is designed to release radiation or
radioactivity at a level dangerous to human lireL] 2002-65, 85.]

PART II-PROHIBITION, PUNISHMENT OF TERRORIST ACTIVI TIES

8106. Prohibition of terrorist acts.

Any person who knowingly, directly or indirectlyngages in terrorist act is guilty of an offenceiaga
this Act, and shall unless otherwise punishablesuady other section be punishable, under sect@rol
this Act. [P.L. 2002-65, 86.]

8107. Criminal penalties; criminal complicity and hchoate offenses; no time limitation on
prosecution; detention of suspected terrorists.

(1) Unless otherwise provided, any person conviofesh offence against this Act ;

(a) shall, where no other punishment is prescribedspect of that offense, be punishable by a td#rrmot
less than 30 years and not more than life imprigorimor a fine of not more than $100,000,000.00; or
both.

(b) shall not be entitled to probation for an offercommitted or have the term of imprisonment iredos
on him run concurrently with any other term of imgpnment; and (c) shall not be entitled to bailgirg
his trial or his appeal against conviction for gifense.

(2) In lieu of the amount of the fine otherwise taartzed by this Act, and in addition to any term of
imprisonment, a defendant who derived profits tieofproceeds from a crime established by this Ao m
be liable to a fine of not more than twice the grpsofits or other proceeds, where the profitsroceeds
from the offense exceed the maximum assessable fine

(3) A person commits a crime, punishable underesttin (1), if that person knowingly:

(a) attempts, conspires, or threatens to commit;

(b) participates as an accomplice in;

(c)organizes or directs others to commit;

(d) contributes to the commission of;

any crime established by this Act.

(4) Notwithstanding any provision of any other lastatute of limitation shall not apply in respettao
crime established under this Act.
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(5) Where there is reasonable ground to believedégention of any person is necessary for thegaap
of preventing such person from engaging in actembrism; or to prevent any person

from interfering with an investigation relatinggaspected terrorism, any law enforcement officer,
immigration officer, or customs official in the Mdrall Islands shall have the powers to detain such
person for a period of 48 hours for purposes ofstigation; provided, however, such period of

detention may be extended by court order for aitiadd! 7 days, without the filing of criminal

charges against such person. (6) The court, in $imgosentence on any person convicted of a temnoris
offense, shall order, in addition to any other seaé imposed, that the person forfeit to the Mdirsha
Islands all property described in section 108. [RQ02-65, 8§7.]

§108. Criminal forfeiture.

(1) Any person convicted of a terrorism offensdldbaliable to forfeit to the Marshall

Islands, irrespective of any other provision of law

(a) any property, real or personal, owned, possessaised by a person involved in the offense;

(b) any property constituting, or derived from, grdceeds the person obtained, directly or indyeets
the result of such offense; and (c) any of the eriypused in any manner or part, to commit, or to
facilitate the commission of, such offense;

(2) Weapons of mass destruction, plastic explosiaed nuclear material shall be seized, confiscated
forfeited to the Marshall Islands; and the Attorifegneral shall provide for their destruction oresth
appropriate disposition.

(3) For the purposes of forfeiture proceedings utlds section, a temporary restraining order aiduse
warrant may be entered upon application of the rAdg-General without notice or opportunity for a
hearing when an information or complaint has natbgen filed with respect to the property, whemrréh
is probable cause to believe that the property véfipect to which the order is sought would, indtent
of conviction, be subject to forfeiture under thection and exigent circumstances exist that plaedife
or health of any person in danger.

(4) The provisions of this section shall be implated without prejudice to the rights of third pesti
acting in good faith.

(5) The owner or possessor of any property seine@ithis section shall be liable to the Marshelinnds
for any expenses incurred incident to the seiznoiiding any expenses relating to the handlingyaste,
transportation, and destruction or other dispasitibthe seized property.

[P.L. 2002-65, 88.]

§109. Liability of corporations and other legal pesons.

(1) Legal persons, including any foreign governmamnhation or any agency, instrumentality or potiti
subdivision of any such government or nation, shalliable in the same manner and to the sameteagen
any natural person for any terrorism offense.

(2) The maximum assessable fine for legal pershalf Be increased by ten times the amount assessabl
in the case of a natural person.

(3) Where in proceedings for a violation of thistAicis necessary to establish the state of mina of
corporation or other legal person, it is sufficiemtshow that a director, officer or agent who eeghin
the conduct within the scope of his or her actuapparent authority had that state of mind.

(4) Any conduct engaged in by:

(a) a director, officer or agent of a corporatigrother legal person within the scope of his ordaual or
apparent authority; or

(b) any other person at the direction or with tbhasent or agreement (whether express or implied) of
director, officer or agent of the corporation agdéperson, where the giving of such direction,seo or
agreement is within the scope of the actual or egspaauthority of the director, officer or agertiali be
deemed, for the purposes of this Act, to have ladsm engaged in by the corporation or legal pefsoh.
2002-65, 89.]

8110. Civil penalties; reimbursement.
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(1) The Attorney-General may bring a civil actionthe Marshall Islands against any person who casnmi
a crime established by this Act, and upon proofabgreponderance of the evidence that such person
committed the offense, the person shall be sultgegtay a civil penalty in an amount not exceeding
$25,000,000 for each such offense.

(2) The imposition of a civil penalty under subsat(1) shall not preclude any other criminal ovilci
statutory, common law, or administrative remedyichtis available by law to the Marshall Islandsaay
other person.

(3) The court shall order any person convicted ofime established by this Act to reimburse thed¥ial
Islands for any expenses incurred by the Marskklhtls incident to investigation and

prosecution for the offense, including, without itation, the seizure, storage, handling, transgioria
and destruction or other disposition of any proptrat was seized in connection

with an investigation of the commission of the affe by that person.

(4) A person ordered to reimburse the Marshallnddapursuant to subsection (3) shall be jointly and
severally liable for such expenses with each ogfeeson, if any, who is ordered under subsectiontd3)
reimburse the Marshall Islands for the same exefBd.. 2002-65, §10.]

8111. Private causes of action for terrorism.

(1) Any citizen of the Marshall Islands injured liis or her person, property, or business by rea$on
terrorism, or his or her estate, survivors, or $)emay sue therefor in the High Court of the Maltisha
Islands and shall be entitled to recover threefbtldamages he or she has sustained, and thefdbst o
suit, including attorney's fees.

(2) A final judgment or decree rendered in favortld Marshall Islands in any criminal proceeding
relating to a terrorism offense shall estop theedéfnt from denying the essential allegations ef th
criminal offense in any subsequent civil proceedinder this section.

(3) A final judgment or decree rendered in favoany foreign country in any criminal proceedingatilg

to a terrorism offense shall, to the extent thathsjudgment or decree may be accorded full faith an
credit under the law of the Marshall Islands, estepdefendant from denying the essential allegataf
the criminal offense in any subsequent civil praieg under this section.

(4) No action shall be maintained under subsedtidfior injury or loss by reason of an act of war.

(5) No action shall be maintained under subsedtignagainst the Marshall Islands, an agency of the
Marshall Islands, or an officer or employee of kt@rshall Islands or any agency thereof, acting iwiths

or her official capacity or under color of legattaarity. [P.L. 2002-65, §11.]

§112. Injunctions.

The Marshall Islands may obtain in a civil actionimjunction against:

(1) any conduct prohibited by this Act;

(2) the development, production, stockpiling, tfansng, acquisition, retention, or possessionrof.a

(a) biological agent, toxin, or delivery systemadfype or in a quantity that under the circumstariees no
apparent justification for prophylactic, protectiver other peaceful purposes; (b) toxic chemical, o
precursor, of a type or in a quantity that underdincumstances has no apparent justification furaose
not prohibited by law or the United Nations Convwemton the Prohibition of the Development,
Production, Stockpiling and Use of Chemical Weapaoms on their Destruction. [P.L. 2002-65, §12.]

PART IIl - MEASURES TO COMBAT TERRORISM

§113. Duty to take measures.

The Attorney-General shall take appropriate measumeaccordance with the Constitution

and the laws of the Marshall Islands:

(1) as may be necessary to establish jurisdicti@m and prosecute in the Marshall Islands

any crime established by this Act;

(2) to investigate terrorism, and upon receivingimation that an alleged offender may be presethe
Marshall Islands, take the person into custody t@keé other appropriate measures so as to ensure the
alleged offender's presence for the purpose ofegrd®n;
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(3) to take into custody and extradite any allegiender who is present in the Marshall Islandsl who

is subject to arrest and detention for purposesxtfdition pursuant to any law in force in the btaall
Islands;

(4) to provide early warning and furnish any relgvimformation in the possession of Marshall Iskutal
those countries which the Attorney-General beliewesild have jurisdiction, where there is reason to
believe that a terrorism offense has been or wiltbmmitted;

(5) to identify, detect, freeze, seize, and obfaifeiture of any funds used or allocated for thepose of
committing any terrorism offense as well as thecpeals derived from such offenses;

(6) to implement, conform to, and abide by the esprrequirements of any international terrorism
convention to which this Act relates, and to ensgbeg any person regarding whom the measures eeferr
to in this section are being taken shall be affdrtiee protections to which such person is expressly
entitled under the relevant international terrortonvention;

(7) to prevent the cross border movement of testgriand to track the movement of such personspfind
persons who are members of terrorist organizations;

(8) to prevent the admission terrorists into thed¥all Islands, except as may be necessary toeséuair
person's presence for the purpose of extraditigrasecution for a terrorism offense;

(9) to prevent attacks on the person, freedomigmity of internationally protected persons;

(10) to prevent the movement into or out of theiteny of the Marshall Islands, of unauthorized gtia
explosives (especially, unmarked plastic explogivasd to prevent their manufacture;

(11) to provide timely notification, directly orribugh the depositary of the relevant internatigaealirism
convention, when the Marshall Islands has takerragm into custody or has taken other measures with
respect to any person pursuant to this section:

(a) to the appropriate authorities of the counfrwbich the detained person is a citizen or natioifi¢éhe
person is not a citizen or national of the Marstsdinds;

(b) to the States Party to the relevant internatie@rrorism convention that have established glictfon
over the person or the offense in question in ataomre with the convention, and to the depositarthef
convention;

(c) to the country of registration of the aircraftcases involving aircraft;

(d) to the country whose flag the ship was flyiimgcases involving ships;

(e) to any other foreign country or interested persf the Minister considers it advisable; of faet that
such person is in custody and of the circumstamtgsh warrant that such person is in custody anithef
circumstances which warrant that person’s detenfimh. 2002-65, §13.]

§114. Extradition.

(1) Terrorism offenses are hereby declared to baditable offenses.

(2) Extradition for terrorism offenses shall berat out pursuant to and in accordance with anyftaw
the time being in force in the Marshall Islands.

(3) For the purpose of extradition, a terrorismenfe shall be treated, as if it had been commitbednly
in the place in which it occurred but also in theitory of any country Party to an internatiorgdrorism
convention that is required to establish jurisdictover the offense in accordance with that coneant
[P.L. 2002-65, §14.]

§115. Mutual legal assistance.

(1) The Attorney-General may make a request on Ibafiathe Marshall Islands to the appropriate
authority of a foreign country, or grant requesftsaoforeign country, for legal assistance in any
investigation or proceeding relating to terrorisma terrorist organization.

(2) Mutual legal assistance provided under thisgkeall be carried-out pursuant to and in accordanite
the Mutual Assistance in Criminal Matters Act, 200R2.L. 2002-65, §15.]

8116. Intelligence sharing.

The Attorney-General, and other law enforcemenharittes and officers of the Marshall Islands
designated by the Attorney General shall have titleoaity to share and disclose intelligence infotiora
relating to terrorism, terrorist organizationsngaational organized crime, illicit drugs,
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money-laundering, illegal arms-trafficking, aneédbal movement of nuclear, chemical, biological

and other potentially deadly materials, and to jg®wearly warning of such matters to the compdeemt
enforcement authorities of:

(1) any foreign country, that is a Party to an riné¢ional terrorism convention in respect of whtble
Marshall Islands is also a Party;

(2) any foreign country that is a member of theifRalslands Forum;

(3) the United States, in accordance with the dudied responsibilities of the Marshall Islands uritle
Compact of Free Association with the United States;

(4) any other foreign country that is a membeihef Wnited Nations. [P.L. 2002-65, §16.]

§117. No asylum.
The Republic of the Marshall Islands shall not gyr&fugee status or provide asylum or safe havemyo
terrorist, or to any alleged offender. [P.L. 20(2-817.]

§118. Prevention.

(1)The Marshall Islands shall cooperate with thengetent authorities of the United States and other
members of the United Nations and the Pacific Bdaforum in the prevention of terrorism by takitig a
practicable measures to prevent and counter pripasan the Marshall Islands for the perpetratain
terrorism within or outside the territory of the Mhall Islands, including measures to prohibitgide
activities of persons and organizations that knglyirncourage, instigate, organize, finance, oagegn
terrorism.

(2) The Marshall Islands shall cooperate in thev@n&on of terrorism by exchanging information to
provide early warning of possible terrorism, intmardar by:

(a) establishing and maintaining channels of comoation to facilitate the secure and rapid exchaofge
information concerning all aspects of terrorism #ardorist organizations;

(b) exchanging entry and exit data and informafmmports of entry into the Marshall Islands, irdilg
airports and seaports, and coordinating adminig&r@nd other measures taken, as appropriateet@pt
the cross border movement of terrorists, and tckttheir movement and the movement of members of
terrorist organizations; (c) conducting inquiriegith respect to terrorists and members of terrorist
organizations, concerning:

() the identity, whereabouts and activities ofguers in respect of whom reasonable suspicion ekiats
they engage in terrorism or are members of a tistrorganization;

(i) the movement of funds linked to persons wh@age in terrorism or are members of a terrorist
organization; and

\(d) participation in research and development amdhange of information regarding methods of
detection of cross border movement of terroristd amembers of terrorist organizations, including
detection of forged or falsified travel documeritaffic in arms, explosives, illicit drugs, conteaid, or
sensitive materials, and cross-border movementuofear, chemical, biological and other potentially
deadly materials, or use of communications tectgietoby terrorist groups. [P.L. 2002-65, §18.]

8119. Transfer of persons.

(1) Transfer of any person who is being detained @erving a sentence in the territory of the Malls
Islands or a foreign country, whose presence isiaeigd for purposes of identification, testimony or
otherwise providing assistance in obtaining evidefar the investigation or prosecution of a teswori
offense, shall be authorized and allowed, whergo#tson consents to the transfer, and the couriges
on the conditions.

(2) Transfer of persons referred to in subsectigrsfall be carried-out pursuant to and in accardavith
requirements of any law that is for the time bamdorce in the Marshall Islands for convicted mars,
whether or not the person to be transferred haadjrbeen convicted of an offense. [P.L. 2002-89,]8

PART IV - OFFENSES AGAINST INTERNATIONAL TERRORISM CONVENTIONS
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Division 1. Suppression of Financing of Terrorism

8120. Financing of terrorism prohibited.

(1) Any person who knowingly, by any means, dinectt indirectly, solicits, provides or collects fim
with the intention that they should be used ohmknowledge that they are to be used, in fulhgrart:
(a) for terrorism;

(b) for the benefit of persons who engage in té&noy or for the benefit of entities owned or coléd,
directly or indirectly, by persons who engage imdesm; or

(c) for the benefit of persons and entities actingpehalf of or at the direction of any person nmef@ to in
subsection 1(b); commits a crime punishable byptrelties established by section 107 (1) (a) of Auit.
(2) For an act to constitute an offense under $kition it shall not be necessary that the funde we
actually used to commit or carry out a terrorisiien$e, or terrorist act.

(3) Citizens and nationals of the Marshall Islaadd any persons and entities within the Marshklhids
are prohibited from making any funds, financialeaisor economic resources or financial or othexteel
services available, directly or indirectly, to gmsrson referred to in subsection 1(b) or 1(c). [R002-65,
§20.]

8121. Measures to suppress financing of terrorism.

(1) Any person, that provides a service for th@gmaission of money or value, including transmission
through an alternative remittance system or informaney or value transfer system or network, or the
agent of such person, shall be required to bedie@fy the competent authorities of the Marshilhtds,

and shall be subject to the disclosure requiremamscribed by the relevant authorities in relatmithat
type of business.

(2) All credit and financial institutions and alegsons, and their agents, that provide a servicehio
transmission of money or value by wire transferallsinclude accurate and meaningful originator
information (including name, address and accountbar) on funds transfers and related messages that
are sent, such information to remain with the ti@nar related message through the payment chain.

(3) No corporation, business, enterprise, partigrstssociation, or entity, shall be granted chaté or
non-profit status in the Marshall Islands wherere¢hare reasonable grounds to believe that any funds
solicited, collected, held, used, or owned by suwdhporation, business, enterprise, partnership,
association, or entity, may be diverted to a téstanr a terrorist organization. [P.L. 2002-65, §21

8122. Seizure and detention of suspicious funds.

(1) Any law enforcement officer or customs officailthe Marshall Islands may seize and, in accardan
with this section detain, any funds, that the effior official has probable cause to believe weneved
from or intended for terrorism, including, withdirnitation, funds being imported into or exportedrh

the Marshall Islands.

(2) Funds of, or intended for, terrorist organiaa8i shall be frozen, seized, and in accordance tiigh
section detained, where the organization has besigrhted as a terrorist organization by the United
Nations Security Council, or by the Minister punsut regulations promulgated pursuant to this Act,
where there is probable cause to believe thatrtigy énvolved is a terrorist organization.

(3) Funds detained under subsection (1) or (2) sladlbe detained for more than 48 hours afterusejz
unless a judge of the High Court grants an ordecaritinued detention for a period not exceeding 3
months from the date of seizure, upon being satishat:

(a) there is probable cause to believe that thdsuwere derived from terrorism, or are intendechby
person for use in the commission of a terrorisrerd€ or for a terrorist act; and

(b) the continued detention is justified while:

(i) its origin or derivation is further investigateor

(ii) consideration is given to the institution inet Marshall Islands or elsewhere of criminal proaegs
against any person for an offense with which thelfuare connected; provided, however, upon redpyest
the person from whom the funds were seized andndetathe court shall grant a hearing before emgeri
an order of continued detention.
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(4) A judge of the High Court may subsequently oraféer hearing, with notice to all parties con@stn
the continued detention of the funds if satisfiéthe matters mentioned in subsection

(3), but the total period of detention shall not@ed 2 years from the date of the order.

(5) Subject to subsection (6), funds detained uitdsrsection may be released in whole or in pathé
person on whose behalf the funds were importedporéed:

(a) by order of a judge of the High Court that émntd detention is no longer justified, upon apalian

by or on behalf of that person and after considgainy views of the Attorney-General to the contrary

(b) by an authorized officer or customs officidl,satisfied that their continued detention is nager
justified.

(6) No funds detained under this section shalldeased where:

(a) an application is made under this Act or othess of the Marshall Islands for the purpose of:

(i) the confiscation and forfeiture of the wholeamy part of the funds; or

(i) their restraint pending determination of likityi to confiscation and forfeiture; or

(b) proceedings are instituted in the Marshallrida or elsewhere against any person for a terrorism
offense with which the funds are connected; unbass until the proceedings relating to the relevant
application or the proceedings for the offense¢hasase may be, have been concluded.

(7) Funds seized pursuant to this section shadluiigect to confiscation and forfeiture pursuanseotion
108 of this Act. [P.L. 2002-65, §22.]

Division 2. Cross-Border Movement of Terrorists

8123. Terrorists inadmissible.

(1) The following persons shall be considered inadible to the Marshall Islands for purposes of
immigration, or under a temporary visa of any kiadptherwise, except for the purpose of proseouio
extradition for a terrorist offense:

(a) A foreign national:

(i) convicted of a terrorism offense; or

(i) who admits to having engaged in terrorism; or

(i) as to whom there is probable cause to bel@weh person has engaged In terrorism;

(iv) who the Attorney-General knows, or has reabtenground to believe, is engaged in or is liketgr
entry, to engage in terrorism; or

(v) who has used his or her position of prominenithin any country to endorse or espouse terror@m,
to persuade others to support terrorism or a tistrorganization, in a way that the Attorney-Gehéias
determined undermines the efforts of the Marsistdinds to reduce or eliminate terrorism;

(vi) who is a representative of a terrorist orgatian, specified as such in regulations promulgatethe
Minister or designated as a terrorist organizakipithe United Nations Security Council; or

(vii) who is a representative of a political, sdai other similar group whose public endorsement o
terrorism, or terrorist organizations, the Attorr@gneral has determined undermines the efforthef t
Marshall Islands to reduce or eliminate terrorism;

(b) A foreign national who the Minister, after caliation with the Attorney-General, determines hasn
associated with a terrorist organization or tesmriand intends while in the Marshall Islands toageg
solely, principally, or incidentally in activitiethat could endanger the welfare, safety, or sgcofithe
Marshall Islands.

(2) A person who is the spouse or the child of @eifin national who is inadmissible under subsactio
(1), shall also be inadmissible, if the activityusing the foreign national to be found inadmissible
occurred within the last 5 years.

(3) Except as otherwise provided in this sectioneign nationals who are inadmissible under thisice,
shall be ineligible to be admitted to the Marshslihnds for any purpose, except, when necessarthéor
purposes of prosecution or extradition for a tésroroffense. [P.L. 2002-65, §23.]

§124. Reports of cross-border movement of terrorist

All airlines, ships, and other entities that pre@vitiansportation, conveyance or freight serviceartd
from the Marshall Islands shall be authorized aglired to immediately report to the Attorney Gaher
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through disclosure of passenger manifests and #mgr @vailable means, the intended movement of
suspected terrorists into or out of the Marshdknds, and information regarding possible forged or
falsified travel documents, traffic in arms, exples, illicit drugs, contraband, or sensitive miatis; and
cross-border movement of nuclear, chemical, bicligind other potentially deadly materials. [P.Q02-

65, §24.]

Division 3. Weapons of Mass Destruction

§125. Weapons of mass destruction offenses.

(1) Except as authorized by the Cabinet, any pendun)

(a) knowingly, directly or indirectly, develops,qgaluces, ships, transports, transfers, receivesiirasq
retains, possesses, imports, exports, or manuésctarweapon of mass destruction, commits a crime
punishable by the penalties established by se@®difl) (a) of this Act; (b) undertakes the Act redd to

in subsection (1) with the intention of engagingemorism or with knowledge that the weapon of snas
destruction is intended to be used for terrorismmits an offense punishable by a term of not leas 80
years and not more than life imprisonment, or fifi@mot more than $100,000,000.00; or both; (c)uses
deploys a weapon of mass destruction, commits fams# punishable by a term of not less than 30syear
and not more than life imprisonment, or fine of nmre than $100,000,000.00; or both. [P.L. 2002-65,
§25.]

Division 4. Internationally Protected Persons

§126. Internationally protected persons offenses.

(1) Any person who knowingly, by any means, dirneait indirectly, perpetrates: (a) a murder, kidmapi
or other attack upon the person or liberty of @rrimationally protected person; (b) a violent dttapon
the official premises, the private accommodatiother means of transport of an internationally priate
person, likely to endanger the person or his orliberty; commits a crime punishable by the peralti
established by section 107 of this Act. [P.L. 26%826.]

Division 5. Hostage-Taking

8127. Hostage-taking offenses.

Any person who knowingly, directly or indirectlygiges or detains or threatens to kill, or injuretaer
person (the "hostage") in order to compel a thadyy namely, the Marshall Islands, a foreign cogrdn
international intergovernmental organization, auredtor legal person, or a group of persons, tmdo
abstain from doing any act as an explicit or inploondition for the release of the hostage, corsrait
crime punishable under section 107 of this ActL[R002-65, §27.]

Division 6. Terrorist Bombing

8128. Terrorist bombing offenses.

Any person who knowingly, directly or indirectlyglivers, places, discharges, deploys, or detorsatgs
explosive or incendiary weapon or lethal device ibadesigned, or has the capability, to causehgeat
serious bodily injury, or substantial property daan, into or against a place of public use, deSta
government facility, a public transportation systenan infrastructure facility:

(D)with the intent to cause death or serious badijlyry; or

(2) with the intent to cause extensive destructibsuch a place, facility or system, where suchrdeson
results in or is likely to result in major econoniss; commits a crime punishable by a term ofria tef
not less than 30 years and not more than life moprnent, or fine of not more than $1,000,000,0Qm600
both. [P.L. 2002-65, §28.]

Division 7. Plastic Explosives
8129. Prohibition on plastic explosives; offenses.
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(1) Unless expressly authorized by the Cabinetstiglaexplosives shall be prohibited in the Marshall
Islands; provided, however, where authorized byGhbinet for legitimate needs, plastic explosivesim
contain a detection agent, as defined by the Cdiorermon the Marking of Plastic Explosives for the
Purpose of Detection, and as described in the 'HieahAnnex" to that convention.

(2)Any person who knowingly, by any means, directtyindirectly, develops, produces, ships, transpor
transfers, receives, acquires, retains, possessgsjfactures, imports, or exports an unauthorizastip
explosive commits a crime punishable by a minimdmi@®years imprisonment and a maximum fine of
US $50,000,000.00.

(3)Where a person engages in the act referred salisection (2) with the intent to engage in tésnoy
the person commits an offense and shall upon ctioribe punishable under section

107 (1) (a).

(4)Where a person referred to in subsection (25 osaleploys the plastic explosives, the persoit Bha
guilty of an offense and shall upon conviction hmighable by a term of not less than 30 years and n
more than life imprisonment, or a fine of not mtran $1,000,000,000.00 or both. [P.L. 2002-65, 1829.

Division 8. Safety of Civil Aviation

8130. Civil aviation offenses.

In any airspace or territory where any internatiatiail aviation convention or protocol referred o
paragraphs 1, 2, 3, and 7 of the Schedule woully agpy person who knowingly,

directly or indirectly:

(1) performs an act of violence against a persorbaerd an aircraft in flight if that act is likelp
endanger the safety of that aircraft; or

(2) by force or threat thereof, or by any othenf@f intimidation, seizes or exercises control mia@craft
in flight;

(3) destroys an aircraft in service or causes den@guch an aircraft which renders it incapabl#igifit
or which is likely to endanger its safety in fliglot

(4) places or causes to be placed on an aircratrivice, by any means whatsoever, a device oteautes
which is likely to destroy that aircraft, or to c@udamage to it which renders it incapable of fligh to
cause damage to it which is likely to endangesafety in flight; or

(5)destroys or damages air navigation facilitiesduis international air navigation, or interfereghwheir
operation, if any such act is likely to endanger $hfety of aircraft in flight; or

(6) communicates information which the person knéwvbe false, thereby endangering the safety of an
aircraft in flight;

(7) using any device, substance or weapon:

(a) performs an act of violence against a perscenagirport serving international civil aviationhigh
causes or is likely to cause serious injury or ltteait

(b) destroys or seriously damages the facilitiearoairport serving international civil aviation aircraft
not in service located thereon or disrupts theisesvof the airport; commits an offense punishaileer
section 107 (1) (a) ; provide however that whereammitting the offense, the person uses or dephoys
weapon of mass destruction, the person shall bkelta a fine of up to $1,000,000,000.00. [P.L. 2@3,
830.]

8131. Power to take reasonable measures.

(1) The aircraft commander may, when he or sherbasonable grounds to believe that a person has
committed, or is about to commit, on board theraftc

(a) a criminal offense; or

(b) an act which, whether or not it is a criminffease, may or does jeopardize the safety of amadtror

of persons or property therein, or which jeoparsliigeod order and discipline on board an aircrafpase
upon such person reasonable measures, includitigintswhich are necessary:

(c) to protect the safety of the aircraft, or ofgmns or property therein; or

(d) to maintain good order and discipline on board,;
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(e) to enable the aircraft commander to delivehguerson to competent authorities or to disembaek t
person in accordance with the provisions of thizptér.

(2) The aircraft commander may require or authotlee assistance of other crew members and may
request or authorize, but not require, the asgistaf passengers to restrain any person whom ttieai
commander is entitled to restrain.

(3) Any crew member or passenger may also takeonaate preventive measures without such
authorization when the crew member or passengerdas®nable grounds to believe that such action is
immediately necessary to protect the safety oftr@aft, or of persons or property therein.

(4) Measures of restraint imposed upon a persoacaordance with this section shall be imposed in
accordance with and conform to the requirementh®fConvention on Offenses and Certain Other Acts
Committed on Board Aircraft. [P.L. 2002-65, §31.]

§132. Power to disembark certain passengers.

The aircraft commander may, in so far as it is asagy to protect the safety of the aircraft, opefsons
or property therein or to maintain good order arstigline on board, disembark, in accordance whth t
Convention on Offenses and Certain Other Acts Cdtathbn Board Aircraft,

any person who the aircraft commander has reasegatiinds to believe has committed, or is about

to commit, on board the aircraft an act contemglate section 131(1)(b). [P.L. 2002-65, §32.]

§133. Power to deliver alleged offenders to competieauthorities.

The aircraft commander may deliver to competent éafiorcement authorities, in accordance with the
Convention on Offenses and Certain Other Acts Cdtachon Board Aircraft, any person who the aircraft
commander has reasonable grounds to believe hamittexh on board the aircraft an act which, in the
commander's opinion, is a serious offense accordirige criminal laws of the country of registratiof

the aircraft. [P.L. 2002-65, §33.]

8134. No liability for actions taken.

For actions taken in accordance with section 132, dr 133, neither the aircraft commander, anyrothe
member of the crew, any passenger, the owner oatgpeof the aircraft, nor the person on whose lheha
the flight was performed shall be held responsibleany proceeding on account of the treatment
undergone by the person in respect of whom therastivere taken. [P.L. 2002-65, §34.]

Division 9. Safety of Maritime Navigation and FixedPlatforms

8135. Maritime offenses.

In any waters where the convention and protoca@regfced in paragraphs 8 and 9 of the Schedulésto th
Act would apply, any person who knowingly, direatilyindirectly:

(1) seizes or exercises unauthorized control ov@hi or fixed platform by force or threat thereofby
any other form of intimidation: or,

(2) injures or Kkills any person, or endangers #ife savigation of a ship or the safety of a fixéatfprm,

by:

(a)committing an act of violence against a persobaard the ship or fixed platform; or

(b) destroying or damaging the ship, its cargdherfixed platform; or

(c)placing or causing to be placed any device bstunce on the ship or fixed platform; or

(d)destroying or damaging maritime navigationallfiées or interfering with their operation; or
(e)communicating information which the person kndwsbe false; commits a crime punishable under
section 107(1) (a) of this Act; provided, howewshere, in committing such crime, the person uses or
deploys a weapon of mass destruction the persdhkghlable to fine of up to $1,000,000,000.00.L[P
2002-65, §35.]

Division 10.Nuclear Material:

8136. Nuclear material offenses.
(1)Any person who intentionally, by any means, etiseor indirectly:
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(a) without lawful authority, receives, possessegs, transfers, alters, disposes of, or dispenselear
material, under circumstances which cause or &sdylito cause death or serious bodily injury to any
person or substantial damage to property;

(b) commits a theft or robbery of nuclear material;

(c) embezzles or fraudulently obtains nuclear nlter

(d) makes a demand for nuclear material by threate of force or by any other form of intimidation

(e) threatens:

() to use nuclear material to cause death or gerlmdily injury to any person or substantial prope
damage; or

(ilto commit a theft or robbery of nuclear matéiiia order to compel a natural or legal personaor
international organization, or country to do orédérain from doing any act; commits a crime punigba
by a term of not less than 30 years and not mama ttie imprisonment, or a fine of not more than
$1,000,000,000.00; or both. [P.L. 2002-65, §36.]

§137. Other rights, obligations and responsibilitie not affected; no liability for actions taken in g@od
faith.

(1) Nothing in this Act shall affect other rightshligations and responsibilities of the Marshatgls and
individuals under international law, in particultwe purposes of the Charter of the United Natitmes,
Compact of Free Association with the United Stabteternational humanitarian law and other relevant
conventions.

(2) Nothing in this Act entitles the Marshall Istinor any other country to undertake in the tawritif the
other the exercise of jurisdiction or performandefunctions that are exclusively reserved for the
authorities of that country by its domestic law.

(3) Persons shall be immune from suit and civhility for actions taken in good faith pursuantatad in
accordance with this Act. [P.L. 2002-65, 837.]

8138. Resolution of disputes.

Any dispute between the Marshall Islands and amgroParty to an international terrorism convention
concerning the interpretation or application okthict relating to application of the convention Ik
resolved in accordance with the provisions of #levant international terrorism convention. [P.D02-
65, §38.]

8139. Implementing regulations.
The Minister may prescribe such rules and regulati@s the Minister deems reasonably necessary to
implement the provisions of this Act. [P.L. 2002-839.]
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